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INTRODUCTION 

LOGA COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

Comprehensive and clearly defined policies are essential to the success of any organization. The Logan 

County Board of Developmental Disabilities (LCBDD) policies help convey our mission and enable the 

execution of our strategies. Our policies help employees clearly understand expectations and 

responsibilities. They influence employee behavior and support ethical, compliant decision-making. 

Our policies help protect the organization, ur employees and the people we serve. They create a 

positive and respectful workplace and culture. 

Policies also define disciplinary procedures and consequences for misconduct. The policies set forth 

and adopted within these chapters supersede all previous written and unwritten policies of the Logan 

County Board of Developmental Disabilities. 

These policies are a guide to be utilized by management and supervisors to ensure the uniform and 

non-discriminatory application of the conditions of employment. In the event there is a conflict 

between the contents of these policies and any applicable laws, those applicable laws will prevail. 

The policies are designed as a tool to enable staff to understand what to expect out of the LCBDD and 

to keep employees informed. Questions reg rding the interpretation and application of these policies 

should be directed to an employee's immediate supervisor, who will seek clarification through the 

chain of command. Every effort must be ma e to ensure that such decisions are made objectively, with 

the general intent of the policy in mind. 

These policies are not a contract either expr ssed or implied. The Board reserves the right to change 

any provision without consultation. However, the Board and its management do want to develop and 

maintain a good relationship with employees. Employee input about matters addressed in this policy is 

welcome and will always be considered. 

As conditions shift within the LCBDD, it may be necessary to add, delete, or revise specific policies 

affected by such change. Policies are availa le to all employees on the public drive. 

DISCLAIMER 

If any article or section of this Manual is hel to be invalid by operation of law, the remainder of this 

Manual and amendments thereto shall remain in force and effect. Should a conflict arise between the 

Ohio Revised Code (O.R.C.) or applicable fed ral law and this manual, law shall prevail. 

02/07/2019 

Board President Date 































Policy & Procedure: 5.1.1 Nepotism 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Nepotism 

Reviewing Board Approval Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/18 01/01/19 April 2026 

POLICY 

The employment of relatives can cause various problems including but not limited to charges of 

favoritism, conflicts of interest, family discord and scheduling conflicts that may work to the 

disadvantage of both the agency and its employees. It is the goal of the agency to avoid 

creating or maintaining circumstances in which the appearance or possibility of favoritism, 

conflicts or management disruptions exist. 

The Logan County Board of Developmental Disabilities (LCBDD) is an equal opportunity 

employer and may receive employment applications from relatives of current employees. 

The provisions of O.R.C. §§ 102.03 and 2921.42 render it unlawful for a public official to use 

his/her influence to obtain a benefit, including a job for his/her relative. Any violation of these 

statutes may result in criminal prosecution or disciplinary action or both. For purposes of the 

Article, the term "relative" shall include: spouse, children, grandchildren, parents, grandparents, 

siblings, brother-in-law, sister-in-law, daughter-in-law, son-in-law, father-in-law, mother-in-law, 

step-parents, step-children, step-siblings, and a legal guardian or other person who stands in the 

place of a parent to the employee. 

A. Hiring

PROCEDURE 

The agency may allow existing personal relationships to be maintained or employ individuals with

personal relationships to current employees under the following circumstances:

• Individuals may not work under the supervision of the same manager;

• They may not create a supervisor/subordinate relationship with a family member;

• They may not supervise or evaluate a family member;

• The relationship will not create an adverse impact on work productivity or performance;



















Policy & Procedure: 5.1.4 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Ability to Lift 

Reviewing Board Approval Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/18 01/01/19 August 2019 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) developed this policy to help 

increase our employee(s) awareness, decrease injuries or risk of injuries and stress the 

importance of back safety because policies and procedures are key elements to a safe 

environment. LCBDD is dedicated to protecting its employees from on-the-job injuries and to 

being in compliance with PERRP (public employment risk reduction program). 

All employees of LCBDD have the responsibility to work safely on the job to prevent injuries to 

self and others and prevent repetitive m tion types of injuries to self during frequent and 

routine assistance in repositioning, transferring or otherwise moving individuals with disabilities 

and when lifting, pushing, pulling or handling materials. 

PROCEDURE 

Back safety awareness is extremely imp rtant due to the prevalence and potential severity of 

back injuries. Back disorders can develo gradually or can be the result of a single traumatic 

event. Sprains and strains are the most common causes of lower back pain. Improper lifting, 

pushing, pulling or lifting loads that are t o heavy for the back to support, falling, or sports 

activities are a few examples of back injury causes. Of these, lifting improperly or lifting, 

pushing, pulling loads that are too heavy for the back to support is the largest single cause of 

back pain and injury. 
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A. Definitions

Minimal Assistance - Providing a light amount (less than 40 pounds) of steadying, shifting,

guiding or offering a hand to someone who can perform most of the task

independently. Minimal assistance is primarily assistance in balancing or overcoming

inertia. In cases where there is more than just a light amount of lifting, pushing, pulling

of product or material or assistance is required to move or transfer, an assessment should

be recommended by the individual team.

Transfer -A procedure in which the individual bears part or all of the product or material

weight and or body weight themselves OR part of the weight is supported by an assistive

device (transfer board, walker)

1. Transfer Criteria

a. Individual can bear some or all of their weight at least through one leg or both

arms or assistive device is used to move product or material.

b. Individual is co-operative and reliable to assist in their own transfer.

c. Appropriate equipment is available.

d. Suitable environment (space, surface heights, few distractions).

e. Size and body proportions of individual are compatible.

Lift -A procedure in which the entire product or material weight and or body weight of 

the individual is supported by something or someone other than the individual's (ie: 

mechanical lifting device or caregiver) 

Mechanical Lift -A mechanical device that can be used to pick up individuals who need 

to be transported from one location to another or equipment used to move product or 

material. This could include transporting from a wheelchair to a chair, bed or commode 

or the floor and back again. 

B. Procedure Statement

It shall be the procedure of the Board that all transfers, lifts, repositions, assisted

ambulation and handling of materials by lifting, pushing, or pulling will be performed

using the safest techniques and equipment available to employees to accomplish the task.

In all transfers, employees will avoid manual handling in all situations where more than

minimal assistance is needed to reposition or move an individual or handling (which

consists of lifting, pushing, pulling) of materials. In instances where more than minimal

assistance is needed, employees will utilize Board provided assistive devices, such as lifts,

standing devices, walkers, gait belts, forklifts, pallet jacks, dollies, and carts to safely

accomplish the task.

The Board recognizes that, on occasion, they may need to authorize an assessment by PT
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or OT to determine the level of assistance needed by an individual and the most 

appropriate equipment to use and when to use it; this information will be included in the 

individual's Individual Service Pia (ISP). 

The Board commits to providing the equipment needed to implement this policy to the 

extent possible within the budget. 

Program directors will be responsible for seeing that maintenance and repair of the 

equipment used in their program occurs as necessary. 

Department heads will assure that employees and substitutes who use the equipment in 

delivery of services receive training in its use and demonstrate competency in delivery of 

the service. 

This policy and the procedures will be maintained, reviewed, and updated by the safety 

team at least annually whenever necessary to reflect new or modified procedures that 

affect issues related to back safely and lifting procedures. 

The Safety Committee will review any injuries to individuals or employees, which 

occurred during lifting, pushing, pulling or transferring of individuals or objects and will 

make recommendations for a plan of correction if required to prevent further injuries. 

1. Individuals who weigh over 40 pounds that are not able to transfer independently

shall be transported with a mechanical lift or product. Materials weighing over 40

lbs. will be broken down below 40 lbs. or lifted with a mechanical device.

2. Lifting outside of this policy must be approved by the Superintendent. It can be

allowed when it is determined that it would not be in the individual's best interest to

use a mechanical lift.

Any time you are required to lift, push, or pull something make sure you are following 

proper moving techniques and using your legs instead of your back. If items being lifted, 

pushed, or pulled are more than 40 lbs., break them down to smaller weights (Example: 

80 lb. bag of salt, purchase in 40 lb. bag or use a scoop to transfer half the bag into a 5-

gallon bucket with a handle so it can be easily moved to the proper location.) If this is 

not possible, have another employee assist you with the lift, push, or pull. Never lift, 

push, or pull more than 40 pounds by yourself and always use proper moving 

techniques. 

3. Compliance - It is the duty of the employee to take reasonable care of their own

health and safety as well as that of co-workers and individuals during program

hours. Non-compliance may indicate a need for retraining and or, depending on the
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circumstance of the incident, a need for disciplinary action using the discipline 

procedures established by the LCBDD Board. 

All staff who hold positions in which they are required to lift, carry, push, pull and move 

individuals or materials as an essential function of the position descriptions must 

participate in an in-service which stresses body mechanics, and safe techniques of lifting, 

carrying and moving. An annual review of these principles is required. 

Job Descriptions will specify which positions must be physically able to lift, carry and 

move individuals or lift, carry, push, pull and move materials and which positions may 

be requested to assist to lift, carry and move individuals or lift, carry, push, pull and 

move materials. 

C. Appropriate Dress Code for Lifting, Carrying and Moving Enrollees

1. Staff who are in a class, group or environment where they may be expected to lift

or be involved in a behavioral intervention, must wear shoes with a flat, wide-base

heel.

2. Jewelry of any type could be broken, grabbed or pulled by an enrollee, and/or

could inhibit moving enrollees safely and should be carefully considered before

being worn. The Board will not replace such items.

3. Loose clothing that could be caught in wheel chairs or braces and tight-fitting

clothing that could limit movement should not be worn.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

�<;:'.� /-(0-11 
Saul Bauer, Superintendent Date 
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Reviewed Date Board Approved Procedure Approved 



Policy & Procedure: 5.1.5 Delegated Nursing 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Delegated Nursing 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 August 2026 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) is committed to improving the 

quality of life for individuals with developmental disabilities and their families, wherever they 

chose to live, work, and spend their day. Delegated nursing allows the transfer of responsibility 

for the performance of a selected nursing task from a licensed nurse authorized to perform the 

task to an individual who does not otherwise have the authority to perform the task. A nursing 

task may be delegated to an unlicensed person only by a licensed nurse who shall delegate in 

accordance with OAC 4723-13-02. The LCBDD will ensure that we have, or contract with, a 

Registered Nurse trained to authorize delegated nursing and Medication Administration Quality 

Assurance Reviews. 

Pursuant to Ohio Revised Code Section 5126.35{A}, and in accordance with the authorization of 

that statute, the LCBDD hereby establishes a policy providing that designated unlicensed workers 

may give or apply prescribed medication to individuals in accordance with R.C. Sections 4723.77 

to 4723.79 and policies established by the LCBDD. 

The LCBDD recognizes that many individuals receive medication administration services from 

their providers, and that providers are responsible for following the rules of medication 

administration as outlined by the Ohio Administration Code 5123:2-6 and DODD. 

The LCBDD will utilize a Registered Nurse to conduct Medication Administration Quality 

Assurance reviews on individuals as specified within the Ohio Administrative Code 5123:2-6 and 

DODD. 















Policy & Procedure: 5.1.8 Probationary Period 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Probationary Period 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 November 2026 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) requires new employee(s) 

to successfully complete a one-year probationary period. Time spent on inactive pay 

status (non-paid leave of absence) shall not be counted toward the completion of the 

probationary period. The probationary period allows the LCBDD to closely observe and 

evaluate the employee's fitness and suitability for the position. 

During the probationary period, an employee may be terminated at any time and for any 

reason. An employee terminated during the probationary period will be terminated 

without appeal rights. Any such termination shall not be subject to the grievance 

procedure of this agreement or to any other legal challenge. 

The failure of a promoted or transferred employee to successfully complete a three

month probationary period due to unsatisfactory performance shall result in the 

employee being returned to the same or similar position they held at the time of his 

promotion. 

PROCEDURE 

The LCBDD will follow the guidelines below: 

A. Each newly hired or promoted employee will serve a probationary period.

B. The length of the probationary period for each classification will be specified on the

position description.

C. If there is no probationary period specified on the position description the probationary

period will be set at one year.

D. Time spent on approved leaves of absence will not be counted as part of the probationary

period.
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LOGAN COUNTY BOARD OF 
DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Americans with Disabilities Act 

Reviewing Original Board Original Effective Next Review 
Department Approval Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 December 2023 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) prohibits discrimination in hiring, 
promotions, transfers, or any other benefit or privilege of employment, of any qualified individual 
with a permanent disability. 

To be considered a qualified individual, the employee must satisfy the requisite skills, experience, 
education and other job-related requirements of the position he/she holds or desires and must 
be able to perform the essential functions of his/her position, with or without a reasonable 
accommodation. 

The LCBDD will provide reasonable accommodation to a qualified applicant or employee with a 
disability unless the accommodation would pose an undue hardship on or direct threat to the 
facility. 

Decisions as to whether an accommodation is necessary and/or reasonable shall be made on a 
case-by-case basis and may be verified by a medical professional. 

PROCEDURE 

An employee who wishes to request an accommodation shall direct such request to the Human 
Resource Director or the Business Director, each of whom shall have the authority and 
responsibility to investigate and take appropriate action concerning the complaint. 

If otherwise-qualified applicants or employees with disabilities request reasonable 
accommodations and can safely and substantially perform the essential functions of a job 
without undue expense or other hardship to the program, the Board will take reasonable steps 
to accommodate their disability. 
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A. Requests for accommodation should be In writing to avoid confusion; however,
verbal requests will be considered.

B. The employer and employee will meet and discuss whether an accommodation Is
appropriate and1 if applicable, the type of accommodation to be given.

C. An individual with a disability must be qualified to perform the essential functions of
the job. This means that the applicant or employee must:

1. Satisfy the job requirements for education background, employment experience,
skills, licenses, and any other qualification standards that are job-related; and

2. Be able to perform those tasks that are essential to the Job

Any employee who feels that his rights have been violated under this policy, or an employee who 
has witnessed discrimination, should submit a complaint as set forth in the Unlawful 
Discrimination and Harassment Policy section in this manual. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date Indicated below and 
rescinds all previous procedure directives on the subject. 

�--
Saul Bauer, Superintendent 

Reviewed Date Board Approved 
01/29/2019 02/07/2019 

01/19/2021 02/04/2021 

. . / 
7::>tMM' L\J Q_,A ll,Q l f 

Board President 

. 

01/19/2021 
Date 

·-

Procedure Approved 
01/29/2019 

01/19/2021 

02/04/2021 

Date 



Policy & Procedure 5.1.10 Equal Employment Opportunity 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Equal Employment Opportunity (EEO) 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 January 2024 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) is an equal opportunity employer 

and does not discriminate on the basis of race, color, religion, sex, age (40 years old or older), 

national origin, disability, military status, genetic testing, sexual orientation or other unlawful 

bias except when such a factor constitutes a bona fide occupational qualification (BFOQ) as 

defined in ORC 123. All Human Resources decisions and practices including, but not limited to, 

hiring, suspensions, terminations, layoffs, demotions, promotions, transfers, and evaluations, 

shall be made without regard to the above listed categories. The LCBDD will comply with federal 

(ORC 123:1-49) and state equal employment opportunity principles and other related laws. 

The LCBDD condemns and will not tolerate any conduct that intimidates, harasses, or otherwise 

discriminates against any employee or applicant for employment on the grounds listed above. 

PROCEDURE 

Anyone who feels their rights have been violated under this policy or an employee who has 

witnessed a potential discriminator should submit a complaint or report of discrimination to the 

Human Resource Director at 937-292-3011 or the Business Director at 937-292-3031 each of who 

shall have the authority to investigate and, once approved by the Superintendent, take 

appropriate action concerning the matter. For procedures on complaint resolution, see 

"Complaint Resolution" section of this manual. 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date Indicated below and 
rescinds all previous procedure directives on the subject. 

� 
Sa:;-eiii"er, SUperlnt� 

01/25/2021 
Date 

Reviewed Date Board Approved Procedure Approved 

11/26/2019 12/05/2018 12/06/2018 

01/25/2021 02/04/2021 01/25/2021 

02/04/2021 
Board President Date 



















Policy & Procedure: 5.2.1 - Outside Employment 

LOGA COUNTY BOARD OF 

DEVEL PMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Outside Employment 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 March 2021 

POLICY 

It is the policy of The Logan County Board of Developmental Disabilities (LCBDD) that no 

employee shall have outside employment which creates a conflict of interest in any manner with 

the employee's ability to properly and efficiently perform his/her duties and responsibilities with 

the LCBDD. Prior to an employee engaging in outside employment, paid or unpaid, they must 

notify the Superintendent in writing. 

PROCEDURE 

Employees are strictly prohibited from engaging in or conducting outside work, whether paid or 

unpaid, during scheduled working hours and are prohibited from using any LCBDD resources for 

engaging in work other than work sanctioned by LCBDD. The procedures for outside employment 

are as follows: 

A. Under no circumstances will an employee have other employment that conflicts with the

policies, objectives and operations of the Board.

B. Employment "conflicts," under this policy, are defined as impairment of the ability to

perform the duties of the employee's position with the Board. Two common employment

conflicts that may arise are:

1. Time Conflict - Defined as when the working hours required of a "secondary job"

directly conflict with the scheduled working hours of an employee's job with the

Board; or when the demands of a secondary job prohibit adequate rest, thereby

adversely affecting the q ality standard of the employee's job performance with

the Board.
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2. Interest Conflict - Defined as when an employee engages in outside employment

which tends to compromise judgment, actions and/or job performance with the

Board or which impairs the Board's reputation in the community.

C. Employment with the Board is considered the employee's primary occupation, taking

precedence over all other occupations.

D. "Outside" employment, or "moonlighting" is a concern to the Superintendent only if it

adversely affects the job performance of the employee's duties with the Board or

constitutes a conflict of interest.

E. Should the Superintendent feel that an employee's outside employment is adversely

affecting the employee's job performance, the Superintendent may request that the

employee refrain from such activity. Any conflict, policy infraction, or other specific

offense, which is the direct result of an employee's participation in outside employment,

will be disciplined in accordance with the policies set forth in this policy.

F. A non-managerial employee can work for a contract agency providing:

1. the Checklist for Review of Outside employment is completed and approved by

the Ethics Committee and the Superintendent.

2. There is no direct services conflict of "time", "interest" or "contract"

3. the direct services are not related to their LCBDD position description

4. the employee does not have capacity to influence the award of the contract

5. services to an enrollee have prior approval from the Superintendent and the

Board's Ethics Council. Ref. ORC 5126.40-5126.47 and section 5126.11.

6. the services are desired and needed by the individual and the employee is the best

provider of the services.

G. Employees are prohibited from engaging in secondary employment while on sick leave,

disability leave, family medical leave or any paid leave used in lieu of sick leave.
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

II re · cedure directives on the subject. 

Reviewed Date Board Approved 

01/29/2019 12/06/2018 

Board President 

01/29/2019 

Date 

Procedure Approved 

01/29/2019 

Date 





















Policy & Procedure: 5.2.3 - Drug and Alcohol 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
rescinds all previous procedure directives on the subject. 

�� ... -Sau� 

Reviewed Date Board Approved 
01/29/2019 12/06/2018 

05/26/2021 06/03/2021 

Board President 

05/26/2021 

Date 

Procedure Approved 
01/29/2019 

05/26/2021 

06/03/2021 

Date 



Policy & Procedure: 5.2.4 Smoke & Tobacco Product Free 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Smoke & Tobacco Product - Free 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 June 2024 

POLICY 

To protect the health, safety, and comfort of clients, employees, customers, and visitors of the 

Logan County Board of Developmental Disabilities (LCBDD) no use of tobacco or cannabis 

products, including cigarettes, smokeless tobacco, and electronic cigarettes, is permitted within 

the facilities or on the property of the LCBDD at any time. Employees, persons enrolled, and 

visitors are prohibited from using tobacco products in the buildings or on the property of the 

LCBDD. This policy is consistent with sections 3794.02, 3791.031 and 3313.751 of the ORC. 

PROCEDURE 

This restriction applies to cigarettes, E-cigarettes, cigars, pipes, chewing tobacco, snuff, vaping, 

cannabis products, etc. LCBDD property refers to all parts of the LCBDD offices, Discovery Center 

and warehouse, vehicles, parking lots, driveways, grounds and private vehicles parked on LCBDD 

property. 

During working hours, employees are not permitted to leave grounds for the purposes of 

circumventing this policy. 

Employees violating this policy shall be subject to progressive disciplinary action. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

all previous procedure directives on the subject. 















































Policy & Procedure: 5.2.9 Transporting Enrolled Individuals 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Transporting Enrolled Individuals 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 November 2021 

POLICY 

It is the policy of the Logan County Board of Developmental Disabilities {LCBDD) to ensure safe 

driving practices are maintained and monitored by staff who transport enrolled individuals 

utilizing their personal vehicles. While use of count vehicles is the preferred method of 

transporting individuals, the LCBDD recognizes that employees will be required to transport 

enrolled individuals to meet specific needs; for example, meetings with other agencies or 

attending doctor's appointments. Safe driving practices must always be followed while 

conducting board business. 

PROCEDURE 

A. Authorization

Any person operating a personal vehicle to transport enrolled individuals will authorize

the LCBDD to acquire an annual driver's abstract each program year at the LCBDD's

expense.

1. Any driver whose driving record shows a charge of one DUI, leaving the scene of an

accident, manslaughter, use of a vehicle in the commission of a felony, reckless

operation or driving without regard for public safety citation will be considered to

have unsafe driving habits and will not be permitted to transport enrolled individuals.

For classifications in which driving is an essential function, any of these offenses may

result in immediate termination.
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2. Any driver whose driving record shows more than five or more points may be

considered to have unsafe driving habits and may not be permitted to transport

enrolled individuals. For classifications in which driving is an essential function, these

cumulative offenses may result in immediate termination.

3. Employees operating their personal vehicle are required to have a proper and valid

Ohio motor vehicle operator's license.

4. Employees operating their personal vehicle are required to provide proof of insurance

indicating the minimum insurance required by the State of Ohio. The drivers'

personal insurance is considered primary, while the LCBDD insurance is secondary.

5. A person who operates his/her personal vehicle while transporting enrolled

individuals will maintain the appropriate speed limits, obey all other vehicular laws,

exercise caution and responsibility and will adhere to all safety procedures. Accidents

or destructive operation of vehicles while individuals are being transported are

grounds for disciplinary action including termination as outlined in these policies.

6. Any equipment or vehicular accident must be reported to the supervisor immediately.

If a driver has an accident while operating his/her personal vehicle on LCBDD business,

regardless if an enrolled individual is being transported, shall be required to submit to

a drug/alcohol test. The employee's supervisor/ designee will transport the driver to

the nearest test site. Such test should be within two (2) hours of the accident and the

provisions of required LCBDD and employee action apply. Failure to comply within

the two-hour period may result in disciplinary action up to and including termination.

7. Refusal to submit to alcohol and drug testing shall be interpreted as a positive test.

B. Compliance

The Human Resources Department will ensure the following have been completed on all

employees:

1. Annual drivers abstract

2. Annual proof of insurance

3. Defensive driving training

4. Formal letter indicating driving restrictions as applicable
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

��. 03/26/2019 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

03/26/2019 04/04/2019 03/26/2019 

04/04/2019 

Board President Date 







Policy & Procedure: 5.2.10 Unlawful Discrimination and Harassment 

Supervisors are expressly prohibited from engaging in romantic or sexual relationships 

with any employee they directly, or indirectly, supervise. 

E. Bullying

LCBDD will not in any instance tolerate bullying behavior. Bullying is defined as repeated 

inappropriate behavior, either direct or indirect, whether verbal, physical or otherwise, 

conducted by one or more persons against another or others, at the place of work and/or 

in the course of employment. Bullying, whether intentional or unintentional, is 

prohibited.

Employees found in violation of this policy will be disciplined, up to and including 

termination.

F. Complaint Procedure

Anyone who feels their rights have been violated under this policy or an employee who 

has witnessed potential discrimination must immediately submit a complaint or report of 

discrimination to the Human Resource Director or the Business Director each of who shall 

have the authority to investigate and, once approved by the Superintendent, take 

appropriate action concerning the matter. If the Human Resource Director or the 

Business Director are the alleged harasser, the employee will report the conduct to the 

Superintendent. The investigation will include a review of the circumstances and facts 

under which the allegation occurred. The investigation may include interviews of the 

employee allegedly harassed, discriminated against and/or bullied, the employee 

committing the alleged harassment, discrimination, and/or bullying, and any and all 

witnesses. Information will be kept as confidential as practicable, although confidentiality 

cannot be guaranteed, pursuant to applicable public records laws. An investigative file 

will be maintained, and this file is public record under ORC Section 149.43, except to the 

extent it contains records which are specifically exempt from disclosure. All employees 

are required to cooperate in any investigation. If the investigation reveals that the 

complaint is valid, prompt attention and corrective or disciplinary action designed to stop 

the harassment, discrimination or bullying and prevent its recurrence will be taken. 

G. Retaliation

Anti-discrimination laws prohibit retaliatory conduct against individuals who file a 

discrimination charge, testify, or participate in any way in an investigation, proceeding or 

lawsuit under these laws, or who oppose employment practices that they reasonably 

believe discriminate against protected individuals, in violation of these laws. LCBDD and 

its supervisors and employees shall not in any way retaliate against an individual for filing 

a complaint, reporting harassment or participating in an investigation. Any employee who 

feels they have been subjected to retaliatory conduct must report the conduct 

immediately to the immediate supervisor or the Human Resources Director immediately.

H. Complaint Resolution

For procedures on Complaint Resolution see Complaint Resolution Policy 5.5.2 of this 

procedure manual. 





Policy & Procedure: 5.2.11 Reporting to Work and Tardiness 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Reporting to Work and Tardiness 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 January 2022 

POLICY 

Timely and regular attendance is an expectation of performance for all employees. To ensure 

adequate staffing, positive employee morale, and to meet expected productivity standards 

throughout the organization. Employees will be held accountable for adhering to their 

workplace schedule. In the event an employee is unable to meet this expectation, he/she must 

obtain approval from their supervisor in advance of any requested schedule changes. This 

approval includes requests to use appropriate accruals, as well as late arrivals to or early 

departures from work. Departments have discretion to evaluate extraordinary circumstances of 

a tardy, absence or failure to clock-in or clock-out and determine whether or not to count the 

incident as an occurrence. Human Resources is available to advise supervisors regarding the 

evaluation of extenuating circumstances. 

The Logan County Board of Developmental Disabilities (LCBDD) expects employees to report and 

remain at work as scheduled and to be at their work stations at their starting time. It is important 

that we are available for our clients and the public as scheduled. 

PROCEDURE 

Employees who must unexpectedly be off work for personal reasons should call off in advance of 

their starting time in accordance with procedures established by their supervisor. The employee 

is to notify and receive confirmation from their supervisor so that the supervisor can discuss any 

work issues that may need to be handled in the employee's absence. Employees who call off and 

are unable to contact their supervisor must contact another member of management or Human 

Resources (until confirmation is received) on the day of their absence unless they have made 

alternate arrangements. Calling off work in accordance with this procedure will not necessarily 

result in an employee receiving approved leave for their absence and discipline for the absence 

may still take place. The LCBDD will consider the underlying reason for the absence in order to 

determine whether to grant approved leave or to consider discipline. 

An employee who reports to work late, extends his lunch or break without authorization, or who 

leaves before the end of his scheduled shift, may be disciplined and docked pay. Pay will be 

docked in the lowest increments permitted by the LCBDD's timekeeping system. 
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1. Employees are expected to be present and ready to work at their scheduled starting

times. Supervisors will document instances of employees arriving late. Excessive

tardiness shall be grounds for discipline up to and including removal.

2. Non-exempt employees should not report to work sooner than 15 minutes prior to the

start of the work shift and leave no later than 15 minutes after the work shift is over.

They will remain on the job during regularly scheduled work hours unless an exception

is authorized by their immediate supervisor.

3. The time sheet is the official record of the employee's time worked. It is the employee's

responsibility to complete this time sheet in a timely and accurate manner. Each

employee must accurately record actual starting and finishing times. LCBDD will follow

the Fair Labor Standards Act (FLSA) recommended guidelines and round employee time

to a quarter hour of work. Employee time will be rounded down from 1-7 minutes and

will be rounded up from 8-14 minutes and count it as a quarter hour of work.

4. Employees with restricted duties must complete a personalized timesheet noting their

work restrictions.

5. Failure to properly sign in or out as required, misrepresenting time worked, altering any

time record, or allowing a time record to be altered by others will result in disciplinary

action.

6. In regards to employee timekeeping related to federal awards, LCBDD will comply with

federal 0MB Circular A-133, 2 CFR, Part 225, Appendix B if employees are expected to

work solely on a single Federal award or cost objective, their salary and wages will be

supported by periodic certifications; or if they work on multiple activities, the distribution

of their salaries or wages will be supported by personnel activity reports or equivalent.

7. An employee who is absent for a scheduled work day without approved leave may be

subject to discipline. Employees who are not exempt from the overtime provisions of the

Fair Labor Standards Act shall not receive pay for any period of an unauthorized absence.

An absence without approved leave for three consecutive work days shall be cause for

removal, regardless of prior discipline. An appointing authority may set aside the removal

and re appoint the employee to her former position if, within ten (10} calendar days of

the employee's last actual work day, the employee presents a satisfactory explanation

of his absence to the appointing authority.

8. Failure to report for work without any authorization from the employer to be absent,

may be deemed by the employer as an employee absent without leave, when that

employee is tardy, or when the employee departs from his work site during work hours

without authorization. Also known as unexcused absence.

9. Employees are responsible for providing their supervisor with a physician's statement

identifying the nature of the disabling condition and the projected date of return. An

employee who does not report to work in accordance with the physician's projected date

of return is considered absent without leave.

10. Falsification of a physician's certificate or signed statement to justify the use of sick

leave shall be grounds for disciplinary action, up to and including removal.

11. Failure of an employee to return to work at the expiration of an approved leave of absence

shall be considered an absence without leave and shall be grounds for discipline, up to

and including removal, in accordance with the regular policy on absences without leave.

If it is determined that the employee is using a leave of absence for a purpose other than

the purpose for which it was granted, the appointing authority may immediately revoke the

leave of absence and may impose appropriate discipline on the employee, up to and
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including removal. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

Saul� 
..... --

Reviewed Date Board Approved 

04/23/2019 05/02/2019 

Board President 

04/23/2019 

Date 

Procedure Approved 

04/23/2019 

05/02/2019 

Date 



























Polley & Procedure: 5.3.1 Performance Evaluation 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Performance Evaluation 

Reviewing Original Board Original Effective Next Review 

Department Approval 
Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 April 2025 

POLICY 

It is the goal of The Logan County Board of Developmental Disabilities (LCBDD) to encourage 

employee development and maintain highly qualified and properly trained employees at all 

times. The LCBDD highly recommends and, in many cases, requires employees be given a written 

evaluation of their work performance at least annually by their immediate supervisor. The 

evaluation process will allow for an evaluation of work performance, establishment of goals and 

the identification of improvement plans if needed. In addition, the performance evaluation will 

allow for the employee to self-evaluate their goals accomplished and contributions they have 

made throughout the year. Regular attendance is considered the cornerstone of quality, 

consistent programs and services and will be judged as an integral part of performance 

evaluation. 

PROCEDURE 

A. Overview

Evaluations, if conducted, will be based upon defined and specific criteria and will generally be 

reviewed and signed by the employee's direct supervisor, and those superiors in the direct chain

of-command. Evaluation of an employee's performance is a continuous process based on 

conferences, discussions, and observations and is a method for increasing the worker's 

competence and effectiveness. 

To assist in completing evaluations you should review the position description, program 

objectives, personal career development plans, absent time records, compliance with Board 

policy and procedures, written records kept by the employee and the supervisor, and any other 

material from competent sources which seems pertinent. The employee will have the 

opportunity to revi.ew, discuss and make written comments of the evaluation. 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Training 

Reviewing Original Board Approval Origin al Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 May, 2022 

POLICY 

In support of our m1ss1on, v1s1on and values, the Logan County Board of Developmental 

Disabilities (LCBDD) encourages employees at all levels to participate in job-related training and 

development activities in order to enhance skills, expand knowledge, and grow as professionals. 

The responsibility for identifying and participating in training is shared by individual employees, 

their supervisors, and the LCBDD. Employees are responsible for obtaining approval from their 

supervisor to attend training programs, and supervisors are encouraged to approve employee 

requests to participate in such programs that fit within our strategic plan whenever feasible, 

responsible and within budget. Supervisor approval may be dependent on factors such as 

budget, the ability of the department to function in the employee's absence, and the relevance 

of the activity to either the employee's current position or their professional development plan 

(goals). In all cases, participation in development activities should not interfere with the 

effective performance of job responsibilities. 

The LCBDD will ensure all personnel employed by or under contract with the Board participate in 

staff development activities appropriate to their job description such as formal course work, in

services, workshops, clinics, local area and staff meetings, and observations of other programs. 

A training rubric is reviewed by the Human Resource (HR) department to assure training 

compliance. 

The employee is responsible for obtaining the credentials required for their position, and for the 

expenses not covered in training provided by the board. 

PROCEDURE 

The LCBDD encourages all personnel employed by or under contract with the Board to participate 

in staff development activities such as formal course work, in-services, workshops, clinics, local 

area and staff meetings, and observations of other programs. 
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A. Board-Administered Training

1. New Staff Orientation

a. All other new staff will have an orientation to include an overview of county

board program services, enrollee rights, policies and procedures and job

shadowing if needed.

2. In-Service Programs

a. In-service programs are primarily designed to develop skills and quality of

services to enrolled individuals. Whenever possible, the LCBDD will provide

in-service programs which qualify for continuing education credits from

accrediting entities (Ohio Department of Education, Ohio Department of DD,

etc.).

b. Records of in-service participation will be maintained for each staff member

up to seven years. It is the staff member's responsibility to submit such

records to the Personnel Office in a timely manner.

3. BODD Works

a. Policy Updates, Compliance Regulations, Health and Safety Alerts and required

OSHA Safety training that is mandated based upon assessed workplace

hazards will be provided in the BODD Works training system.

4. Supplementary Training

a. Although an employee may be fully certified, registered and/or licensed for

his/her position, the LCBDD may request additional training or course work be

obtained in order to remain abreast of current information, improve upon

weaknesses which appear in an employee's performance evaluation, and/or assist

the employee in keeping up with the changes within the professional field. It is

the intent of this policy to ensure the employee is reimbursed for reasonable out

of-pocket expenses incurred as a result of attending classes.

B. Employee Initiated Training

Employee-initiated requests for professional development training opportunities will 

be honored based upon supervisory recommendation and available funds. 

C. All Staff

1. New Staff

All new staff will complete an orientation. The Human Resource department will
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schedule the orientation with the employee and coordinate with the management 

that will be providing the training. The management staff will sign the orientation 

sheet to verify the required training was completed. The completed orientation sheet 

will be turned into Human Resources and filed in the employee personnel file. 

2. In-Service Programs

In-service programs are primarily designed to develop skills and quality of services to

enrolled individuals. The fall in-service is usually attended by all employees. Human

Resources will coordinate the activities for this in-service and apply for continuing

education Units (CEU). Service awards will be presented at this in-service. Certificates

of Participation and CEUs earned will be distributed by the HR department and a copy

will be placed in the employee personnel file. The remaining two in-services will be

scheduled by the Management team as needed by their area. They will coordinate

with HR to verify required training is being completed and CEU's are applied for.

Certificates of Participation and CEU's earned will be distributed by the HR

department and a copy will be placed in the employee personnel file.

3. Public School Works (BODD Works)

Any additional training that is required will be provided in BODD Works. Human

Resources will enroll all employees into the BODD training system. The Human

Resource Director will coordinate the training schedule with the BODD Works account

representative. Reports and tracking for this training can be printed as needed for

tracking and audits.

4. Annual Training Requirements for All Staff

a. Body mechanics and safety in lifting, carrying and moving enrolled individuals.

b. Fire suppression (at a minimum, one person per building and all kitchen &

custodial)

c. Assault prevention and intervention

d. Communicable disease management, blood-borne pathogens and review of the

agency's exposure control plan

e. MUI rule review

5. Required Triennial Training

a. Recognition and Reporting of Abuse and Neglect (all employees)

b. First aid and CPR training for Safety Teams. (The safety team concept was adopted

by the Board 11/20/03 as a viable alternative to training all direct service staff in

first aid and CPR.) 

c. Each Support Services employee in a direct service position (Employment positions

in which the employee has physical contact with, the opportunity to be alone

with, or exercises supervision or control over one or more individuals with mental 

retardation or developmental disability. Including but not limited to instructors, 
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educational aides, vocational support specialists, transportation, ancillary staff, 
and contractors.) shall hold the following certifications: 

• Valid "American Red Cross" or equivalent certification in First Aid.
• Valid "American Red Cross" or equivalent certification in Cardiopulmonary

resuscitation (CPR)

D. Intermittent Staff Training

Intermittent Staff may be required to attend annual mandatory training determined by 
each department and the position for which they may be employed. Intermittent Staff 
attending mandatory training shall be compensated per board policy. 

E. Departmental Meetings

Important information will be provided at staff meetings and some additional training
may be conducted at these meetings. If training is conducted a training signature sheet
will be signed as verification that the training was completed.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
re

�hC

ives on the subject. 

Saul Bauer, Superintendent 

Reviewed Date Board Approved 
04/23/2019 05/02/2019 

Board President 

04/23/2019 
Date 

Procedure Approved 
04/23/2019 

05/02/2019 
Date 













Policy & Procedure: 5.4.2 Lifting 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Lifting 

Reviewing Board Approval Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/18 01/01/19 July 2022 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) developed this policy to 
help increase our employee(s) awareness, decrease injuries or risk of injuries and stress 
the importance of back safety because policies and procedures are key elements to a 
safe environment. LCBDD is dedicated to protecting its employees from on-the-job 
injuries and to being in compliance with PERRP (public employment risk reduction 

program). 

All employees of LCBDD have the responsibility to work safely on the job to prevent injuries 
to self and others and prevent repetitive motion types of injuries to self during frequent 
and routine assistance in repositioning, transferring or otherwise moving individuals with 
disabilities and when lifting, pushing, pulling or handling materials. 

PROCEDURE 

Back safety awareness is extremely important due to the prevalence and potential 
severity of back injuries. Back disorders can develop gradually or can be the result of a 
single traumatic event. Sprains and strains are the most common causes of lower back 
pain. Improper lifting, pushing, pulling or lifting loads that are too heavy for the back to 
support, falling, or sports activities are a few examples of back injury causes. Of these, 
lifting improperly or lifting, pushing, pulling loads that are too heavy for the back to 
support is the largest single cause of back pain and injury. 
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Policy & Procedure: 5.4.2 

A. Definitions

Minimal Assistance - Providing a light amount (less than 40 pounds) of steadying, shifting,

guiding or offering a hand to someone who can perform most of the task

independently. Minimal assistance is primarily assistance in balancing or overcoming

inertia. In cases where there is more than just a light amount of lifting, pushing, pulling

of product or material or assistance is required to move or transfer, an

assessment should be recommended by the individual team.

Transfer -A procedure in which the individual bears part or all the product or

material weight and or body weight themselves OR part of the weight is

supported by an assistive device (transfer board, walker)

1. Transfer Criteria

a. Individual can bear some or all their weight at least through one leg or both

arms or assistive device is used to move product or material.

b. Individual is co-operative and reliable to assist in their own transfer.

c. Appropriate equipment is available .

d. Suitable environment (space, surface heights, few distractions).

e. Size and body proportions of individual are compatible.

Lift - A procedure in which the entire product or material weight and or body· 

weight of the individual is supported by something or someone other than the 

individual's (i.e.: mechanical lifting device or caregiver) 

Mechanical Lift - A mechanical device that can be used to pick up individuals 

who need to be transported from one location to another or equipment used to 

move product or material. This could include transporting from a wheelchair to a 

chair, bed or commode or the floor and back again. 

B. Procedure Statement

It shall be the procedure of the Board that all transfers, lifts, repositions, assisted
ambulation and handling of materials by lifting, pushing, or pulling will be performed
using the safest techniques and equipment available to employees to accomplish the

task.

In all transfers, employees will avoid manual handling in all situations where more than

minimal assistance is needed to reposition or move an individual or handling

(which consists of lifting, pushing, pulling) of materials. In instances where more

than minimal assistance is needed, employees will utilize Board provided assistive

devices, such as lifts, standing devices, walkers, gait belts, forklifts, pallet jacks,

dollies, and carts to safely accomplish the task.

The Board recognizes that, on occasion, they may need to authorize an assessment by PT
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or OT to determine the level of assistance needed by an individual and the 

most appropriate equipment to use and when to use it; this information will be 

included in the individual's Individual Service Plan (ISP). 

The Board commits to providing the equipment needed to implement this policy 

to the extent possible within the budget. 

Program directors will be responsible for seeing that maintenance and repair of 

the equipment used in their program occurs as necessary. 

Department heads will assure that employees and substitutes who use the 

equipment in delivery of services receive training in its use and demonstrate 

competency in delivery of the service. 

This policy and the procedures will be maintained, reviewed, and updated by the 

safety team at least annually whenever necessary to reflect new or modified 

procedures that affect issues related to back safely and lifting procedures. 

The Safety Committee will review any injuries to individuals or employees, 

which occurred during lifting, pushing, pulling or transferring of individuals or 

objects and will make recommendations for a plan of correction if required to 

prevent further injuries. 

1. Individuals who weigh over 40 pounds that are not able to transfer

independently shall be transported with a mechanical lift or product.

Materials weighing over 40 lbs. will be broken down below 40 lbs. or lifted

with a mechanical device.

2. Lifting outside of this policy must be approved by the Superintendent. It can

be allowed when it is determined that it would not be in the individual's best

interest to use a mechanical lift.

Any time you are required to lift, push, or pull something make sure you are 

following proper moving techniques and using your legs instead of your back. If 

items being lifted, pushed, or pulled are more than 40 lbs., break them down to 

smaller weights (Example: 80 lb. bag of salt, purchase in 40 lb. bag or use a scoop 

to transfer half the bag into a 5- gallon bucket with a handle so it can be easily 

moved to the proper location.) If this is not possible, have another employee 

assist you with the lift, push, or pull. Never lift, push, or pull more than 40 pounds 

by yourself and always use proper moving techniques. 

3. Compliance - It is the duty of the employee to take reasonable care of their

own health and safety as well as that of co-workers and individuals during

program hours. Non-compliance may indicate a need for retraining and or,

depending on the circumstances of the incident, a need for disciplinary

action using the discipline procedures established by the LCBDD Board.
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All staff who hold positions in which they are required to lift, carry, push, pull and move 

individuals or materials as an essential function of the position descriptions must 

participate in an in-service which stresses body mechanics, and safe techniques of 

lifting, carrying and moving. An annual review of these principles is required. 

Job descriptions will specify which positions must be physically able to lift, carry and 

move individuals or lift, carry, push, pull and move materials and which positions may 

be requested to assist to lift, carry and move individuals or lift, carry, push, pull and 

move materials. 

C. Appropriate Dress Code for Lifting, Carrying and Moving Enrollees

1. Staff who are in class, group or environment where they may be expected to

lift or be involved in a behavioral intervention, must wear shoes with a flat,

wide-base heel.

2. Jewelry of any type could be broken, grabbed or pulled by an enrollee,

and/or could inhibit moving enrollees safely and should be carefully

considered before being worn. The board will not replace such items.

3. Loose clothing that could be caught in wheelchairs or braces and tight-fitting

clothing that could limit movement should not be worn.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below 

08/25/2020 

and 

�

on the subject. 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

08/25/2020 08/25/2020 

. Board President Date 

























Policy & Procedure: 5.5.1 Auditor of State Fraud Reporting System 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Auditor of State Fraud Reporting System 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 September 2022 

POLICY 

Any Logan County Board of Developmental Disabilities (LCBDD) employee who learns in the 

course of employment of a violation of state or federal statutes, rules, or regulations or the 

misuse of public resources which a supervisor or the Superintendent could correct shall report 

that violation or misuse to their immediate supervisor and/or to the Superintendent without fear 

of reprisal. 

PROCEDURE 

Per ORC 117.103(B)(l), LCBDD shall provide information about the Ohio fraud-reporting system 

and the means of reporting fraud to new employees upon employment. Each new employee has 

thirty days after beginning employment to confirm receipt of this information by signing the 

"Acknowledgement of Receipt of Auditor of State Fraud Reporting System" form. 

The Ohio Auditor of State's Office maintains a system for reporting fraud, including the misuse 

of public money by any official or office. The system allows all Ohio citizens, including public 

employees, the opportunity to make anonymous complaints through a toll-free number, the 

Auditor of State's website, or the United States mail. Contact information is as follows: 

Email: fraudohio@ohioauditor.gov 

Telephone: 1-866-FRAUD OH {1-866-372-8364) 

US Mail: Ohio Auditor of State's Office 

Special Investigations Unit 

88 East Broad Street 

P.O. Box 1140 

Columbus, OH 43215 

Email: fraudohio@ohioauditor.gov 

Web: www.ohioauditor.gov 
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Reporting Violations or Misuse/Whistleblower Protection 

Steps to report the violation are as follows: 

1. Reports must be written. Oral reports have no protection under the "whistle-blower"

statute, ORC 124.341.

2. If the employee believes the violation or misuse constitutes a criminal offense, the written

report should also be filed with the prosecuting attorney. If the employee believes there

has been an ethics violation (ORC 102}, unlawful interest in a public contract (OAC

2921.42} or soliciting or receiving improper compensation (OAC 2921.43}, the report

should be filed with the Ohio Ethics Commission.

Employees will make reasonable efforts to determine the accuracy of any information reported 

under this policy. Employees may be disciplined, up to and including removal, for purposely, 

knowingly or recklessly reporting false information. 

Employees who are disciplined as a result of reporting violations or misuse under this policy may 

appeal that punishment to the State Human Resources Board of Review. Appeals must be filed 

no more than 30 calendar days after the employee learns he/she will be disciplined. ORC 

124.341(0} makes appeal to the State Human Resources Board of Review the exclusive remedy 

for employees who are disciplined for reporting violations or misuse under this policy. 

References 

ORC 102.01, et seq.; 124.341; 2901.22; OAC 2921.42 and 2921.43. 

The legislation also extends the current whistle-blower protections contained in Section 

124.341 of the Revised Code to employees who file a complaint with the new fraud-reporting 

system. If a classified or unclassified employee becomes aware of a situation and reports it to 

the Auditor of State's fraud-reporting system, the employee is protected against certain 

regulatory or disciplinary actions. If retaliatory or disciplinary action is taken against the 

employee, the employee has the right to appeal with the State Human Resources Board of 

Review. 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

s.�;•
06/25/2019 

Date 

Reviewed Date Board Approved Procedure Approved 

06/25/2019 08/01/2019 06/25/2019 

08/01/2019 

Board President Date 



Policy & Procedure: 5.5.2 Complaint Resolution 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Complaint Resolution 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 October 2022 

POLICY 

This policy is intended to ensure that Logan County Board of Developmental Disabilities (LCBDD) 

handles complaints fairly, efficiently and effectively. 

Our complaint management system is intended to: 
• enable LCBDD to respond to issues raised by people making complaints in a timely and

cost-effective way
• boost public confidence in our administrative process, and
• provide information that can be used by us to deliver quality improvements [where

relevant], services, staff and complaint handling.

This policy provides guidance to our staff and people who wish to make a complaint on the key 

principles and concepts of our complaint management system. Disagreements and complaints, 

in most cases, are resolved without policies or procedures. In the case when a complaint cannot 

be resolved cordially or if due to the serious nature of the complaint further process and resolve 

is needed, the following policy and procedure should be used. 

It is the intent of the LLCBDD to provide an orderly dispute resolution process for all employees 

of the Board, whether it be through an informal process for issues and concerns or through a 

formal grievance process when there is an allegation that there has been a misinterpretation, 

misapplication or violation of the express terms of Board policies, procedures and/or relevant 

law. Regardless of the course of action, it is the Board's desire to seek resolution at the earliest 

possible time and preferably on an informal basis. 

Employees may have questions or concerns caused by misunderstandings in the application of 

policies, procedures and work rules. LCBDD believes these questions and concerns should be 

heard promptly, and action taken to resolve or clarify a situation. The LCBDD expects staff at all 

levels to be committed to fair, effective and efficient complaint handling. 
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PROCEDURE 

A. PERSONS SERVED DISPUTE RESOLUTION

Complaints or concerns related to persons enrolled in the Board's programs will be

immediately referred to Service and Support (SSA) Department for investigation.

B. EMPLOYEE DISPUTE RESOLUTION

Open communication between supervisors and immediate staff are always encouraged

as a primary and immediate step to resolution of employee-related complaints and

correction of misunderstandings. An informal forum will be provided for employee

interaction and problem resolution.

All employees shall have the right to file a complaint without fear of retaliation. No

employee shall be disciplined, harassed or treated unfairly in any manner as a result of

filing a complaint. A complaint is defined as a disagreement between two employees or

between an employee and the Board about the interpretation or application of official

policies, departmental rules and regulations, or other disagreements perceived to be

unfair or inequitable relating to treatment or other conditions of employment. The

following is the procedure to be followed when an employee has a complaint as defined

above:

Step 1: Verbal/Informal

The first step in the grievance process is a meeting with the employee's 

supervisor to attempt informal resolution. If not resolved at this meeting, 

proceed to step 2. 

Step 2: Immediate Supervisor/Written 

An employee having a complaint shall file it in writing with his/her immediate 

supervisor, as outlined in the procedure for his/her work unit. The employee's 

immediate supervisor will review the complaint and attempt to resolve the 

complaint within a reasonable time and will provide the employee with a 

written response. Step 2 may be bypassed by either the employee or 

immediate supervisor if the immediate supervisor lacks the authority to make 

a change and/or the immediate supervisor is the subject of the complaint. 

Step 3: Superintendent or Designee 

Where the employee is not satisfied with the Step 2 response, the employee 

may submit the original complaint to the Superintendent within (7) calendar 

days. The Superintendent or designee will review the situation including, but 

not limited to, all material provided and will provide the employee with a 

written response in a timely manner. The Step 3 response shall be final. 
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C. EEO COMPLAINT PROCEDURE

Employees who feel they have been subject to discrimination by a fellow employee,

supervisor, or other individual otherwise affiliated with the LCBDD shall immediately

report the conduct, to the Human Resource Director {Equal Employment Opportunity

Coordinator EEOC) at292-3011 or the Business Director at 292-3031 each of whom shall

have the authority and responsibility to investigate and, once approved by the

Superintendent, take appropriate action concerning the complaint.

The following formal complaint procedure has been adopted by the Board, in accordance

with federal law, and has specific timeframes and actions required. Complainants, their

representatives, and witnesses will be free from restraint, interference, coercion,

discrimination, or reprisal at any stage in the presentation and processing of written

complaints or grievances.

1. Filing of Discrimination Complaint

Any employee or applicant having complaint of discrimination on basis of race, 

color, religion, sex, national origin, age {40 and over), disability, military status, 

genetic information or sexual orientation may file a written discrimination 

complaint in the office of the Equal Employment Opportunity Coordinator {EEOC) 

located at the Board Office. 

The complaint must be filed within 30 days of the alleged discriminatory action, 

except that this time limit may be extended if the complainant can show that he 

or she did not have notice of the time limit, or was prevented by circumstances 

beyond his/her control from submitting the complaint within the time limit, or for 

other reasons considered sufficient by the EEOC. 

A complaint will be deemed filed on the date it is received, or on the date 

postmarked if mailed. The EEOC will acknowledge receipt of the complaint in 

writing, and inform the complainant in writing of the complaint procedure and of 

his/her right to file with the EEO Commission and the Ohio Civil Rights 

Commission. 

2. Complainant's Right to Representation

At any time during the course of the procedure, the complainant will have the 

right to be accompanied, represented, and advised by a representative of his/her 

choosing. If the complainant is an employee and has designated another 

employee as his or her representative, both the representative and the 

complainant will be given a reasonable amount of time off work during normal 

working hours to present the complaint. Time spent during non-working hours to 

prepare the complaint will not merit compensation under this procedure. 
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3. Rejection of Untimely or Insufficient Complaints

The EEOC may reject a complaint that was not timely filed or where information 

supplied by the complainant is deemed insufficient for the purpose of conducting 

an investigation. 

The EEOC will reject those complaints which do not allege discrimination on the 

basis of race, color, religion, sex, national origin, age (40 and over), disability, 

genetic information and sexual orientation or which are identical to a previous 

complaint filed by the same complainant which is pending or has been decided 

under this procedure. 

The decision to reject a complaint and the reason(s) for the decision, will be 

communicated to the complainant and Superintendent in writing within 10 days 

of the filing of the complaint. 

4. Informal Resolution of Complaint

Upon receipt of accepted complaint, the EEOC will have 21 days in which to 

investigate and attempt to resolve the complaint informally. If an informal 

resolution of the complaint is achieved, the terms of the resolution will be set 

forth in writing, made part of the complaint file, and a copy will be provided to the 

complainant. 

If an informal resolution of the complaint is not achieved, the EEOC will notify the 

complainant in writing: 

(1) of the proposed disposition of the complaint; and

(2) of the complainant's right to a hearing before the Superintendent if the

complainant notifies the EEOC in writing of his/her desire for a hearing

within 15 days of receipt of such notice.

5. The Hearing

Upon receipt by the Superintendent of the written notification of the 

complainant's desire for a hearing, the Superintendent has 30 days in which to 

conduct a hearing on the complaint. 

The EEOC will transmit to the Superintendent all materials concerning the 

complaint which have been acquired. Should the Superintendent determine that 

further investigation is needed, the Superintendent may direct the EEOC to 

conduct such investigation. 
• The hearing will be conducted in accordance with due process of law,

including:

• Adequate notice to parties of hearing time, place, and procedures;
• Reasonable timing;

• Right of each party to representation;

• Right of each party to present evidence;
• Right of each party to question evidence of the other;
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• Decision made solely on the basis of recorded evidence.

• The Superintendent will have authority to:

• Regulate the course of the hearing;

• Exclude irrelevant or unduly repetitious evidence

• Limit the number of witnesses;

• Exclude any person from the hearing for misconduct during the hearing.

The rules of evidence applicable to civil proceedings need not be followed. 

6. Decision

The Superintendent will render a decision within 10 days of the conclusion of the

hearing. The decision will be made in writing and will contain a statement of the

reason(s) for the decision. Copies of the decision will be provided to the EEOC, and

the complainant. In addition, a letter will be provided the complainant advising of

the complainant's right to file with the EEO Commission and the Ohio Civil Rights

Commission. The complainant has the right to file with the EEO Commission and the

Ohio Civil Rights Commission within 180 days (federal) or six months (state) of the

date of the alleged discrimination. The decision of the Superintendent will be final

until overruled by the EEO Commission or Ohio Civil Rights Commission.

D. DISCRIMINATION OR HARRASSMENT COMPLAINT PROCEDURE

1. Complaint

Employees who feel they have been subject to unlawful discrimination or harassment

by a fellow employee, supervisor, or other individual otherwise affiliated with the

LCBDD shall immediately report the conduct to the Human Resource Director at 292-

3011 or the Business Director at 292-3031 each of whom shall have the authority and

responsibility to investigate and take appropriate action concerning the complaint.

Late reporting of complaints and verbal reporting of complaints will not preclude the

LCBDD from taking action. However, so that a thorough and accurate investigation

may be conducted, employees are encouraged to submit complaints in writing and in

an expedient manner following the harassing or offensive incident. All supervisors are

required to follow up on all claims or concerns, whether written or verbal, regarding

unlawful discrimination and harassment.

2. Investigation

When the LCBDD is notified of the alleged harassment, it will timely investigate the

complaint. The investigation may include private interviews of the employee allegedly

harassed, the employee committing the alleged harassment and all witnesses.

Information will be kept as confidential as practicable, although confidentiality is not

guaranteed. All employees are required to cooperate in any investigation.
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Determinations of harassment shall be made on a case-by-case basis. If the 

investigation reveals the complaint is valid, prompt attention and disciplinary action 

designed to stop the harassment and prevent its recurrence will be taken. 

3. Retaliation

All people are to be treated with respect, including people who make complaints. Anti

discrimination laws prohibit retaliatory conduct against individuals who file a

discrimination charge, testify, or participate in any way in an investigation,

proceeding, or lawsuit under these laws, or who oppose employment practices that

they reasonably believe discriminate against protected individuals, in violation of

these laws. The law also prevents retaliatory conduct against individuals who are

close personal friends or family members with an individual who engaged in protected

conduct.

The LCBDD and its supervisors and employees shall not in any way retaliate against an

individual for filing a complaint, reporting harassment, participating in an

investigation, or engaging in any other protected activity. Any employee who feels he

has been subjected to retaliatory conduct as a result of actions taken under this policy,

or as a result of his/her relationship with someone who took action under this policy,

shall report the conduct to the Human Resource Director at 292-3011 or the Business

Director 292-3031 immediately. Disciplinary action for filing a false complaint is not

a retaliatory act.

4. False Complaints

Legitimate complaints made in good faith are strongly encouraged; however, false

complaints or complaints made in bad faith will not be tolerated. Failure to prove

unlawful discrimination or harassment will not constitute a false complaint without

further evidence of bad faith. False complaints are a violation of this policy.

5. Corrective Action

If LCBDD determines unlawful discrimination, harassment, or retaliation has taken

place, appropriate corrective action will be taken, up to and including termination.

The corrective action will be designed to stop the unlawful conduct and prevent its

reoccurrence. If appropriate, law enforcement agencies and licensing bodies will be

notified. Any individual exhibiting retaliatory or harassing behavior towards an

employee who exercised a right under this policy, or who is a close friend or family

member of someone who exercised a right under this policy, will be subject to

corrective action, as will an employee who has knowledge of unlawful conduct and

allows that conduct to go unaddressed.
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REPORTING VIOLATIONS OR MISUSE/WHISTLEBLOWER PROTECTION 

Any employee of the Board who learns in the course of employment of a violation of 

state or federal statutes, rules, or regulations or the misuse of public resources which 

a supervisor or the Superintendent could correct should report that violation or 

misuse without fear of reprisal as follows: 

1. Reports must be written. Oral reports have no protection under the "whistle

blower" statute, ORC 124.341.

2. If the employee believes the violation or misuse constitutes a criminal offense, the

written report should be filed with the prosecuting attorney. If the employee believes

there has been an ethics violation {ORC 102), unlawful interest in a public contract

{ORC 2921.42) or soliciting or receiving improper compensation {ORC 2921.43), the

report should be filed with the Ohio Ethics Commission.

Employees will make reasonable efforts to determine the accuracy of any information 

reported under this procedure. Employees may be disciplined, up to and including 

removal, for purposely, knowingly or recklessly reporting false information. 

Employees who are disciplined as a result of reporting violations or misuse under this 

procedure may appeal that punishment to the State Personnel Board of Review. Appeals 

must be filed no more than 30 calendar days after the employee learns he/she will be 

disciplined. ORC 124.341{0) makes appeal to the State Personnel Board of Review the 

exclusive remedy for employees who are disciplined for reporting violations or misuse 

under this procedure. 

References 

ORC 102.01, et seq.; 124.341; 2901.22; 2921.42 and 2921.43. 

The legislation also extends the current whistle-blower protections contained in Section 

124.341 of the Revised Code to employees who file a complaint with the new fraud

reporting system. If a classified or unclassified employee becomes aware of a situation 

and reports it to the Auditor of State's fraud-reporting system, the employee is protected 

against certain regulatory or disciplinary actions. If retaliatory or disciplinary action is 

taken against the employee, the employee has the right to appeal with the State 

Personnel Board of Review. 
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IMPLEMENTATION

This directive becomes effective on the Superintendent-approved date indicated below 

and rescinds all previous procedure directives on the subject. 

06/25/2019 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

06/25/2019 08/01/2019 06/25/2019 

08/01/2019 

Board President Date 



Policy & Procedure: 5.6.1 Administrative Leave 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Administrative Leave 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 November 2022 

POLICY 

The purpose of this policy is to outline the appropriate use of administrative leave. Logan 

County Board of Developmental Disabilities (LCBDD) employees may be granted administrative 

leave for purposes and benefits directly related to the function of the agency in accordance 

with O.R.C 124.388. 

PROCEDURE 

The Logan County Board of Developmental Disabilities (LCBDD) Superintendent will review the 

details and facts along with the impact this absence will have on the agency and decide if the 

leave will be granted. 

A. Administrative Leave with pay

The Superintendent may, at his or her discretion, place an employee on administrative

leave with pay. Administrative leave with pay is to be used only in circumstances where the

health or safety of an employee or of any person or property entrusted to the employee's

care could be adversely affected. Compensation for administrative leave with pay shall be

equal to the employee's base rate of pay. The length of administrative leave with pay is

solely at the discretion of the Superintendent but shall not exceed the length of the

situation for which the leave was granted.
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B. Administrative Leave without pay

The Superintendent may, at his or her discretion, place an employee on administrative leave

without pay for a period not to exceed two months, if the employee has been charged with

a violation of law that is punishable as a felony. If the employee subsequently does not

plead guilty to, or is not found guilty of a felony with which the employee is charged or any

other felony, the Superintendent shall pay the employee at the employee's base rate of pay,

plus interest, for the period the employee was on the unpaid administrative leave.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

06/25/2019 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

06/25/2019 08/01/2019 06/25/2019 

08/01/2019 

Board President Date 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Calamity Day Leave and Virtual Working Day 

Reviewing Board Approval Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/18 01/01/19 December 2025 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) Superintendent/designee may 

authorize a Calamity Day. A Calamity Day is defined as an emergency closing or delay for all or 

part of the agency due to inclement weather conditions or other emergencies (i.e., weather, 

water main break, heating malfunction). 

In some emergency cases, such as a pandemic or extended periods of unscheduled leave, a 

Virtual Working Day will replace a Calamity Day. During a Virtual Working Day all staff will work 

as instructed by their supervisor or superintendent. 

CALAMITY DAY PROCEDURE 

Direct service staff- nursing, teachers, therapists, teacher assistants and any other classifications 

who provide services identified on an individual's plan - will follow announced delays and 

declared calamity days. In the interest of maintaining services to the public, employees such as 

management, secretaries, support staff, custodians, food service, case management, etc. are not 

eligible for delayed work schedules or calamity day leave unless an emergency is declared by the 

Logan County Commissioners or if they are notified by the Superintendent. All administrative 

offices will be closed during a declared emergency 

A calamity day will be considered a paid leave day subject to all applicable policies related to 

active status. At a minimum, the Ohio Department of Education and Ohio Department of DD 

attendance standards for individuals will be met. Employees will be required to make up 

days/hours at no pay if an excess of calamity days requires extending the calendar until the 

minimum number of required days/hours of actual instruction is completed. The Superintendent 
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shall determine the number of makeup days/hours. The current ODE rules require make up after 
5 calamity days. 

A. Active Pay Status. Employees who are in an active pay status (i.e., paid sick, professional,
or vacation leave) either the entire day before or after a calamity day, will be paid for the
calamity day or portion of the day missed, and will not be charged for sick, professional,
or vacation leave for the portion of time they were not expected to report to work.

B. Inactive, Non-Pay Status. Employees who are In an Inactive, non-pay status on the day
before and after day after a calamity day or employees who are not scheduled to work
on a declared calamity day will not be granted calamity day leave.

C. Substitute and Temporary Employees. Substitute and temporary employees who are
scheduled to work the day before and the day after a calamity day and are scheduled to
work the day of the calamity day, will receive paid calamity day leave for the portion of
the day missed due to calamity or delay. Paid leave may be altered or eliminated for an
emergency that extends beyond three days.

VIRTUAL WORKING DAY PROCEDURES 

A Virtual Working Day is defined as a day when employees work virtually from home or office. 
Instructions for a virtual working day will be given by the supervisor or superintendent. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

��

ure directives on the subject. 

(_ ... ='==- _ 01/25/2021 
Saufl3ac(er, Superlnten ent Date 

Reviewed Date Board Atrnroved 
06L2SL2019 08[01[2019 
01[25/2021 02/04/2021 

-� . � cCM.1vL1. ,. � o 1 D , l "'
Board President 

-·--•--�,---
Procedure AQg�oved 
06/2512019 

Oll2Sl2021 
,,_,,,.,._.._..,,, _ _,,....,.,,_,,, __

02/04/2021 
Date 





























Policy & Procedure: 5.6.6 Unpaid Leave 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Unpaid Leave 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 April 2026 

POLICY 

It shall be the policy of Logan County Board of Developmental Disability (LCBDD) to retain highly 

qualified and trained employees. It is important that employees complete their duties and are 

present in their positions as scheduled. Employees are hired to complete a necessary role and 

are needed to complete their position description as assigned and scheduled. A leave of absence 

can disrupt the ongoing operation of the agency. Unpaid leave will only be approved in advance 

and due to justifying circumstances. 

The LCBDD recognizes that medical or extenuating circumstances occur outside of the normal 

conditions. The Superintendent shall authorize employees an unpaid leave of absence only when 

necessary for professional, educational, or other personal reasons. An unpaid personal leave of 

absence may be granted for one day and up to six months for any reason deemed appropriate or 

up to one year for educational or training which would be of benefit to LCBDD. The 

Superintendent has sole discretion to grant or deny the request for leave without pay. Upon 

completion of approved unpaid leave, the employee shall be returned to his/her former position 

or to a similar position within the same classification. This policy applies after all paid leave has 

been exhausted. 

PROCEDURE 

Leave without pay is considered "inactive" status and the employee shall not accumulate paid 

leave or holiday pay. It is the responsibility of the employee to know their leave balances and 

when they need to request unpaid leave. 

Employees are not eligible for employee benefits while in "inactive" pay status and will be offered 

COBRA while on non-FM LA (Family Medical Leave Absence) leave of absence without pay lasting 

longer than one pay period. If the employee is absent longer than two weeks, the employee is 































Policy & Procedure: 5.6.10 FMLA 

LOGAN COUNTY BOARD OF 
DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

FMLA 

Reviewing Original Board Original Effective Next Review 
Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/18 August 2026 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) will comply with Public Law 103-

3, Public Law 110-181, Family and Medical Leave Act of 1993, to provide family and medical leave 

as specified in the legislation. Eligible employees will be provided up to 12 weeks of paid or 

unpaid leave in connection with specific qualifying events. Eligible employees may take up to 26 

weeks of unpaid leave to care for a covered service member. Generally, employees will be 

provided employment in an equivalent position with equivalent conditions of employment upon 

return from family or medical leave. LCBDD will maintain records of utilization of family or 

medical leave per the requirements of the Department of Labor. (Please see additional 

information under 5.6.10.1 Temporary Family Medical Leave Act Families First Coronavirus 

Response Act (FFCRA) Policy) 

PROCEDURE 

A. Qualifying Events for Basic Leave Entitlement

In order to be entitled to take the appropriate amount of family and medical leave,

one of the following "qualifying events" must occur:

1. Incapacity due to pregnancy, prenatal medical care or child birth;

2. Care for the employee's child after birth, or placement for adoption or

foster care;

3. Care for the employee's spouse, son, daughter or parent, who has a

serious health condition;

4. For a serious health condition that makes the employee unable to

perform the employee's job

















































Personnel Policy & Procedure # 5.6.14 Personal Leave Donation 

LOGAN COUNTY BOARD OF

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Personal Leave Donation 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/2018 01/01/2019 December 2023 

POLICY 

Pursuant to ORC section 124.391, Logan County Board of Developmental Disabilities 

(LCBDD) has adopted a personal leave donation policy. 

Employees may voluntarily provide assistance to their co-workers by donating personal 

leave to a "Leave Bank" that may be accessed by an employee who is in critical need of 

personal leave due to a catastrophic illness or injury of themselves or a member of their 

immediate family as defined in the provisions of the Family Medical Leave Act (FMLA). 

This policy does not supersede or replace any other disability programs that may be 

available. The Superintendent reserves the right to review and approve or deny 

individual requests in light of department business needs and overall circumstance. 

PROCEDURE 

A catastrophic illness or injury is defined as an FMLA qualifying medical condition that 

incapacitates an employee or an employee's spouse, child or parent for whom the 

employee will provide care. The medical condition is likely to require the prolonged 

absence of the employee from duty, and which will result in a substantial loss of income 

to the employee because the employee has exhausted all accrued leave. The 

Superintendent will make the final decision as to whether a condition qualifies as a 

"catastrophic illness or injury". 

A. Membership
All full-time and part-time employees with at least one year of service are eligible to become 

members of the "Leave Bank". Intermittent and temporary employees will not be eligible for 

participation. Employees must first become a member of the "Leave Bank" to request to use 

personal leave from the "Leave Bank". Minimum requirement to become a member is the 

equivalent of one-day personal leave hours donated. 

Once a member, you may elect to donate in ¼ day units in December or January each year 

utilizing the "Personal Leave Conversion" form. 
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e. Criteria to Donate Personal Leave

Any donations made pursuant to this policy must be voluntary and donated to a "blind" 

bank. The employee donating the personal leave may not specify a staff member to whom 

the personal leave will be given. No employee is to be intimidated, coerced or otherwise 

compelled to make any donations. Any such conduct may result in disciplinary action. 

No individual shall actively solicit any donations under this policy by means other than 

the established personal leave donation procedure. 

Employees that donate personal leave understand the following: 

1. The donation is voluntary and permanent. Any unused donated personal leave

will remain in the "Leave Bank".

2. Personal leave is the only leave that can be donated and must be certified by the

employee each December or January to be donated to the "Leave Bank".
Employees who resign or retire may donate their remaining balances upon
separation.

3. The minimum donation is ¼ of one day equivalent of personal leave and the

maximum donation shall not exceed 4 days annually (3 days for 9/10-month

employees) equivalent of personal leave. (Example: 6 hour a day employee can

donate one day equal to 6 hours).

4. They must be a member of the Leave Bank in order to request to use the Leave Bank

hours.

s. Employees who donate personal leave will continue to comply with applicable

attendance policies without consideration of the donated personal leave.

In the event there is not enough donated personal leave in the bank, and an employee has 

demonstrated the need, or there are requests that exceed the amount in the bank, a notice 

will be sent out to all employees informing them there is a need for personal leave and 

provide the opportunity for staff to donate the same denominations and criteria as 

written above. At no time will the Board disclose the employee(s) who requested the 
personal leave and shall maintain all HIPAA and privacy information in a confidential 

manner. 

C. Criteria to Request Personal Leave

If an employee is in critical need of personal leave due to a catastrophic illness or injury 

of themselves or a member of their immediate family, the employee must submit for 

approval to the Superintendent on the "Donated Leave" form. The personal leave will 

be approved as needed in increments not to exceed 90 days in a 12-month period. 
Donated personal leave will be counted towards FMLA as appropriate. Eligibility to 
receive donated personal leave will be based on the following criteria: 

1. The employee is in active full or part-time status

2. The employee has been employed for not less than one year

3. The employee has no documented sick leave attendance corrective action

plan(s), counseling, discipline, leave without pay, or written sick leave

attendance goals on their evaluation for the previous 12-month period. All

other disciplinary matters that may affect receiving the personal leave
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donation will be at the discretion of the Superintendent. 
4. The employee is a member of the "Leave Bank".
s. The employee has exhausted all available leave balances and will be In a "non

paid" status.
6. The employee has not been approved to receive disability or workers

compensation benefits. 1( applicable, employees must begin the application
process of such benefits upon approval. This must be met before approval of the
second request.

7. The employee has a certified medical condition documented under the provisions
of FMLA that has been determined to be a catastrophic illness or injury for the
employee or a member of the employee's Immediate family. The Board may
request additional documentation from medical examiner that the extended
time off work is medically necessary.

D. Upon Approval

Employees using donated personal leave will be considered In active pay status and shall 
accrue leave and be entitled to any benefits to which they would otherwise be entitled. 
Leave accrued by the employee while In active status will be used prior to the donated 
personal leave for each bl-weekly pay period. 

The Business Office will track all donated, used and unused personal leave. Upon 
approval, the Business Office will credit the hours needed for each bi-weekly pay period 
to the employee not to exceed the approved amount. All unused/unneeded personal leave 
will remain In the "Leave Bank" for future use. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
rescln aU previous procedure directives on the subject. 

Reviewed Date Board Approved 
11/12/2019 12/05/2019 
01/19/2021 02/04/2021 

Bo�rd Presld�nt =

01/19/2021 
Date 

Procedure Approved 
11/12/2019 
01/19/2021 

02/04/2021 
Date 
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LOGAN COUNTY BOARD OF 
DEVELOPMENTAL DISABILITIES 

The Board approves all polldes, and the Superintendent approves all procedures. 

Volunteer Leave - Red Cross

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/2018 01/01/2019 January 2024

POLICY 
The Logan County Board of Developmental Disabilities (LCBDD) may grant volunteer leave in 
accordance with ORC 124.132.

Upon presenting proof of official volunteer status and rationale for the request, paid volunteer 
leave for Disaster Services/Human Resource (DSHR) volunteers of the American Red Cross may 
be granted by the LCBDD in accordance with ORC 124.132.

PROCEDURE 

If you want to request this leave, you must present proof of official volunteer status and the 
rationale for the request, to your supervisor as soon as you know the leave is needed. 

The Supervisor will turn the required paperwork Into the Human Resource Director or Business 
Director who wlll forward the information to the Superintendent or designee for approval. The 
maximum amount that can be approved is 30 days per year. 

IMPLEMENTATION 
This directive becomes effective on the Superintendent-approved date Indicated below and 
resc

�

edure directives on the subject. 

��� 
Saul Bauer, Superintendent

Reviewed Date Board Approved 
11/12/2019 01/01/2019 

01/25/2021 02/04/2021 

01/25/2021 

Date 

Procedure Approved 
11/12/2019 

01/25/2021 

02/04/2021 
Date 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Military Leave 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/2018 01/01/2019 February 2021 

POLICY 

It shall be the policy of the Logan County Board of Developmental Disabilities (LCBDD) to grant 

military leave to an eligible employee in accordance with applicable state rules and regulations. 

Nothing in this policy and procedure shall be construed as giving employees greater rights than 

those contained in Ohio Revised Code. 

Military leave is governed by O.R.C. Chapters 5903, 5906 and 5923 and the Uniformed Services 

Employment and Reemployment Rights Act (USERRA). 

A. Paid Military Leave

PROCEDURE 

LCBDD employees who are members of the Ohio organized militia or members of other

reserve components of the armed forces, including the Ohio National Guard, are entitled

to military leave. Employees requesting military leave must submit a written request to

the LCBDD as soon as they become aware of such orders. Employees must provide the

published order or a written statement from the appropriate military authority with the

request for leave.

Pursuant to O.R.C. §5923.05, employees are authorized up to twenty-two (22) eight (8)

hour working days or one hundred seventy-six {176) hours within a year. During this

period, employees are entitled to receive their regular pay in addition to compensation

from military pay. Any employee required to be serving military duty in excess of twenty

two (22) days or 176 hours in a year due to an executive order issued by the President of
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the United States or an act of Congress or by the Governor in accordance with law shall 

be entitled to a leave of absence. During this leave of absence employees are entitled to 

be paid a monthly amount equal to the lesser of (1) the difference between the 

employee's gross monthly wage and his/her gross monthly uniformed pay and allowances 

received for the month, or (2) five hundred dollars ($500}. No employee is entitled to 

receive this benefit if the amount of gross military pay and benefits exceed the 

employee's gross wages from the LCBDD for that period. 

Employees who are on military leave in excess of twenty-two (22} days or one hundred 

seventy-six (176) hours in a year, may use their accrued vacation leave, personal leave or 

compensatory time while on military leave. Employees who elect this option shall accrue 

vacation leave and sick leave while on such paid leave. 

For military leave up to twenty-two (22} days or one hundred seventy-six (176} hours in a 

calendar year, employees shall continue to be entitled to health insurance benefits as if 

they are working. These benefits shall continue beyond this period if the employee is on 

military leave and elects to utilize paid leave. Employees who exceed the twenty-two (22) 

days or one hundred seventy-six (176) hours and do not elect to utilize p.aid leave are not 

entitled to the health insurance benefits on the same basis as if they are working. In these 

circumstances, employees will be provided notice of their rights to continue this coverage 

at their cost in accordance with applicable law. 

Also see Family and Medical Leave Act Policy 

Military leave is governed by Chapter 5903 and Section 124.29 of the Ohio Revised Code. A 

permanent public employee shall be granted, upon giving notice to his or her appointing 

authority, a leave of absence to serve in the uniformed service, as defined in section 5903.01 of 

the Revised Code. This leave shall be without pay and shall be considered as a leave of absence 

from service with reinstatement rights as defined in OAC 123: 1-34-05, ORC124.29 and 5903.92. 

Paragraph 5923.05, ORC, requires that Ohio National Guard, Defense corps, Naval Militia, and all 

U. S. Armed Forces reserve components members be authorized up to 31 calendar days leave 

with pay per calendar year for training purposes. Employees are required to submit a copy of 

Active Duty for training orders with such requests for leave. ORC 5923.05 (b) limits the pay to 28 

work days or 176 hours of pay per calendar year. The employee is entitled to be paid by the 

Board, per month, the difference in pay between what the employee would have earned with 

the Board and the sum of the employee's uniformed pay and allowances or $500, WHICHEVER IS 

LESS. The employee is not entitled to be paid by the Board if s/he is paid more by the military 

than s/he would be paid by the Board. 

Employees requesting such leave will be required to submit the necessary documentation and 

complete the necessary leave papers in advance of the leave. 
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Employees on uniformed service leave without pay for up to thirty days have the option of 

making direct payments of the employee's share of the health insurance premium. Employees 

with longer periods of service have the option, at the employee's expense, of continuing health 

care coverage and related benefits for up to 18 months (COBRA). Ref. SB 164 Revised 3-18-04 

The employee may be required to pay up to one hundred and two per cent (102%) of the entire 

health insurance and related benefits premium costs. 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

11/12/2019 12/06/2018 12/06/2019 













Policy & Procedure: 5. 7 .2 Separation - Non-Disciplinary 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Separation - Non-Disciplinary 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 December 2023 

POLICY 

Upon separation of employment from the Logan County Board of Developmental Disabilities 

(LCBDD), an eligible employee will be paid for any unused vacation time to his/her credit as of 

the date of such separation. In the case of the death of an employee, any earned but unused 

vacation leave shall be paid to the date of death in accordance with R.C. 2113.04 to the deceased 

employee's estate. 

Upon retirement from LCBDD sick leave is paid according to the eligibility requirements listed in 

the Sick Leave Policy. 

PROCEDURE 

A. Resignation

Employees who plan to voluntarily resign will notify their immediate supervisor in writing. 

1. Professional and Management staff will give at least one-month notice. Professional

and management employees in a position that requires a certificate issued by the

State Board of Education under R.C. 3319.22 to 3319.31 or a certificate issued by the

Director of Developmental Disabilities under R.C. 5126.25 who resign without 30 days'

notice shall be subject to suspension of the certificate for a period of time not to

exceed one year as determined by the state board/director following a complaint filed

by the LCBD and investigated by the issuing body. (R.C. 5126.29)

2. Other staff will give at least two weeks' notice.

Any employee who resigns is encouraged to give his/her reasons for resigning and to discuss 

with his/her supervisor any working conditions which he/she feels are noteworthy. 

Failure to give proper notification may result in ineligibility for reinstatement. 
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B. Disability Reduction or Separation

The procedure to this policy outlines the condition under which Disability Separation may be
granted and procedures for administering its use. Employees who are protected under the
Americans with Disabilities Act of 1990 are guaranteed their rights by the Board. Whenever
the personal leave of absence is related to health or injury problems of the employee and a
probable date of return is unknown or longer than six-months, the employee may be placed
on Disability Separation.

C. Voluntary Reduction

When an employee becomes physically unable to perform the essential duties of his/her
position but is still able to perform the essential duties of a vacant, lower level position for
which the employee has the necessary credentials, he/she may voluntarily request reduction
to the lower level position and the subsequent salary adjustment. Such request will be made
in writing through proper channels stating the reason for the request and can only be
approved by the superintendent.

D. Voluntary Disability Separation

A voluntary disability separation may be granted when requested by an employee who is
unable to perform the essential job duties of his or her position due to a disabling illness,
injury, or condition (Ohio Administrative Code 123:1-30-02}. The employee granted
voluntary disability separation shall retain the right to return to his/her position for a period
of two years from the date that the employee is no longer in active work status due to a
disabling illness, injury or condition. The Superintendent may request an independent
medical evaluation to enable him/her to render a decision.

E. Involuntary Disability Separation

The Superintendent may request a medical or psychological examination when it appears
that an employee is unable to perform the essential functions of the employee's job and
employee has not requested a voluntary disability separation. An employee may be
disciplined, including removal, for failure to appear for the scheduled exam or failure to
release to the Superintendent the results of the examination. If the Superintendent
determines, as a result of the examination, that the employee is incapable of performing the
essential functions of the employee's job due to a disabling injury, illness or condition, the
Superintendent shall, in the case of an involuntary disability separation, institute pre
separation proceedings (Ohio Administrative Code 123:1-30-01). In the case of an
involuntary disability separation, if the Superintendent determines after the pre-separation
proceedings that the employee is incapable of performing the employee's job, the
Superintendent will file an Order of Involuntary Disability Separation (RC 124.34}.
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F. Rights of Reinstatement

The separated employee may exercise rights of reinstatement for a period of time not to
exceed two years from the date the employee was no longer in active work status due to the
disabling illness, injury or condition, If fit for duty Is determined by an independent medical
evaluation ordered by the Superintendent. Employee retains the right to appeal in writing to
the personnel board of review within ten (10) days following the date the order Is served.

G. Temporary Appointment of Replacement

An appointment made to a position vacant by voluntary or involuntary disablllty separation
may be on a temporary basis, and such employee must be made fully aware of Its temporary
nature with written documentation of same. A replacement in the position while an
employee Is on leave may be terminated upon the reinstatement of the employee from leave
(Ohio Administrative Code 123:1-33-01; Ohio Administrative Code 123:1-33-02).

H. Retirement

Employees who are retiring from active service must submit a copy of the letter from OPERS
or STRS verifying the retirement date to the Human Resources Office.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
rescinds all previous procedure directives on the subject. 

01/19/2021 

Date 

Reviewed Date Board Approved Procedure Approved 

07/29/2019 08/01/2019 07/29/2019 

01/19/2021 02/04/2021 01/19/2021 

---

.. 

02/04/2021 
Board President Date 



Policy & Procedure: 5.7.3 Medical Exams & Disability Separation 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Medical Exams & Disability Separation 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 12/06/18 01/01/19 January 2024 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) requires a pre-employment 

physical for all employees. Another physical is not required unless the employee has a health
related injury or illness that interferes with their ability to perform their essential job functions. 

If this occurs, they can be put on disability separation, voluntary reduction or separation 

PROCEDURE 

MEDICAL EXAMINATIONS 

The LCBDD may require an employee to take an examination, conducted by a licensed medical 

practitioner, to determine the employee's physical or mental capacity to perform the essential 
functions of his job, with or without reasonable accommodation. 

A. Exam

LCBDD will request an examination by the LCBDD licensed medical practitioner at 

the Board's expense. If the employee disagrees with the LCBDD licensed medical 

practitioner's determination, he/she may request to be examined by a second 

licensed medical practitioner of the employee's choice at the employee's own 
expense. If the reports of the two practitioners conflict, a third opinion may be 
rendered by a neutral party chosen by LCBDD and paid for by the LCBDD. The 

third opinion shall be controlling. 

B. Essential Functions

If an employee, after examination, is found to be unable to perform the essential 

functions of his/her position with or without reasonable accommodation, he/she 
may request use of accumulated, unused, paid and unpaid leave benefits, if 
applicable. 

Page 1 of3 
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If a classified employee remains unable to perform the essential functions of 
his/her position after exhausting available leaves, s/he may request a voluntary 

disability separation. This leave will be approved or disapproved by the 
Superintendent. If, after exhausting available leave, an employee refuses to 
request a voluntary disability separation, the Superintendent may place the 
employee on an involuntary disability separation if the Superintendent has 
substantial credible medical evidence to indicate that the employee is disabled 
and incapable of performing the essential job duties. Such involuntary disability 
separation will be done in accordance with Ohio Administrative Code (O.A.C.) 
Chapter 123:1-30. 

C. Refusal

An employee's refusal to submit to an examination, to release the findings of an 
examination, or to otherwise cooperate in the examination process will be 
considered insubordination and may result in disciplinary action up to and 
including termination. 

DISABILITY REDUCTION OR SEPARATION 

This procedure outlines the condition under which Disability Separation may be granted and 

procedures for administering its use. Employees who are protected under the Americans with 
Disabilities Act of 1990 are guaranteed their rights by the Board. 

A. Voluntary Reduction

When an employee becomes physically unable to perform the essential duties of 

his/her position but is still able to perform the essential duties of a vacant, lower 

level position for which the employee has the necessary credentials, he/she may 

voluntarily request reduction to the lower level position and the subsequent salary 
adjustment. Such request will be made in writing through proper channels stating 
the reason for the request. 

B. Voluntary Disability Separation

A voluntary disability separation may be granted when requested by an employee 
who is unable to perform the essential job duties of. his/her position due to a 

disabling illness, injury, or condition. (Ohio Administrative Code 123:1-30-02). The 

employee granted voluntary disability separation shall retain the right to return to 

his/her position for a period of two years from the date that the employee is no 
longer in active work status due to a disabling illness, injury or condition. The 
Superintendent may request an independent medical evaluation to enable 
him/her to render a decision. 

C. Involuntary Disability Separation

The Superintendent may request a medical or psychological examination when it 
appears that an employee is unable to perform the essential functions of the 
employee's job and employee has not requested a voluntary disability separation. 
An employee may be disciplined, including removal, for failure to appear for the 

Page 2 of3 
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scheduled exam or failure to release to the Superintendent the results of the 
examination. If the Superintendent determines, as a result of the examination, 
that the employee is incapable of performing the essential functions of the 

employee's job due to a disabling injury, illness or condition, the Superintendent 

shall, in the case of an involuntary disability separation, institute pre-separation 

proceedings (Ohio Administrative Code 123:1-30-01). In the case of an involuntary 

disability separation, if the Superintendent determines after the pre-separation 
proceedings that the employee is incapable of performing the employee's job, the 

Superintendent will file an Order of Involuntary Disability Separation (RC 124.34). 

D. Rights of Reinstatement

The separated employee may exercise rights of reinstatement for a period of time 

not to exceed two years from the date the employee was no longer in active work 

status due to the disabling illness, injury or condition, if fit for duty is determined 
by an independent medical evaluation ordered by the Superintendent. Employee 
retains the right to appeal in writing to the personnel board of review within ten 
(10) days following the date the order is served.

E. Temporary Appointment of Replacement

An appointment made to a position vacant by voluntary or involuntary disability 

separation may be on a temporary basis, and such employee must be made fully 

aware of its temporary nature with written documentation of same. A 
replacement in the position while an employee is on leave may be terminated 
upon the reinstatement of the employee from leave. (Ohio Administrative Code 
123:1-33-01; Ohio Administrative Code 123:1-33-02) 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

��-- 01/25/2021 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 
07/29/2019 08/01/2019 07/29/2019 

01/25/2012 08/01/2019 01/25/2021 

Board President Date 
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Policy & Procedure: 5.8.2 Inventory Control 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Inventory Control 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 05/04/2023 05/04/2023 05/04/2026 

POLICY 

I. The Logan County Board of Developmental Disabilities (LCBDD) recognizes that

efficient management and full replacement upon loss requires accurate inventory

and property reporting requirement.

11. PROPERTY INVENTORY

PROCEDURE 

LCBDD shall maintain a continuous inventory of all Board owned equipment and 

supplies at such intervals as will coincide with property insurance renewal and G.A.A.P. 

for reporting requirements. 

For the purpose of this procedure, "equipment" shall mean a unit of furniture or 

furnishings, an instrument, a machine, an apparatus, or a set of articles which retains its 

shape and appearance with use, is nonexpendable, costs at least $5000 to replace as a 

single unit and does not lose its identity when incorporated into a more complex unit. 

It shall be the duty of the Superintendent or designee to ensure that inventories are 

recorded systematically and accurately, and property records of equipment are updated 

and adjusted annually by reference to purchase orders and withdrawal reports. 

Property records of consumable supplies shall be maintained on a continuous inventory 

basis by the department head in that department. 

The Business Director, for the purposes of the cost report and annual insurance 

renewals, shall maintain a system of property records which show, as appropriate to the 

line-item recorded, the: 

A. Description and identification;

B. Manufacturer
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
resc

�c 

dir

:

ives on the subject. 

OS/2G/202l 
Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 
09/24/2019 10/03/2019 09/24/2019 

05/26/2021 10/03/2019 05/26/2021 

Board President 
___________________________________  _______________

Date



Policy & Procedure 5.9.4 Mobile Device 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Mobile Device 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/2018 01/01/2019 December 2026 

POLICY 

The purpose of the mobile device policy is to define accepted practices, responsibilities and 

procedures for the use of personally owned mobile devices that the Logan County Board of 

Developmental Disabilities (LCBDD) has authorized to connect to the LCBDD enterprise network. 

This policy defines the commitment requirement, provides guidance for secure use of end-user 

mobile devices and provides reimbursement guidelines for all mobile devices (mobile phones, 

smartphones, media tablets). 

The core of this policy is the concept that the employee, through meeting eligibility requirements, 

agrees to keep secure access to LCBDD resources (such as the network, email, calendars). It is 

important that the obligations and consequences of this arrangement are understood. 

The features that make mobile devices useful (portability, access connectivity, data storage, 

processing power) also make them a security risk to LCBDD employees and the LCBDD network. 

Features such as small size (easily lost, stolen or misplaced); weak user authentication which can 

be easily compromised or disabled by the user; and ease of interconnectedness increase the 

employee's and LCBDD risk level. Taking action to personally ensure computer security helps 

protect everyone from data and identity theft, viruses, hackers and other threats. 

PROCEDURE 

Every employee of LCBDD who uses a computing device can make LCBDD's network environment 

more secure by following the best practices listed below. The Business Director can be contacted 

to determine if appropriate protections are already in place or assist with enabling the security 

measures required for personally owned mobile devices. 
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Policy & Procedure: 5.10.2 Independent Contractor 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Independent Contractor 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 July 2024 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) values the relationship and 

services that we receive from Independent Contractors. Any individual, agency, or service 

provider entering into contract with the LCBDD will act in a non-discriminatory manner both as 

an employer and as a service provider and will act without regard to race, color, religion, sex, age 

(40 years old or older), national origin, disability, military status, genetic testing, sexual 

orientation or other unlawful bias except when such a factor constitutes a bona fide occupational 

qualification (BFOQ) or any other protected class applicable by law of the employee or person 

receiving services. Failure to do so may result in the termination of the contract. Proof of 

independent contractor status will be required, and all applicable laws will be followed. 

All contract language must be approved by the County Prosecutor unless otherwise authorized 

or deferred by the Prosecutor. All contracts must be approved by the Superintendent and all 

contracts over one-year duration must be approved by the Board. 

PROCEDURE 

The purpose of this procedure is to establish uniform guidelines for Independent Contractors at 

LCBDD. 

Per ORC 145.38(8)(6), OPERS benefit recipients may not return as an independent contractor to 

the employing county from which they retired without an impact to their pension and health care 

coverage. The independent contractor must be aware and agree that if LCBDD contracts with 

retired former Logan County employee, they forfeit the pension portion of their benefits and 

healthcare during the time of the subcontracted assignment. 

The independent contractor may subcontract with LCBDD without forfeiture of the pension 

portion of their benefits and healthcare if the subcontractor retired from another public service 

agency other than Logan County. 









Policy & Procedure: 5.10.4 Public Records & Record Retention 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Public Records & Record Retention 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 September 2024 

POLICY 

Ohio's public records and open meetings laws, collectively known as the "Sunshine Laws," give 

Ohioans access to government meetings and records. It is the policy of the LCBDD that 

openness leads to a better-informed citizenry, which leads to better government and better 

public policy. Consistent with the premise that government at all levels exists first and foremost 

to serve the interests of the people, it is the mission and intent of the LCBDD to at all times fully 

comply with and abide by both the spirit and letter of Ohio's Public Records Statute. 

It shall be the policy of the Logan County Board of Developmental Disabilities (LCBDD) to 

address the access, duplication, dissemination, destruction and review of records in accordance 

with the law. The LCBDD understands that it creates, receives, and maintains sensitive and 

private information, and will ensure that it collects, maintains, and uses only personal 

information that is necessary and relevant to the functions of the LCBDD. 

A person who receives services from our Board is an "enrollee." All information contained in an 

enrollee's record, including what is retained or transmitted electronically and verbally shall be 

considered confidential. 

The Board shall not use or disclose Protected Health Information (PHI), beyond what is 

otherwise permitted or required by law, without a signed authorization in accordance with 

Board procedures. 

PROCEDURE 

Public records requests can be made in a variety of ways. Public records request can be made 

directly to the LCBDD HR department. 

A. Public Records

1. "Public record" means records kept by any public office, including, but not limited to,

state, county, city, village, township, and school district units, and records pertaining to

the delivery of educational services by an alternative school in this state kept by the















Policy & Procedure: 5.10.6 Contact with News Media/Citizen 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Contact with News Media/Citizen 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 November 2021 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) believes that accurate and 

factual information should be provided to citizens and news media when requested or as soon 

as detailed information is available. 

PROCEDURE 

Any employee contacted by the news media or a citizen on a matter related to LCBDD 

operations should direct the caller to contact the Superintendent or designee. This policy is 

designed to avoid duplication, assure accuracy, and protect employees and the LCBDD from the 

dissemination of misstatements and misinformation. Employees are permitted to respond to 

the media about pertinent job related information that is accurate and represents the positive 

activities of the Board and the services we provide. 

LCBDD employees are prohibited from making public statements about matters that negatively 

impact the County, LCBDD, Discovery Center, clients, customers or employees and from making 

unauthorized public statements during their working hours. 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

10/22/2019 

Saul Bauer, Superintendent Date 

Reviewed Date Board Approved Procedure Approved 

10/22/2019 11/07/2019 10/22/2019 

\ XMM>,.B, �l ,a,� 1 A, 

11/07/2019 

Board President Date 



Policy & Procedure 5.10.7 Confidentiality of Individuals Served 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Confidentiality of Individuals Served 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 December 2021 

POLICY 

It shall be the policy of the Logan County Board of Developmental Disabilities (LCBDD) to 

address access, duplication dissemination, destruction and review of records in accordance to 

the law. The LCBDD understands that it creates, receives, and maintains sensitive and private 

information, and will ensure that it collects, maintains, and uses only personal information that 

is necessary and relevant to the functions of the LCBDD. 

All information contained in an enrollee's records, including information contained in an 

automated data bank, shall be considered confidential. The content of these records is 

never the subject for discussion, except as authorized. 

PROCEDURE 

A. Responsible person for ensuring confidentiality of records

1. It is the responsibility of the SSA to see that each enrollee is adequately

represented by his/her natural parent(s), parent(s) having legal custody, legal

guardian(s) or custodian(s), surrogate parent(s).

2. An enrollee of legal age {18) with no court-appointed legal guardian has the right

to act in his/her own behalf in all matters related to confidentiality and records

access, consent, maintenance, and destruction.

B. Access Rights

1. The individual or parent/legal guardian has the right to inspect and review any
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agency record related to their self (if and adult) or child enrolled in any division 

of the County Board. The Board shall oblige such requests for information unless 

it is presented with an official document stating the right to access has been 

restricted or denied to requesting person under applicable state law, governing 

such matters as guardianship, separation, and divorce. 

a. Any program division shall comply with the enrollee/parent/guardian's

requests for access to confidential material without unnecessary delay.

Requests occurring before an IEP/IP/IFSP meeting, or a hearing related to

identification, evaluation or placement of the enrollee shall have

immediate response. In the case of an enrollee placed by the local

education agency (LEA), the response time shall be no more than forty

five days after the request has been made.

b. The County Board may charge a fee for copies of records which are made

for the enrollee/parent/guardian if the fee does not effectively prevent

the enrollee/parent/guardian from exercising the right to inspect and

review those records.

C. Records Access

1. An individual's record is removed from a division's jurisdiction and safekeeping

only in accordance with a court order, subpoena, or statute. Temporary removal

to a microfilming facility to facilitate permanent storage is allowed. Enrollee

records shall not be removed from the premises for any other reason.

Permanent records may be maintained at the Logan County Records Center or

on the Board's premises.

2. Each division shall develop a list of the types and locations of records collected,

maintained, or used by them, and shall provide this list to

enrollee/parent/guardians on request.

3. Each Program Director or designee shall implement procedures to keep a record

of parties obtaining or given access to records collected, maintained, or used

(except access by enrollee/parent/guardians and authorized employees of the

division or other educational agency). Record of access/disclosure shall be kept

on parties reviewing the files and of parties to whom information is sent,

including written documentation of

i. Name of the party;

ii. Date access was given; and

iii. Purpose for which the party is authorized to use the data.

iv. Signature authorizing release.

4. If any agency record includes information on more than one enrollee, the

enrollee/parent/guardians of those enrollees shall have the right to inspect and
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review only the information relating to their son/daughter or to be informed of 

that specific information. 

D. Amendment of Record at Enrollee/Parent/Guardian's Request

1. An enrollee/parent/guardian who believes that information in records

collected maintained or used is inaccurate or misleading or violates the

privacy or other rights of the enrollee may request the division which

maintains the information to amend the information.

2. The Division Director shall direct the request to the Logan County Board of

Developmental Disabilities Management Team, which shall decide whether

or not to amend the information within a reasonable time after the Director

has received the request.

3. If a decision is made not to amend the information in accordance with the

request, the Director of the division to which the request was directed shall

inform the enrollee/parent/guardian of the refusal and advise the

enrollee/parent/guardian of the right to a records hearing to challenge

information in education/habilitation records, to ensure that it is not

inaccurate, misleading, or otherwise in violation of the privacy or other rights

of the enrollee.

4. A records hearing shall be set up at an enrollee/parent/guardian's request

and will adhere to the following:

1. The records hearing shall be held within 30 days after the Division

Director has received the request, and the enrollee/parent/guardian shall

be given notice of the date, place, and time, at least 10 days in advance

of the hearing.

2. The records hearing may be conducted by any party, as designated by

the Superintendent, including an official of the agency, or another agency

who does not have a direct interest in the outcome of the hearing.

a. The enrollee/parent/guardian shall be afforded a full and fair

opportunity to present evidence relevant to the issues and may

be assisted or represented by individuals of his or her choice, at

his/her own expense, including an attorney. The hearing

representative shall make his/her decision in writing to the

Superintendent within 10 days after the conclusion of the hearing.

The decision shall be based solely upon the evidence presented at



Policy & Procedure 5.10.7 Confidentiality of Individuals Served 

the hearing and shall include a summary of the evidence and the 

reasons for the decision. 

E. Results of Records Hearing

1. If, because of the records hearing, it is decided that this information is

inaccurate, misleading, or otherwise in violation of the privacy or other rights

of the participant, the Division Director shall amend the information

accordingly, and so inform the enrollee/parent/guardian, in writing.

2. If, as a result of the records hearing, it is decided that the information is

not accurate, misleading, or otherwise in violation of the privacy or other

rights of the enrollee, the Division Director shall inform the enrollee/parent/

guardian of the right to place a statement in the enrollee's record

commenting on the information or setting forth any reasons for disagreeing

with the decision of the agency.

3. Any explanation placed in the records of the enrollee under this

paragraph shall be maintained by Logan County Board of Developmental

disabilities as part of the records of the enrollee, if the record or contested

portion is maintained. If the records of the child, or the contested portion

are disclosed to any party, the explanation must also be disclosed to the

party.

F. Safeguards

1. All Logan County Board of Developmental Disabilities personnel collecting,

maintaining, using, or otherwise having access to enrollee data shall be

informed of the confidentiality policies and procedures of the agency and are

responsible for implementing them.

2. Each Division Director shall be assigned the responsibility for assuring the

confidentiality of enrollee data.

3. Each division shall maintain, for public inspection, a current listing of the

names and positions of those employees within the division authorized by

the Department Head who may have access to enrollee data.

a. Policies and procedures concerning confidentiality shall be made

known to individuals, parents/guardians as applicable, and residential

providers.

b. Lockable storage equipment will be provided to protect confidentiality
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of records. 

4. Poliicies and procedures related to systems and safeguards of

confidentiality will be reviewed at least once annually.

G. Prior Consent for Disclosure

l. Information from the habilitation/education records of a participant may

be disclosed without the written consent of the

enrollee/parent/guardian, if the disclosure is:

a. To other staff within the agency who have been

determined by the Superintendent or designee to have a

legitimate educational/habilitation interest.

b. To officials of district, or another educational agency in

which the student seeks or intends to enroll.

i. When the transfer of records is initiated by the

parent at the sending school district or other educational

agency;

ii. When the school district or other educational

agency includes a notice in its policies and procedures that

it forwards education records on request of a school

district or other educational agency in which a student

seeks or intends to enroll; or

111. After a reasonable attempt to notify the parent's

last known address, that the transfer of records has been

made.

c. To Federal and State Officials, in connection with the audit

and evaluation of federally supported programs, or in

connection with the enforcement of or compliance with

the federal legal requirements which relate to these

programs.

2. Each division shall implement procedures to obtain written consent of

information, except as provided in paragraph G-1 of this rule. The written

consent required by this paragraph must be signed and dated by the

enrollee/parent/guardian giving the consent and shall include:
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a. A specification of the records to be disclosed;

b. The purpose or purposes of the disclosure; and

c. The party or class of parties to whom the disclosure may be

made.

d. Time the release is granted - not to exceed 2 years

3. When a disclosure is made pursuant to paragraph H-1 of this rule, a

division shall, upon request, provide a copy of the record which is

disclosed to the enrollee/parent/guardian.

4. Disclosure of information also includes verbal sharing (meetings,

telephone conversations, etc.), which requires written consent of the

enrollee/ parent/guardian, as outlined above. Record of such disclosure

shall be recorded on the access record.

5. The person authorized to grant permission to release information shall be

advised of their opportunity to rescind the release.

H. Destruction of Information

1. The Division director or designee shall inform the

enrollee/parent/guardian when personally identifiable information

collected, maintained, or used under this paragraph is no longer needed

to provide educational/habilitative services to the enrollee and is eligible

for destruction per the Board's record retention schedule on file with the

Logan County Records Commission. The records shall be offered to the

individual/parent/guardian.

2. The personally identifiable information on an enrollee may be retained

permanently, unless the enrollee/parent/guardian requests that it be

destroyed. The agency should remind the enrollee/parent/guardian that

the records may be needed by the enrollee/parent/guardian for Social

Security benefits or other purposes.

3. The information shall be destroyed at the request of the parent.

However, permanent record of an enrollee's name, address, phone

number, attendance record, program attended, level completed, and

year completed may be maintained without limitation.

4. Written permission of the enrollee/parent/guardian shall be obtained

prior to destruction of individual record information.
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

res

�::g��r=

rectives on the subject. 

Saul Bauer, SuperintenM 

Reviewed Date Board Approved 

11/26/2019 12/05/2019 

<> 

Board President 

11/26/19 

Date 

Procedure Approved 

11/26/2019 

12/05/19 

Date 











Policy & Procedure: 7.1.1 Service and Support Administration 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Service and Support Administration 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 April 2025 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) Service and Support 

Administration (SSA) policy will define the responsibilities of the county board for service and 

support administration and establish a process for individuals who receive service and support 

administration to have an identified service and support administrator who is the primary point 

of coordination. 

The LCBDD shall have access to an on-call emergency response system available twenty-four

hours per day, seven days per week to provide immediate response to an occurrence that 

requires an immediate change in an individual's existing situation and/or individual service plan 

to ensure health and safety. 

This policy will follow all the terms identified in the Service and Support Administration rule 

5123:2-1-11 

PROCEDURE 

The SSAs at the LCBDD will perform the functions identified in SSA Rule 5123:2-1-11. The 

LCBDD will identify an SSA to work with children and families, and an SSA to work with 

transitional teens. 

The SSAs at the LCBDD will seek technology solutions to enhance the lives of eligible individuals 

and families as identified in the LCBDD Technology First Policy and the Technology First Rule 

5123-2-01. 

A. Provision & Application

Anyone age 3 & older who has been determined eligible for county board services is 

eligible for SSA services. Anyone who is on a Medicaid waiver shall receive SSA services. 

Anyone who desires to move from an ICF/11D faciJity to a community-based setting shall 

receive SSA services to assist them. No eligible individuals shall be placed on a waiting 

list for SSA services. 

B. Primary point of coordination

LCBDD shall identify a service and support administrator for each individual receiving 

service and support administration who shall be the primary point of coordination for 











Policy & Procedure 7.1.3 Waiver Waiting List 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Waiver Waiting List 

Reviewing Original Board Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/2018 01/01/2019 February 2023 

POLICY 

In accordance with 5123:9-14, this policy sets forth requirements for the waiting list 

established pursuant to section 5126.042 of the Revised Code when the Logan County Board 

of Developmental Disabilities (LCBDD) determines that available resources are insufficient to 

enroll individuals who are assessed to need and who choose home and community-based 

services in department-administered home and community-based services waivers. 

PROCEDURE 

A. Definitions

1. "Current Need" means an unmet need for home and community-based services within

twelve months, as determined by LCBDD upon assessment of the individual using the

waiting list assessment tool. Situations that give rise to current need include:

a. An individual is likely to be at risk of substantial harm due to:

i. The primary caregiver's declining or chronic physical or psychiatric

condition that significantly limits his or her ability to care for the

individual

ii. Insufficient availability of caregivers to provide necessary supports to the

individual

111. The individual's declining skills resulting from a lack of supports

b. An individual has an ongoing need for limited or intermittent supports to address

behavioral, physical, or medical needs, in order to sustain existing caregivers and

maintain the viability of the individual's current living arrangement.

c. An individual has an ongoing need for continuous supports to address significant
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behavioral, physical, or medical needs. 

d. An individual is aging out of, or emancipating from, children's services and has

needs that cannot be addressed through community-based alternative services.

e. An individual requires waiver funding for adult day services or employment

related supports. This applies when these supports are not otherwise available

as vocational rehabilitation services (funded under section 110 of the

Rehabilitation Act of 1973, 29 U.S.C. 730}, or as special education or related

services (as those terms are defined in section 602 of the Individuals with

Disabilities Education Improvement Act of 2004, 20 U.S.C. 1401}.

2. "Immediate Need" means a situation that creates a risk of substantial harm to an

individual, caregiver, or another person if action is not taken within thirty calendar days

to reduce the risk. Situations that give rise to immediate need include:

a. A resident of an intermediate care facility for individuals with intellectual

disabilities has received notice of termination of services in accordance with rule

5123:2-3-05 of the Administrative Code.

b. A resident of a nursing facility has received thirty-day notice of intent to

discharge in accordance with Chapter 5160-3 of the Administrative Code.

c. A resident of a nursing facility has received an adverse determination in

accordance with rule 5123:2-14-01 of the Administrative Code.

d. An adult is losing his or her primary caregiver due to the primary caregiver's

declining or chronic physical or psychiatric condition or due to other unforeseen

circumstances (such as military deployment or incarceration} that significantly

limit the primary caregiver's ability to care for the individual when:

i. Impending loss of the caregiver creates a risk of substantial harm to the

individual; and

ii. There are no other caregivers available to provide necessary supports to

the individual.

e. An adult or child is engaging in documented behavior that creates a risk of

substantial harm to the individual, caregiver, or another person.

f. There is impending risk of substantial harm to the individual or caregiver as a

result of:

i. The individual's significant care needs (i.e., bathing, lifting, high demand,

or twenty-four-hour care); or

ii. The individual's significant or life-threatening medical needs.

g. An adult has been subjected to abuse, neglect, or exploitation and requires

additional supports to reduce a risk of substantial harm to the individual.

Anyone requesting a Medicaid waiver will be assessed with the waiting list assessment tool. 

Through the tool it will be identified if a person has an immediate need, current need or no 

need. Those with an immediate or current need will be placed on the waiting list. Immediate 

needs will be addressed through a waiver or other resources & supports. 
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LCBDD will follow rule set in 5123-9-04 of the OAC. Anyone requesting a Medicaid Waiver will 

have the waiting list assessment completed. 

Service and Support Administrators (SSAs) will have conversations with individuals & or their 

families including the following: 

• Medicaid waivers are a funding source, they are not a service. There may be different

funds or resources to meet individuals needs

• We want to assess the needs and then determine if resources are available to meet

those needs.

• The current waiting list is now being called the transitional list. The new waiting list will

only have those with current needs that require a Medicaid waiver to fund.

• There will be no numbers. There will be status date (date of requests)

• Our job is to help you meet your needs. That may be with a waiver, it may be with other

resources.

Those currently on the transitional (old) waiting list will be offered the opportunity to withdraw 

from the list rather than having the assessment completed if they feel their needs are currently 

being met. 

Anyone voluntarily withdrawing from the waiting list will be given due process notification. 

The waiting list assessments will be completed on DODD statewide system by the SSAs or 

WestCON COG. The SSAs or WestCON will complete the assessment with input from the 

individual or those who know the individual well. An SSA may request documentation to assist 

in completing the waiting list assessment. 

When the waiting list assessment is completed, individuals or their guardians will be given 

notice of due process & a letter identifying the individual has an immediate need or current 

need and would be placed on the waiver waiting list. Or would have neither and therefore 

would not be added to the new waiver waiting list. 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

���-silla�nt 
02/25/2020 

Date 

Reviewed Date Board Approved Procedure Approved 

10/22/2019 01/01/2019 10/22/2019 

02/25/2020 03/05/2020 03/05/2020 

03/05/2020 

Board President Date 



Policy & Procedure 7 .1.4 - Payor of Last Resort 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Payor of Last Resort 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 March 2023 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) supports the provision of 

services to eligible individuals to meet its mission and goals within the constraints of available 

resources. 

The LCBDD is committed to maximizing resources available to serve individuals with 

developmental disabilities who are eligible for services from the LCBDD. The LCBDD is 

committed to maximizing the flow of federal tax dollars back to Logan County that will allow 

local tax dollars to be stretched further and help reduce additional tax burden on county 

residents. It is the goal of the LCBDD to provide services to as many eligible individuals as 

possible within applicable budgetary constraints. 

Pursuant to Ohio Revised Code sections 5126.054, "each county board of developmental 

disabilities shall, by resolution, a three-calendar year plan five-year projection report that 

includes the source of funds available to the county board to pay the nonfederal share of 

Medicaid expenditures." 

PROCEDURE 

Any individual eligible for LCBDD services must first access all means of funding available 

(Medicaid Waiver and State Plan services) to them. LCBDD resources should be accessed as 

needed when other resources have been accessed at capacity or depleted. 

Any individual eligible for enrollment on Medicaid Home and Community Based Services (HCBS) 

waiver programs that refuses enrollment, or any individual who fails to take recommended 

actions necessary to meet and/or maintain Medicaid eligibility criteria, shall only be eligible to 

receive Board-funded services at an amount not to exceed the Board's required expenditure of 

the non-federal share of Medicaid expenditures (match percentage). 













Policy & Procedure 7.1.6 Locally Funded Specialized Transportation Services 

LOGAN COUNTY LCBDD OF 

DEVELOPMENTAL DISA ILITIES 

The LCBDD approves all policies, and the Superintendent approves all procedures. 

Locally Funded Specialized Transportation Services 

Reviewing Original LCBDD Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 04/04/19 04/04/19 August 2019 

POLICY 

Transportation services are provided to individuals from home to and from the facilities 

and community sites. Many buses or vans are equipp d with wheelchair lifts to 

accommodate individuals needs. Some transportation services are provided through 

contracts with the Board. It is our policy to ensure safe driving practices are maintained 

and monitored and will follow OAC 5123:2-2-01 and OAC 5123:2-9-18 when contracting 

for the provision of specialized transportation services. 

PROCEDURE 

I. The LCBDD will follow the procedures below when locally funded specialized

transportation services are being provided.

A. LCBDD limits participation in the provision of County LCBDD funded non-medical

transportation services to agencies with current Ohio Department of Developmental

Disabilities Medicaid Waiver provider certification.

B. The provider shall be qualified, certified, and/or accredited and shall employ staff

with sufficient academic background, experience, certification, and licensure in

accordance with applicable requirements, to provide non-medical transportation

services. Applicable requirements shall include, but not be limited to, the initial and

continuing certifications requirements of OAC 5123:2-2-01, and OAC 5123:2-9-18.

C. A provider of specialized transportation shall complete the following vehicle

inspections:
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1. Annual vehicle safety inspection;
2. Systematic preventative maintenance program inspections;

3. Daily pre-trip safety inspection; and
4. Daily post-trip inspection for remaining passengers and belongings.

D. Each agency providing locally funded, non-medical transportation services shall
develop and implement procedures to follow during inclement weather.

1. The provider will make the determination if the adult services program will

remain open during periods of extreme weather. If the determination is

made to close the adult services program, RTC Industries, Inc. will notify each

provider and send out a public alert.
2. Non-Medical Transportation providers will ensure each vehicle is equipped

with a functional communication device while transporting individuals
receiving services.

3. If a driver determines the road conditions are not safe to travel on, they

should turn the vehicle around and notify their appropriate supervisor along
with the individual or individuals they will not be picking up.

E. Each agency providing locally funded, non-medical transportation services shall
develop a written plan that outlines procedures to follow in the event of an
emergency, including emergency evacuation drills. The plan and procedures shall be

reviewed at least annually. WestCON Cog is our compliance reviewer. As a

compliance reviewer they do not look at the policies - The policies are written and

turned into ODODD when they are getting certified and/or recertified. Reviewers
per compliance tool, review to ensure the agency has established an internal

compliance program that ensures compliance with (1) provider certification, (2)
background checks, (3) service delivery, service documentation and billing. 5123:2-
2-01; 5123:2-3-01.

F. Each agency providing locally funded, non-medical transportation services shall

maintain, in personnel records, evidence that ensure all vehicle drivers meet the

following minimum qualifications: (This piece is checked through the compliance to
ensure that the percentage of staff reviewed meet all requirements.)

1. Must be at least 21 years old and have a minimum of two (2) consecutive

years of licensed driving experience;
2. Holds a valid driver's license as specified by Ohio law.
3. Have or ensure that each driver has valid liability insurance as specified by

Ohio law.
4. Obtain, for each driver, a driving record prepared by the Bureau of Motor

Vehicles no earlier than fourteen calendar days prior to the date of initial
employment as a driver and at least once every three years thereafter. A
person having six or more points on his or her driving record is prohibited
from providing non-medical transportation.
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5. Have a satisfactory report from the State Bureau of Criminal Identification
and Investigation prior to hiring as a vehicle driver;

6. Pass an annual physical examination.
7. Successfully completes, prior to providing non-medical transportation

services, eight hours of training per rul OAC 5123:2-2-01 including, but not
limited to:

i. Support Needs of individuals served
ii. Rights of individuals receiving s rvices

iii. Reporting Major Unusual Incidents
iv. Review of Health and Safety Alerts issued by the Ohio Department of

Developmental Disabilities.

8. Complete at least 8 hours of annual in- ervice training.

9. Hold a current and valid "American Re Cross" CPR and First Aid certificate.

10. Have a negative pre-employment drug test.

G. The nature and extent of transportation services to be provided shall be determined
through the Individual Service Plan (ISP) process. Any specific transportation
supports required by the individual will be included in their plan and reviewed no
less than annually. This is reviewed through the compliance piece and reviewers

look to ensure that the percentage of staff reviewed are trained on the ISP

H. The agency shall ensure the development and rovision of appropriate annual
safety instruction to all individuals who utilizing non-medical transportation
services. This is not currently part of complia ce review.

I. The maximum travel time one way shall not exceed ninety (90) minutes. Travel time
is defined as beginning at the time of pick-up and ending at the time of arrival at the

final destination. This is not currently part of compliance review.

II. WestCON COG will provide provider compliance review to ensure procedures are
followed as defined above.

All requests for transportation services available under this procedure shall be processed, 
and arrangements completed, as soon as possible fro the receipt of the request. Any 

delay in arranging transportation will be communicated to the parent/guardian/caregiver 
of the adult for whom transportation has been requested. 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

03/26/2019 

Saul Bauer, Superintendent Date 

Reviewed Date LCBDD Approved Procedure Approved 

04/04/2019 

Board President Date 



Policy & Procedure 7.1.7 Independent Provider Overtime 

LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Independent Provider Overtime 

Reviewing Original Board Original Effective Next Review 

Department Approval Policy Date Date 

Policy Date 

Administration 08/01/19 08/01/19 December 2022 

POLICY 

The Logan County Board of Developmental Disabilities (LCBDD) sets forth the process to 

authorize additional units of service above sixty hours in a work week for an independent 

provider under a home and community-based services (HCBS) Medicaid waiver component, in 

accordance with Ohio Administrative Code 5123:2-9-03. The sixty-hour work week begins on 

Sunday at 12:00 a.m. and ends on Saturday at 11:59 p.m. of each week. 

PROCEDURE 

A. Definitions

1. For purposes of this policy and procedure, "independent provider" means a self

employed person who provides services for which he or she must be certified in

accordance with rule 5123:2-2-01 of the Ohio Administrative Code and does not

employ, either directly or through contract, anyone else to provide the services.

2. An "independent provider" is not an employee of the County Board.

B. Overtime

1. Upon being selected as a service provider, independent providers must provide

information to the service and support administrator (SSA} regarding the number of

individuals enrolled on HCBS waivers they support and the total number of hours they

are authorized to work in a week. This information along with the newly authorized
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support hours for an individual will help the SSA identify potential overtime for the 

provider. 

2. At all times, the SSA, the team and the provider will work collaboratively to efficiently

use available resources to reduce the need for overtime. When an individual request

that a provider be authorized to routinely exceed the weekly work hour limit, the

individual, the SSA, the provider and the individual's team will work to develop and

implement a plan to eliminate the circumstances.

3. Providers shall not, unless in emergency situations, work over 60 hours/wk. The S&S

administrative committee must approve all cases above 60 hours per week. In these

cases, approval will be given temporarily and a solution to the overtime will be

addressed in the ISP.

C. Anticipated Events and Circumstances

At the time of the annual assessment and person-centered planning meeting, all known

anticipated events and circumstances necessitating the independent provider to exceed

the service hour limit shall be addressed. If additional support hours are needed outside

of the service hour limit, the SSA will follow the procedure described in rule regarding

notification and authorization. When any known or anticipated events will necessitate a

provider to exceed the work week hourly limit, the event and authorization for overtime

will be addressed in the ISP. Anticipated event or circumstances may include, but are not

limited to:

1. Scheduled surgery

2. Holidays or extended breaks from other services

3. Identified health and safety risks

4. Shortage of other available providers

D. Emergency Circumstances

When an emergency necessitates an independent provider to exceed the service hour

limit, the provider will notify the SSA within 72 hours of the emergency necessitating

additional hours. The SSA will determine appropriate action regarding the level of service

and support needed. The SSA will utilize the same procedure used for anticipated events

to authorize the need of additional hours for emergencies.

E. Authorization and Approval

If the SSA agrees that additional hours are warranted, the SSA will complete the

Independent Provider Overtime Hours Request form and give to the SSA Director for

approval. Once approved, the SSA will notify the provider of the decision. If total annual

costs increase more than $3,000 due to the overtime, the Logan Support Services

Management committee will review and give final approval.



Policy & Procedure 7.1.7 Independent Provider Overtime 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 
rescinds all previous procedure directives on the subject. 

Sa�n•t 
-

Date 

Reviewed Date Board Approved Procedure Approved 
06/25/2019 08/01/2019 06/25/2019 

08/01/2019 

Board President Date 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

PLA V Project 

--

Original Board Approval 
- -

Original Effective Next Review Reviewing 

Department Policy Date Policy Date Date 

Administration 11/05/2020 11/05/2020 November 2023 

POLICY 

The PLAY Project is an evidence-based autism early intervention program that trains child 

development professionals to work with families who have a young child with ASD. The PLAY 

developmental, relationship-based approach is fun to learn, practical to implement, effective in 

helping families, and the model can improve community services. 

The Logan County Board of Developmental Disabilities (LCBDD) has employees trained and 

certified in the PLAY Project. The PLAY Project is an evidence-based autism early intervention 

program that trains child development professionals to work with families who have young 

children with autism. 

PROCEDURE 

A. Entering

PLAY Project will be provided for children eligible for Early Intervention for the following reasons: 

A. The family is interested in the implementation of PLAY Project services in their home AND

1. characteristics of autism or failed MCHAT or

2. informed Clinical Opinion by the evaluation team that indicates PLAY would meet

the child's needs or

3. diagnosis of Autism

The El team will determine the service need for the child and family and present the information 

about PLAY Project to the family during the 45-day timeline or as soon as the team identifies this 

would be an appropriate service. PLAY Project will be considered as a strategy on the IFSP to 

meet outcomes chosen through the development of the IFSP. 

For children in Early Intervention, the frequency and duration of PLAY services will be outlined in 

the IFSP. The PLAY Project Fidelity manual dictates 3 hours of service per month per family with 
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a PLAY consultant. This can be either one 3 hour visit per month or two 1.5 hour visits per 

month. 

Each visit consists of coaching, modeling and feedback of methods and techniques. Monthly 

there will be a video of the parent/child and consultant/child along with Video review summary 

reports. These will be shared and reviewed with the family. A visit summary report will be left 

with the family after each visit. 

Children-starting PLAY in El can remain with-their PSP/PLAY consultant until they reach FDL 6 or--

enter kindergarten. This means that their service would continue beyond age 3. A PLAY Plan 

(see example) will be completed with the family if the child has exited El and remains in PLAY. 

The PLAY plan will identify the frequency and duration of visits once the IFSP is expired. 

El PLAY consultants will participate in teaming with the preschool team to share information 

between home and school to provide continuity in services for child/family and staff. 

In the event that PLAY services cannot be provided during an in person visit, PLAY consultant will 

follow the guidelines for virtual PLAY services posted on the PLAY Project Website. 

B. Exiting

Expected PLAY outcome for a child and family is to reach Functional Developmental Level 6 or 

enrollment in a full day of programming. Dr. Richard Solomon states that families get the best 

result with 2-3 years of PLAY consultant services. This will be reviewed and discussed with 

families prior to exit from El and/or PLAY. 

Other reasons for exiting PLAY: 

1. If family is not following through with the PLAY Project Plan (missed appointments, not

putting in the time, not reviewing video/reports prior to visits)

2. If a family transfers to another county

3. Family chooses to discontinue PLAY at any time

4. When a child turns age 6

5. When a child is enrolled in full day programming that results in limited "floor time"

(school, autism academy, etc.)

C. Certification and professional development

The PLAY certification training program prepares professionals to coach families to help their 

child with autism. In order to obtain and retain certification PLAY consultants must: 

1. Renew certification every 3 years

2. PLAY consultants will maintain certification by obtaining 3 hours of PLAY training per year

3. Provide PLAY services to a minimum of 5 children over 3 years

4. Submit verifications to PLAY Project office for renewal

5. Attend group PLAY supervision monthly

6. Attend PLAY Quarterly Webinars

7. Attend annual advanced PLAY Training Seminar
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

11/02/2020 
Date 

Reviewed Date Board Approved Procedure Approved 

11/02/2020 11/05/2020 11/02/2020 

11/05/2020 
Board President Date 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

Preschool Policy 

Reviewing Board Approval Effective Next Review 

Department Policy Date Policy Date Date Policy & 

Procedure 

Administration 12/06/18 01/01/19 November 2019 

POLICY 

The purpose of the Logan County Board of Developmental Disabilities {LCBDD) preschool policy 

is to meet the requirements of the Individuals with Disability Education Act {IDEA) for preschool 

services as set forth by the Ohio Department of Education through their Operating Standards 

for the Education of Children with Disabilities established in Chapter 3301-51 of the Ohio 

Administrative Code, Preschool Program Licensing Rules Chapter 3301-37 of the Ohio 

Administrative Code, and The Ohio Revised Code section 3313. 

PROCEDURE 

ADMISSION, PLACEMENT, AND WITHDRAWAL 

Referrals for preschool age children suspected of a disability will be processed by the staff at 

the Discovery Center {Center) utilizing the Operating Standards for the Education of Children 

with Disabilities. The Discovery Center will participate with the local school districts in 

conducting an ongoing system for identification, locatio , and evaluation of all handicapped 

children below five years of age, regardless of the severity of their handicap, residing within 

Logan County who may need special education services. LCBDD is also involved with Help Me 

Grow and assists with the transition of children from Part C to Part B services. 

A. To be eligible for the pre-school special education program, a child must be:

1. At least three years of age but not of com ulsory school age; and

2. Have a disability which has an adverse effect upon normal development and

functioning.
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B. Eligibility

Staff members of LCBDD in cooperation with each child's school district of residence

must conduct a full and individual evaluation in accordance with The Operating

Standards for the Education of Children with Disabilities and the Ohio revised code

before the initial provision of special education and related services to a preschool

child with a disability.

(1) Sufficient information shall be obtained using a variety of information sources to

confirm that a disability exists.

No single source of information shall be used to determine if a preschool child is

eligible or not eligible for special education and related services. Eligibility for

special education and related services as a preschool child shall be determined

based on multiple sources of information, including, but not limited to:

(a) Information from Part C for children transitioning from early intervention;

(b) Structured observations in more than one setting and multiple activities;

(c) Information provided by the parent or caregiver; and

(d) Criterion-referenced and norm-referenced evaluations.

(2) Based on the variety of sources of information listed, a group of qualified

professionals as defined in the Operating Standards and parent of the child shall

determine if the child has a disability and is eligible for special education and

related services as a preschool child with a disability.

(3) The following developmental areas must be assessed with at least one source of

information listed:

(a) Adaptive behavior;

(b) Cognition;

(c) Communication;

(d) Hearing;

(e) Vision;

(f) Sensory/Motor function;

(g) Social-emotional functioning;

(h) Behavioral functioning.

(4) The Board of DD will work cooperatively with the district of residence to ensure

that sufficient resources are available to conduct evaluations during the summer

months.

(5) A preschool child with a disability is a child who has one of the following

disabilities, based upon the evidence required in the Operating Standards for the
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Education of Children with Disabilities , and who, by reason thereof, needs 

special education and related services: 

(a) Autism;

(b) Cognitive disability;

(c) Deaf-blindness;

(d) Deafness;

(e) Emotional disturbance;

(f) Hearing impairment;

(g) Multiple disabilities;

(h) Orthopedic impairment;

(i) Other health impairment;

(j) Specific learning impairment;

(k) Speech or language impairment;

(I) Traumatic brain injury;

(m)Visual impairment; or

(n) Developmental delay

(6) The Board of Developmental Disabilities staff in cooperation with the child's

school district may choose to use the ter "developmental delay" under the

following conditions for children ages three through five who are experiencing

developmental delays and who, by reason thereof, need special education and

related services:

1. The applicability of the term shall be ased upon the individual needs of the

child as determined by the evaluation team of the IEP team and other

qualified professionals;

2. In addition to the assessments required, results of appropriate diagnostic

instruments and procedures may also be used to help make the

determination that a child has a "developmental delay." A developmental

delay may be substantiated by a delay of two standard deviations below the

mean in one or more of the areas of development or 1.5 standard deviations

below the mean in two or more of the areas of development. The results

shall not be used as the sole factor in making the determination that a child

has a developmental delay.

"Developmental delay" means a child of three to five years who is 

experiencing a delay as determined by an evaluation team, IEP team, and 

other qualified professionals in one or more of the following areas of 

development: 

i. Physical development;

ii. Cognitive development;

iii. Communication development;

iv. Social or emotional development; or

v. Adaptive development.
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3. The term "developmental delay" may be used only after considering the

applicability of the categories provided in rule under Ohio's Operating

Standards for the Education of Children with Disabilities.

4. The term "developmental delay" may be used in place of the following

disability categories:

i. Cognitive disability:

ii. Emotional disturbance:

iii. Speech or language impairment. (A child with a developmental delay

that requires special education and related services may be

determined in accordance with the Operating Standards for the

Education of Children with Disabilities to be a child with a disability.

C. Children who are suspected of having a disability will complete the evaluation

procedures set forth by the Ohio Department of Education will be utilized to

determine if they meet the eligibility criteria as outlined in Section B above. The

evaluation shall be completed within 90 days after the initial referral was received.

A representative from the child's school district of residence will review the

assessment information with the staff and parents to determine eligibility and

recommend placement if appropriate.

D. A child who is found eligible for preschool special education services will be offered

an Individual Education Plan developed to address their specific educational needs.

At the time of enrollment, a student must have on file the following information: 

a. Birth certificate

b. Immunization record

c. Current medical evaluation signed by a physician

d. Application for enrollment

e. Emergency medical form

E. As defined in Ohio's Operating Standards for the Education of Children with a

Disability, a continuum of service delivery options that includes the options of center

based or Itinerant teacher services shall be considered when determining the least

restrictive environment

F. Preschool service providers will provide direct or consultative services, including

sufficient supervision, during all activities in accordance with ratios set forth by the Ohio

Operating Standards for the Education of Children with Disabilities.

G. Personnel providing preschool services shall be appropriately credentialed as defined

in the Ohio Operating Standards for the Education of Children with Disabilities.
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H. To withdraw a child from The Discovery Center, parents should notify the Director.

If a child is transferring to another county or state, the Director will assist the parent

in the transition.

PARENT INFORMATION 

0 LICENSURE 

1. Preschool Programs are licensed by the Ohio Department of Education. The

license is posted by the main office.

2. The Operating Standards for the Education of Children with Disabilities and

Preschool Program Licensing rules are available in the school office. The center's

licensing record including compliance report forms and evaluation forms from

the Health Department and Fire Department are available upon request from

the department. The Ohio Department of Education's telephone number is 1-

614-466-0224 for any person to use to report a suspected violation by the

preschool.

3. The capacity in each class is 16 preschool age children per session with a certified

teacher and paraprofessional.

B. NON-DISCRIMINATION POLICY

This center will follow a non-discrimination practice in delivery of service to children

or staff. There will be no preference toward or discrimination against any individual

because of age, race, color, creed, gender, or handicap.

C. RELEASE OF A CHILD

1. No child will be released to anyone other than parent, guardian, or those named

on the child release form unless we have verbal or written permission from the

parent. Individuals will be asked to show identification.

2. In the event a child has not been picked up by dismissal time or the parent is not

at home when the bus arrives, and prior arrangements have not been made, an

attempt will be made to contact other pick-up persons on the emergency

medical form. Students riding the bus will be brought back to the Discovery

Center. If contact cannot be made the police department or Children's Services

will be notified.

D. PARENT VISITATION

Parents or guardians of a child enrolled in a preschool class shall be permitted access

to the center during its hours of operation for the purposes of contacting their child,

evaluating the programs, or evaluating the premises. Upon entering the premises,

the custodial parent or guardian shall sign in at the office.
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E. SPECIAL INSTRUCTIONS

1. Parents of children absent because of illness, doctor's appointment, etc., will

notify the Center by calling 592-2009 and push O for the receptionist.

2. If children need to be picked up early for an appointment parents are asked to

notify staff in advance, so the child is ready when the parents/guardian arrives.

F. PARENTAL PARTICIPATION

1. Parents who need assistance with problems or complaints related to the

program are asked to speak with the Director.

2. Parents are invited to attend Parent Education Events.

3. Preschool staff members will exchange information with parents through the use

of communication books/folders, emails, or by phone. Parents are encouraged

to meet with staff members personally to discuss their child's needs and

progress.

4. Parent/Teacher Conferences are held at least two times a year, usually once in

the fall, and spring. These are important meetings where home and school

behavior, student progress and concerns can be discussed with teachers and

specialists serving the student. (Refer to school calendar for conference dates.)

G. ARRIVAL AND DEPARTURE

Parents are asked to utilize the pick- up/drop of lane when transporting children to

and from school. Staff members will meet parents at their cars and walk children to

and from the school. Parents picking up students early from school are asked to sign

in and out at the front office.

PROGRAM SCHEDULE AND CALENDAR 

A. Early Childhood Preschool Special Education Programs shall be in operation at least

10 hours per week. Per House Bill 59, County Boards holding an Early Childhood

Entitlement Grant will be in session 455 hours per school year.

B. Program Day

1. The official school day shall consist of three hours or in accordance with their

Individual Education Plan (IEP).

2. Each classroom has a program plan describing daily activity which include a

balance of quiet and active play, small group and individual free choice activities

and a time for free play. Age appropriate materials are provided and arranged

so that children may select, remove and replace materials with minimum

assistance. Children have an opportunity to participate in a variety of learning
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experiences including art, print, creative construction, dramatic play, active play, 

and music. 

C. Program Calendars

1. Each year the LCBDD will adopt a school alendar.

2. The calendar will be included in the Handbook and presented to parents prior to

the beginning of each school year.

CURRICULUM 

A. The Ohio Department of Education has developed Early Learning Content Standards

for preschool age children in the areas of Language Arts, Mathematics, Science and

Social Studies. These early learning standar s describe essential concepts and skills

for young children. Based on research, these achievable indictors emerge as the

result of quality early learning experiences regardless of the setting (e.g., nursery

school, preschool, family care, etc.) In addition, the early learning content indicators

are aligned to the K-12 indicators, benchmarks, and standards that result in a

seamless education framework for children pre-kindergarten through kindergarten

and primary grades.

B. These early learning standards serve as a framework for designing and implementing

meaningful curriculum and intentional learning experiences within all preschool and

child care settings. The early learning standards are the expectations for the end of

the preschool years and thus serve as a guide for our preschool program and provide

the foundation for professional development for our staff.

C. The Early Childhood Program has adopted a curriculum which supports the State's

Early Learning Content Standards. The "Creative Curriculum for Preschool" balances

both teacher-directed and child-initiated learning, with an emphasis on responding

to children's learning styles and building on their strengths and interests. It helps

teacher's guide their students' learning in literacy, math, science and social studies

without neglecting their social/emotional development. The curriculum features

goals and objectives which are directly linke to the Content Standards and help the

teachers define their vital role in connecting content, teaching, and learning for our

preschool children.

DISCIPLINE POLICY 

A. Children in the preschool classes will be required to abide by the rules maintained by

the center/classroom while on school property. Our program philosophy is to

develop positive self-esteem while helping children learn to be responsible for their

own behavior. We focus on positive behaviors and reinforce these behaviors, which

provide good models for other students. If we see a potential behavior problem

developing, we will try to intervene and redirect the child. If an individual student is
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having continued difficulty controlling their behavior, we will meet with parents to 

develop an appropriate behavior plan. 

B. The preschool's actual methods of discipline shall be restricted as follows:

1. There shall be no cruel, harsh, or unusual punishments.

2. No discipline technique shall be delegated to any other child.

3. No physical restrains shall be used to confine a child.

4. No child shall be placed in a locked room.

5. No child shall be humiliated or subjected to profane language or other verbal

abuse.

6. Discipline shall not be imposed on a child for failure to eat, failure to sleep, or

for toileting accidents.

7. Discipline shall not include withholding necessary food, rest, or toilet use.

8. Techniques of discipline shall not humiliate, shame, or frighten a child.

C. PARENTS RIGHTS

1. The parents of all preschool students are informed that their participation in

all facets of our programming is welcomed.

b A written copy of parental rights is presented when the child is suspected 

with a disability and at all ETR and IEP meetings. 

3. "Due Process" means the safeguards to which a person is entitled in order to

protect themselves and their rights. In other words, a person has a method,

which insures his/her partnership in making decisions. In this case, the

decisions are those affecting the education of a child with a handicap or

possible handicap.

4. A complete statement of Due Process and Procedural Safeguards Standards

along with the Operating Standards for the Education of Children with

Disabilities are available to all students, parents, and guardians upon request

at the Center office.

STUDENT RECORDS 

A. Contents of Student Records.

1. The cumulative record for each student file shall contain, but not be limited

to the following information:

a. Name and date of birth;

b. Name, address, and telephone number of parent(s);

c. Names, addresses, and telephone numbers of two persons to

contact in an emergency if the parent cannot be located;

d. Name of person(s) to whom the child can be released;
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e. Medical evaluations including health and medication records are

required prior to the date of admission or not later than 30 days
after date of admission and a nually from date of examination
thereafter. This report shall e provided by the parents from a
licensed physician affirming that the child is in suitable physical
condition for enrollment in the program. "Prior to the date of
admission" means:
If 30 days after date of admission the medical evaluation is not in the
student file, a reminder will be given to the family.

f. Emergency medical authorization release;
g. Parent/legal guardian general permission forms;
h. Copy of the evaluation team report;
i. Individual Education Plan completed within 30 days of the

completion of the Evaluation Team Report.

j. Parent Invitation to Evaluation Team Report and Individualized
Education Plan meetings

k. Daily attendance records including admission and withdrawal dates;

I. Progress reports

2. The health record for each child shall include but not be limited to:
a. Medical statement signed by a licensed physician;
b. Physician's and dentist's authorization and written instructions to

administer prescription medication to a child enrolled in the
program;

c. Immunization record with required immunization as required by the

Revised Code
d. A list of any allergies and treatment for said allergies;
e. A list of any medications, food supplements, modified diets or

fluoride supplements currently being administered to the child;
f. A list of any chronic physical problems and any history of

hospitalization;

g. A list of any diseases the child has had.

B. Access to Student Records.

1. Parents/legal guardians of students have the right to access and review
the records maintained on their son/daughter. Parents may request a
review of these records by completing the Request for Review Form. The
Early Childhood Director shall review the records with the parents to
assist them in interpreting the information and the data contained in the
record.

2. The professional staff employed or contracted by the LCBDD have access
to the records of students on their caseload.
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C. Release of Student Records.

1. Information or data contained in the student records shall not be

released unless there is a Release of Information Form signed by the

parent/legal guardian of the student. The length of time the release of

information is valid is listed on the Release of Information Form.

2. Staff members have the authority to release necessary medical

information in an emergency without a permission slip when failure to

release this information to a physician or hospital may cause the

student's health or safety to be jeopardized.

3. Information from the student's record may be photocopied at the

request of the parent/legal guardian. The request for photocopies should

be made in writing to the Superintendent, and the cost of copying the

information may be charged to the person requesting the information.

D. Procedures for Reporting Student Progress to Parents/Legal Guardians.

1. For preschool students, parent/teacher conferences are held at least two

times per year. The student's progress and any problems or concerns can

be discussed with the teachers and specialists working with the students�

2. Progress reports specific to students IEP goals are sent home every 9

weeks.

3. Parents/legal guardians and teachers are encouraged to request a

conference or a meeting whenever there is a need expressed by either

party.

STUDENT ATTENDANCE ACCOUNTING (Missing and Absent Children) 

A. At the time of entry to school, each student must have a copy of his or her

certificate on file. If a family cannot provide a valid birth certificate within a

reasonable amount of time, the Early Childhood Director may notify Children's

Services and the Police Department having jurisdiction in the area where the student

resides of this fact and of the possibility that the student may be a missing child.

B. Parents/guardians are asked to notify the Early Childhood Center on the day a

student is absent unless previous notification has been given. Such notice may be

written or verbal and directed to your child's teacher. Parents or other responsible

persons shall provide the Early Childhood Center or school with the current home

and/or work telephone numbers and home address as well as emergency telephone

numbers.

The appropriate staff member will be available to make a home visit or

communicate in writing after unexplained or unexcused absences of ten days or

more.
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C. Preschool personnel are required to provide access to student records to law

enforcement personnel conducting missing child investigations.

HEALTH & SAFETY POLICY 

A. No child shall ever be left alone or unsupervi ed while attending preschool.

B. Staff members are assigned to provide supervision on the grounds and play area

when in use by the children

C. Parents are asked to utilize the pick- up/drop of lane when transporting children to

and from school. Staff members will meet parents at their cars and walk children to

and from the school.

D. A telephone is in the school office and is im ediately accessible at all times.

E. A monthly fire drill will be held at varying times each month. Students are taught

the safe way to exit the school as rapidly as possible.

F. Tornado drills are held during tornado season. Students are taught to find the safest

refuges in the school and during drills are conducted to those places and taught how

to shield their bodies from possible harm.

G. A plan, which explains action, to be taken and staff responsibilities in case of fire

emergency, lock downs, and weather alerts are posted in each classroom.

1. An annual fire inspection of all Board facilities will be conducted by the local

Fire Prevention officer. Original reports are to be filed in the

Superintendent's office and copies maintained in each facility with the safety

committee chairman.

2. All fire extinguishers and alarm systems in the program shall be inspected at

least annually by a licensed inspector and repaired as needed.

3. At least one staff member in each facility shall be trained in the proper use of

the fire suppression equipment.

4. Storage areas for combustible or flammable materials shall be effectively

separated from all rooms and work areas in such a way as to minimize and

inhibit the spread of a fire.

5. All hallways, entrance, ramps, and corridors shall be kept clear and

unobstructed.

H. All preschool staff members are required under the Ohio Revised Code to report

their suspicion of child abuse or child neglect. The staff member will notify the

Logan County Children's Services of the suspected abuse.

I. Training in the recognition of child abuse is provided to staff

J. Incidents that adversely affect the health and safety of children in our program are

written up into incident reports called Unusual Incidents (Ul's). Writing incident

reports is a communication dialogue betwe n the parent/guardian and the 

school/daycare. Ul's help the parent to know what incident happened to their child 

during the day and how staff were able to intervene, remedy or help their child in 

medical, behavioral, or other types of incidents. Some incidents are very basic and 
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don't require further intervention or investigation. Other incidents are more 

serious {their child's health and safety is more at risk) and require that an 

investigation occur and that the case be filed with the Ohio Department of 

Developmental Disabilities. These types of incidents are called Major Unusual 

Incidents {MU l's). The Ohio Department of Developmental Disabilities requires that 

all Ul's and MU l's are documented and that the LCBDD keeps track of all incidents. 

MANAGEMENT OF COMMUNICABLE DISEASE POLICY 

A. The nurses and all staff are trained in prevention, recognition, and management of

communicable diseases.

B. The Ohio Department of Health Communicable Disease Chart is posted in the

building and nurse's clinic. It is used as a reference tool for when a child is to be

excluded and or re-admitted to school.

C. A child shall be excluded or discharged from school at the following signs of illness

but not limited to:

1. Temperature of 100 degrees Fahrenheit taken by axillary method when in

combination with other signs of illness;

2. Suspicious skin rash;

3. Diarrhea and/or vomiting two or more times in the same day/more than one

abnormally loose stool within a 24-hour period;

4. Severe coughing, such that the child becomes red or blue in the face;

5. Difficult or rapid breathing;

6. Headache in combination with a stiff neck;

7. Yellowish skin or eyes;

8. Drainage from the eyes - conjunctivitis;

9 Lice, scabies, or other parasitic infection.

D. Upon identification of a child suspected of illness, the child shall be taken to the

Center's clinic, the nurse or administrator will immediately contact

parents/guardians by phone. If we are unable to contact parent/guardian, an

emergency contact person will be called. If parent/guardian is not able to come to

the Center to take charge of the ill child, the ill child may be discharged to the

person who has been designated by the parent.

1. While the sick child is in the Center's clinic they will be provided with a cot

and blanket for use until they are discharged home. The cot shall be

sanitized with an appropriate germicidal detergent and the blanket is

laundered before being used by another child.

2. An adult shall be with a child who is isolated due to illness at all times. No

child is ever left alone or unsupervised.

3. After an illness, the child may be re-admitted to the Center 24 hours after

temperature has returned to normal or if illness was not accompanied by

fever, 24 hours after all symptoms have disappeared.
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GUIDELINES FOR MEDICATION ADMINISTRATION 

A. As Required by Preschool Program Licensing ules, The Center shall require written

signed instruction from the physician and parent/guardian on the administration of

any medication (prescription or non-prescription), vitamins, or special diets. These

forms can be obtained by contacting the office or school nurse. For each new school

year these forms need to be re-submitted and as necessary for new medications or

changes in the medication order.

i. Medication (including non-prescriptions, vitamins, food supplements,

modified diet, or fluoride supplements) - Ideally, the child attending

preschool for 2½ hours should take their medication at home before and or

after school. If this is not possible or the child is prescribed a medication that

is used "as needed" i.e. asthma medication or Epi pen, the process is as

follows:

ii. Secure the written instructions of a licensed physician or licensed dentist as

appropriate for the administration of any medication, food supplement,

modified diet, or fluoride supplement; and

iii. Each time medication is administered, a written record or log including

dosage, date, and time shall be made. That record or log shall be kept on file

for one year.

iv. The parent/guardian must assume re ponsibility for the safe delivery of the

medication to and from school.

v. The medication must be received in the original container in which it was

dispensed in, with child's name and prescribing information.

vi. For the medication to be discontinued the Center must receive written

notification from the physician regarding all prescription medication or from

the parent for non-prescriptions unless already directed on original

medication form.

B. The Center's policy concerning the administration of medication to any child at the

Center is that in cases of extreme emergency such ingestion of toxic poison, the

Center will call 911.

C. Special Diet - The Center personnel may administer a special diet after written

instructions signed by a licensed physician are secured on the form prescribed by the

Department of Public Welfare. The Center s all also secure written signed

instructions from the parent/guardian in the prescribed form for any special diet.

The special Diet shall not be administered for any period beyond expiration date. If

the special diet is to continue beyond the expiration date new instruction forms

must be signed by the physician and parent/guardian and re-submitted to the

Center.
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MEDICAL EMERGENCY PLAN 

A. Location of First Aid - The first aid supplies are in the clinic of the Center with easy

access to all staff members but out of the reach of children. The Center nurse or

staff member will administer first aid.

1. Emergency Numbers:

Children's Services 

Emergency Squad 

Fire Department 

Hospital (Mary Rutan) 

Poison Control (Dayton) 

Sheriff 

Police 

599-7290

911 

911 

592-4015

1-513-222-2227

911 

911 

B. Staff Members are trained in first aid and CPR, which is provided by persons certified

to meet State childcare guidelines.

C. Children's Records including Medical Records are in the student's files in the Center

office.

D. Emergency Instructions: If a child is in need of medical assistance at a source away

from the Center and the Center has obtained consent from the parent or guardian to

seek medical treatment for the child, the child'.s record as required by Preschool

Program Licensing Rules shall be transported to the source of medical assistance

with the child. The staff/child ratio must be maintained at all times even during

emergency conditions. The child will be transported by local EMS (Emergency

Medical Squad).

E. Dental first aid chart and emergency instructions are located on the wall in each

classroom and in the Center office on the bulletin board.

DIAPERING 

A. The changing of diapers for all nontoilet-trained children shall be handled in

conformity with the following methods:

1. The changing of diapers for all nontoilet-trained children shall occur in a space

that contains a hand washing facility.

2. If a child's diapers are to be changed at a central changing station, there shall be

some separation material between the child and the changing surface. The

material shall be discarded and replaced after each change.

3. The central diaper-changing station shall be disinfected after each diaper change

with an appropriate germicidal agent. If the diaper-changing station is soiled

after the diaper change, it shall be cleaned with soap and water and then

disinfected with an appropriate germicidal agent.

4. Any product used during diaper changing on more than one child shall be used in

such a way that the container does not touch the child. Any product applied to a

child shall be applied in such a manner so as not to contaminate the product or
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its container. Common containers shall be cleaned and disinfected with an 

appropriate germicidal agent when soiled. 

5. For the purpose of diapering, topical ointments and creams provided by parents

The Ohio Revised Code will be followed.

6. All preschool staff members shall wash their hands with soap and running water

after each diaper change, or after assisting a child with toileting; after cleaning;

after toileting; before preparing or eating food; before feeding any child; and

when hands have been in contact with nasal or mucous secretions. Disposable

towels or an air hand dryer shall be available at all times.

B. Storing of clean diapers shall be handled in accordance with the following methods:

1. A clean supply of diapers stored in a specifically designated area shall be

available at all times.

2. Diapers or clothing used during diaper changing and brought from the child's

home shall be stored in space assigned exclusively for each child's belongings.

Soiled clothing and/or diapers shall be sent home daily.

C. Storage and laundering of soiled diapers shall be handled in accordance with the

following methods:

1. Diapers or clothing soiled with fecal matter and sent home with a child need not

be rinsed at the program facility but may be placed directly into a plastic

container or bag, sealed tightly, stored away from the rest of the child's

belongings and out of the reach of children.

2. Soiled diapers to be disposed of or cleaned by the program shall be placed in a

common plastic-lined covered container which shall be emptied, cleaned, and

disinfected with an appropriate germicidal agent daily or more frequently as

needed.

3. Soiled disposable diapers shall be discarded daily.

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

�� /-/O-(({ 
Saul Bauer, Superintendent Date 
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LOGAN COUNTY BOARD OF 

DEVELOPMENTAL DISABILITIES 

The Board approves all policies, and the Superintendent approves all procedures. 

HIPAA Privacy and Confidentiality 

Reviewing Original LCBDD Approval Original Effective Next Review 

Department Policy Date Policy Date Date 

Administration 12/06/18 01/01/19 October 2022 

POLICY 

The Logan County Board of Developmental Disabilities {LCBDD) shall conform to all requirements 

for privacy and confidentiality set forth in the Health Insurance Portability and Accountability Act 

of 1996, codified in 42 USC §§ 1320 - 1320d-8 and other applicable laws. This policy shall apply 

whether the LCBDD is acting as a covered health care provider or a Health Plan under HIPAA. If 

the LCBDD is acting in more than one capacity, the LCBDD shall be subject to the requirements 

applicable to that function and shall use or disclose PHI only for purposes related to the function 

being performed. In general, use, disclosure or requests of records must be limited to the 

minimum which is reasonably necessary to accomplish the purpose of the use, disclosure or 

request. 

PROCEDURE 

1. Definitions

Applicable Requirements means applicable federal and Ohio law and the contracts between the 

LCBDD and other persons or entities which conform to federal and Ohio Law. 

Business Associate (BA) is a person or entity which creates, uses, receives or discloses PHI held by 

a covered entity to perform functions or activities on behalf of the covered entity. The 

requirements are set forth more fully in 45 CFR 160.103. 

Covered Entity means a health plan, a health care clearinghouse or a health care provider who 

transmits any health information in electronic form in connection with a transaction covered by 

HIPAA privacy rules. 
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Disclosure means the release, transfer, provision of access to, or divulging in any other manner of 

information outside the entity holding the information. 

Health Care Clearinghouse is a public or private entity, including a billing service, community 

health management information system or community health information system that either 1) 

Processes or facilitates the processing of health information received from another entity in a 

nonstandard format or containing nonstandard data content into standard data elements or a 

standard transaction; or 2) receives a standard transaction from another entity and processes or 

facilitates the processing of health information into nonstandard format or nonstandard data 

content for the receiving entity. 

Health Oversight Agency means an agency or authority of the United States, a State, a territory, a 

political subdivision of a State or territory, or an Indian tribe, or a person or entity acting under a 

grant of authority from or contract with such public agency, including the employees or agents of 

such public agency or its contractors or persons or entities to whom it has granted authority, that 

is authorized by law to oversee the health care system (whether public or private) or government 

programs in which health information is necessary to determine eligibility or compliance, or to 

enforce civil rights laws for which health information is relevant. 

Health Plan means an individual or group plan that provides or pays the cost of medical care. 

Health plan includes the following, singly or in combination: The Medicaid program under title XIX 

of the Act, 42 U.S.C. § 1396, et seq. or any other individual or group plan, or combination of 

individual or group plans, that provides or pays for the cost of medical care. 

HIPAA means the Health Insurance Portability and Accountability Act of 1996, codified in 

42 USC §§ 1320 - 1320d-8. 

Incidental Use or Disclosure is a secondary use or disclosure that cannot reasonably be prevented, 

is limited in nature, and that occurs because of another use or disclosure that is permitted by the 

Rule. 

MOU means a Memorandum of Understanding between governmental entities which 

incorporates elements of a business associate contract in accordance with HIPAA rules. 

Personal Representative means a person who has authority under applicable law to make 

decisions related to health care on behalf of an adult or an emancipated minor, or the parent, 

guardian, or other person acting in loco parentis who is authorized under law to make health care 

decisions on behalf of an un-emancipated minor, except where the minor is authorized by law to 

consent, on his/her own or via court approval, to a health care service, or where the parent, 

guardian or person acting in loco parentis has assented to an agreement of confidentiality between 

the LCBDD and the minor. 
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PHI means Protected Health Information individually; i.e., identifiable information relating to the 

past, present or future physical or mental health or condition of an individual, provision of health 

care to an individual, or the past, present or future payment for health care provided to an 

individual. 

Provider means a person or entity which is licensed or certified to provide services, including but 

not limited to health care services, to persons with DD, in accordance with applicable 

requirements. A Covered Provider is a Health Care Provider who transmits any health information 

in electronic form. 

Public Health Authority means an agency or authority of the United States, a State, a territory, a 

political subdivision of a State or territory, or an Indian tribe, or a person or entity acting under a 

grant of authority from or contract with such public agency, including the employees or agents of 

such public agency or its contractors or persons or entities to whom it has granted authority, that 

is responsible for public health matters as part of its official mandate. 

TPO means treatment, payment or health care operations under HIPAA rules. 

Use means, with respect to individually identifiable health information, the sharing, employment, 

application, utilization, examination, or analysis of such information within an entity that maintains 

such information. 

Workforce Member means employees, volunteers, trainees, and other persons whose conduct, in 

the performance of work for the LCBDD, is under the direct control of the LCBDD, whether they 

are paid by the LCBDD. 

2. General Procedure on Privacy and Confidentiality

2.1. Mitigation 

The LCBDD shall mitigate, to the extent practicable, any harmful effect that is known to the 

LCBDD of a use or disclosure of protected health information in violation of its policies and 

procedures or the requirements of applicable requirements and LCBDD policies and procedures 

by the LCBDD or its business associate. 

2.2 Protection Against Retaliation or Intimidation 

No office, program, facility or employee of the LCBDD shall intimidate, threaten, coerce, 

discriminate against, or take other retaliatory action against 
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a. any individual for the exercise of their rights or participation in any process relating to

HIPAA compliance; or

b. against any person for filing a complaint with the Secretary of the U.S. Department of

Health and Human Services, participating in a HIPAA related investigation, compliance

review, proceeding or hearing, or engaging in reasonable opposition to any act or practice

that the person in good faith believes to be unlawful under HIPAA regulations as long as

the action does not involve disclosure of PHI in violation of the regulations.

2.3 Prohibition of Waiver of Rights 

No office, program, facility or employee of the LCBDD shall require individuals to waive any of 

their rights under HIPAA as a condition of treatment, payment, and enrollment in a health plan 

or eligibility for benefits. 

3. HIPAA ADMINISTRATION

3.1. The LCBDD shall designate and record designations of the following: 

A. Privacy Officer. The person or position responsible for the development and

implementation of LCBDD policies and procedures relating to the safeguarding of PHI.

B. HIPAA Committee. The Superintendent shall appoint the HIPAA committee; members

should represent each program area of the agency.

C. Complaint Officer. The Director of Support Services shall act as the agency's

complaint officer and will be responsible for receiving complaints relating to PHI and for

providing information about the office's, facility's or program's privacy practices. The

Privacy Officer will be advised of all complaints and assist the Complaint Officer in

resolution of the complaint as needed.

3.2. The LCBDD shall carry out and record provision of the following training: 

A. On or before April 14, 2003, all LCBDD employees and other workforce members must

receive training on applicable policies and procedures relating to PHI as necessary and

appropriate for such persons to carry out their functions within the LCBDD.

B. Each new workforce member shall receive the training as described above within

a reasonable time after joining the workforce.

C. Each workforce member whose functions are impacted by a material change in

the policies and procedures relating to PHI, or by a change in position or job

description, must receive the training as described above within a reasonable time

after the change becomes effective.
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D. Training shall include the LCBDD's procedure on imposing sanctions for violations of

the HIPAA rules.

3.3. Changes in Policies and Procedures 

A. The LCBDD shall change its policies and procedures as necessary and appropriate

to comply with changes in applicable requirements. Changes shall apply to existing

PHI effective on the date of notice of the change.

B. The LCBDD shall document material changes in policies and notices which reflect

such changes. The LCBDD shall retain such documentation for six years or as

otherwise mandated by applicable requirements.

C. The LCBDD will notify enrolled individuals and their families as applicable of

significant changes in policies and procedures prior to implementation.

4. Permissible Uses and Disclosures

In compliance with 45 CFR Part 164 and Ohio law, all uses and disclosures of PHI beyond those 

otherwise permitted or required by law in Section V below require a signed authorization which 

conforms to applicable laws. Authorization may be revoked at any time by the enrolled 

individual or family as applicable if the request to revoke is in writing and to the extent that the 

LCBDD has not already taken action in reliance thereon. 

4.1 Personal Representative. A personal representative may authorize release of 

information if proper documentation is present and clearly denotes the enrolled individual's 

choice of personal representative. 

4.2 Conditioning Authorizations. The LCBDD may not put conditions on providing treatment, 

payment, enrollment in the health plan, or eligibility for benefits to an individual based on the 

provision of an authorization, except: 

4.3 The LCBDD may require an authorization for release of PHI as a condition of determining 

eligibility and enrollment for services. 

Conditioning services on the use or disclosure of psychotherapy notes is not permitted. 

4.4 Combining Authorizations. An authorization can permit combining disclosure for more 

than one type of PHI and purpose except PHI related to psychotherapy notes. Requests 

exclusively related to psychotherapy notes, however, may be combined. An authorization which 

has been improperly combined with another authorization or document is invalid. 
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4.5 Scope of Disclosure - Minimum Necessary 

In general, use, disclosure or requests of records must be limited to the minimum which is 

reasonably necessary to accomplish the purpose of the use, disclosure or request. The following 

are exceptions to this general principle: 

a. The minimum necessary standard does not apply to disclosures to the

individual.

b. When an individual has authorized disclosure, the scope of disclosure shall be

in accordance with the authorization.

c. Disclosures required by law or for monitoring purposes shall be made in

accordance with the authority seeking the information.

5. Uses and Disclosures for Which No Release or Authorization is Required

The LCBDD may use or disclose PHI without written release or authorization of the individual as 

follows and as further set forth in the LCBDD's procedures: 

5.1. Treatment, Payment, Operations {TPO) The LCBDD or its business associates may use PHI 

for treatment, payment and health care operations without an individual's release or 

authorization to the extent that such activities occur within the LCBDD programming and 

provision of services. Access to PHI by staff is permitted when it is necessary: 

a. to carry out duties for oversight or management of the program.

b. to ensure health and safety of persons enrolled in the LCBDD's programs

c. to call upon the staff's background to develop, review or monitor the individual's

program.

d. to conduct investigations of MU l's and Ul's

e. to carry out services defined in the individual's plan

f. as requested by the individual or the authorized representative of the individual

When access is permitted under this procedure, the staff will be able to access only the 

information which is essential to achieve the purpose of the access. 

5.2. Incidental Use or Disclosure: As long as the LCBDD has applied a minimum necessary 

standard and has developed reasonable safeguards to minimize the occasions of incidental uses 

and disclosures which might occur because of another use or disclosure that is permitted by the 

rule, such incidental disclosures are permitted. 

a. Incidental use or disclosure is not permitted if it is a byproduct of an underlying use or

disclosure which violates applicable requirements and LCBDD procedures.

b. Discussions of PHI shall be done in a way that prevents inadvertent disclosure.
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5.3 Other Uses or Disclosures: 

a. When required by law.

b. For public health purposes such as reporting communicable diseases, work-related

illnesses, or other diseases and injuries permitted by law; reporting births and deaths,

and reporting reactions to drugs and problems with medical devices

c. To protect victims of abuse, neglect, or domestic violence.

d. For health oversight activities such as investigations, audits, and inspections.

e. For judicial and administrative proceedings.

f. To coroners, medical examiners, and funeral directors.

g. To reduce or prevent a serious threat to public health and safety.

h. For workers' compensation or other similar programs if applicable.

6. Formal Notice of Uses and Disclosures

The LCBDD shall give and post adequate notice of the uses and disclosures of PH I that may be 

made by the LCBDD, and of the individual's rights and the LCBDD's legal duties with respect to 

PHI. 

6.1 An acknowledgement of everyone's receipt of such notice will be maintained on file prior 

to the effective date of the privacy rule implementation deadline of April 14, 2003. 

6.2 The LCBDD shall retain copies of the notices issued by the LCBDD and any written 

acknowledgments of receipt of the notice or documentation of good faith efforts to obtain such 

written acknowledgment. Copies of such notices and other documentation shall be retained for 

a period of at least six years from the later of the date of creation of the notice or the last 

effective date of the notice. 

6.3 The notice of privacy practices must be written in plain language and must contain the 

required elements as specified by the privacy rule. 

6.4 When there is a material change to the uses or disclosures notice, the individual's rights, 

the LCBDD's legal duties, or other privacy practices described in the notice, the LCBDD shall 

provide a notice of such change. Except when required by law, a material change to any term may 

not be implemented prior to the effective date of the notice reflecting the change. Copies of 

acknowledgements of revised notices are not required. 
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6.5 Electronic Notice: Since the LCBDD maintains a web site, the notice shall be posted on the 

web site and be made available electronically through the web site. 

a. The LCBDD may provide the notice required by this section to an individual by e-mail, if the

individual agrees to electronic notice and such agreement has not been withdrawn. If the

LCBDD knows that the e-mail transmission has failed, a paper copy of the notice must be

provided to the individual. Notice which is provided in accordance with this section and

in a timely manner is sufficient to meet HIPAA requirements.

b. The individual who is the recipient of electronic notice retains the right to obtain a paper

copy of the notice from the LCBDD upon request.

7. Individual's Access to PHI

The LCBDD has ensured protection of individual rights to access to PHI, amendment of PHI and 

accounting of PHI. Those protections are found in LCBDD's policy 4.2, Confidentiality, which has 

been adopted in accordance with ORC 5126.044. Rights of access apply to records maintained 

by the Logan County LCBDD of DD and its business associates. 

8. PHI Safeguards

The LCBDD shall adopt and implement appropriate administrative, physical, personnel and 

technical safeguards to reasonably safeguard PHI from intentional or unintentional, 

unauthorized use or disclosure. 

8.1 The LCBDD shall define what type of PHI is accessible to each employee or position for 

treatment, payment, operations (TPO) to establish mandated clearance levels. 

8.2 Physical safeguards, such as but not limited to locked files, and secluded areas for 

viewing PHI, shall be provided. 

8.3 Confidentiality officers identified for each program area shall control clearances and 

access any sensitive information. 

8.4 Technical Security Services:Since the LCBDD or its business associates use communications 

networks, it shall enforce security standards which include access controls to provide protection 

of sensitive communications transmissions over open or private networks to prevent 

interception and interpretation by parties other than the intended recipient. 

9. Individual Complaints and Grievances
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The LCBDD shall permit individuals to make complaints about the LCBDD's HIPAA policies and 

procedures and/or the LCBDD's compliance with those policies and procedures through the 

LCBDD Policy, Administrative Resolution of Complaints. 

9.1 The Privacy Officer and other persons designated to receive such complaints shall be 

notified of each complaint filed through the due process procedures and shall participate in the 

review of such complaints. 

9.2 The LCBDD shall inform individuals who have made a complaint of their right to file a 

complaint with the Secretary of Health and Human Services. Upon request, the Privacy Officer 

shall assist the individual in filing a complaint with the Secretary of HHS. 

10. Sanctions

The LCBDD shall impose sanctions when the LCBDD is aware that a member of the workforce or 

Business Associate has violated applicable law or the LCBDD's privacy policy and procedures. All 

sanctions shall be documented. 

10.1 The LCBDD's sanctions may vary depending on factors such as the severity of the 

violation, whether the violation was intentional or unintentional, and whether the violation 

indicated a pattern of improper use or disclosure of protected health information. Sanctions 

could range from warning to termination and shall be administered through the LCBDD's 

progressive discipline policy. 

10.2 Sanctions may not be applied to whistleblowers, certain victims of crime committed by 

individuals served by the LCBDD, or in a manner which would be reasonably construed as 

intimidation or retaliation. 

a. The LCBDD shall not impose sanctions against a workforce member or business

associate who believes in good faith that the LCBDD has engaged in conduct that is

unlawful or otherwise violates professional or clinical standards, or that the care,

services, or conditions provided by the LCBDD potentially endanger one or more

patients, workers, or the public; and the disclosure is to:
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1. A health oversight agency or public health authority authorized by law to

investigate or otherwise oversee the relevant conduct or conditions of

the LCBDD.

2. An attorney retained by or on behalf of the workforce member or

business associate for determining the legal options of the workforce

member or business associate.

b. The LCBDD may not impose sanctions for disclosure of PHI against a member of its

workforce who is the victim of a criminal act if the victim discloses PHI to a law

enforcement official, provided that:

1. The protected health information disclosed is about the suspected perpetrator of

the criminal act; and

2. The protected health information disclosed is limited to the following information:

11. Business Associates

a) Name and address;

b) Date and place of birth;

c) Social security number;

d) ABO blood type and Rh factor;

e) Type of injury;

f) Date and time of treatment;

g) Date and time of death, if applicable; and

h) A description of distinguishing physical characteristics, including

height, weight, gender, race, hair and eye color, presence or absence

of facial hair (beard or moustache), scars, and tattoos.

The LCBDD shall ensure protection of the use, disclosure and creation of individuals' PHI to other 

persons or entities performing activities on behalf of the LCBDD by entering into Business 

Associate agreements or Memoranda of Understanding which conform to requirements 

applicable to BA relationships, unless such disclosure is otherwise permitted under federal or 

Ohio law. 

11.1 The LCBDD shall review all newly initiated and existing contracts with any person or entity 

outside the workforce at least annually to determine whether there is a BA relationship and 

whether the contract meets requirements of HIPAA. An addendum to an existing contract which 

identified responsibilities and obligations of a BA is permissible. 

11.2 If the LCBDD knows of a pattern or practice of the BA that amounts to a material violation 

of the agreement, the LCBDD shall attempt to cure the breach or end the violation. If such 
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attempt is unsuccessful, the LCBDD shall terminate the agreement, if feasible, or report the 

problem to the Office of U.S. Secretary of Health and Human Services. 

12. Document Management, Retention and Destruction

The LCBDD shall manage, retain and/or destroy all documents required by LCBDD policies and 

procedures, as set forth in the LCBDD's Confidentiality Policy. In addition to 4.2, the following 

HIPAA policy is in force. 

12.1 Management: The LCBDD must act on an individual's request for an accounting of 

disclosures no later than 60 days after the date of the individual's request. The LCBDD may 

extend the time by not more than 30 days if the LCBDD gives the individual written notice of the 

extension and the reason for the extension. 

12.2 Retention: The LCBDD shall maintain written or electronic copies of all policies and 

procedures, communications, actions, activities, billings and receipt of revenue, disclosures or 

designations as are required to be documented under LCBDD policies for a minimum period of six 

(6) years from the later of the date of creation or the last effective date or such longer period that

may be required under state or other federal law.

13. Technical Reference

This procedure is intended to establish general guidelines for HIPAA compliance. A HIPAA 

technical reference guide developed and copyrighted by the Ohio Association of County LCBDDs 

of DD is available in the LCBDD Office for use in further policy and procedure development and 

interpretation. 

Adopted 3-20-03; Re-enacted 11-20-03; 11-18-04; 3-16-06;3-22-07; 3-27-08;03/19/2009; 
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IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

Saul Bauer, Superintendent Date 

Reviewed Date LCBDD Approved Procedure Approved 

11/26/2019 12/06/2018 12/06/2018 
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LOGAN COUNTY BOARD OF 
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The LCBDD approves all policies, and the Superintendent approves all procedures. 

HIPAA Electronic Security 

Reviewing Original LCBDD Approval Original Effective Next Review 

Department Procedure Date Procedure Date Date Procedure & 
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Administration 12/06/2018 01/01/2019 November 2022 

PROCEDURE 

The Logan County Board of Developmental Disabilities (LCBDD) has adopted policies and 

procedures pursuant to the Health Insurance Portability and Accountability Act of 1996 (HIPAA) 

to ensure that the security, confidentiality and integrity of electronic protected health 

information {ePHI) are reasonably and appropriately protected from threats identified in its Risk 

Assessment. It is necessary to periodically evaluate the technical and non-technical aspects of 

the LCBDD's security efforts to demonstrate and document compliance with these policies and 

procedures and that they are currently reasonable and appropriate for the data the LCBDD 

maintains. 

The LCBDD will periodically review its security policies and procedures and their continued 

applicability in response to environmental and operational changes. Where reasonable and 

appropriate, the LCBDD will contract with an external entity to perform this evaluation. 

PROCEDURE 

A. Definitions

Acceptable Risk. A concern that is acceptable to responsible management, due to the cost and 

magnitude of implementing countermeasures. 
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Access. The ability or the means necessary to read, write, modify, or communicate 

data/information or otherwise use any system resource. 

Accountability. The security objective that generates the requirement for actions of an entity 

to be traced uniquely to that entity. Accountability is supported by non-repudiation, 

deterrence, fault isolation, intrusion detection and prevention, after-action recovery and legal 

action. 

Ad ware. A form of spy ware (see Spy ware) that collects information about the user in order to 

display advertisements in the Web browser based on the information it collects from the user's 

browsing patterns (malicious form). Also, free software that is given to the user with 

advertisements embedded in the application (benign form). 

Administrative Safeguards. Administrative actions and policies and procedures that manage 

the selection, development, implementation, and maintenance of security measures that 

protect electronic protected health information and that manage the conduct of the covered 

entity's workforce in relation to the protection of that information. 

Assurance. Grounds for confidence that the other four security objectives (integrity, 

availability, confidentiality, and accountability) have been adequately met by a specific 

implementation. "Adequately met" includes (1) functionality that performs correctly, (2) 

sufficient protection against unintentional errors (by users or software), and (3) sufficient 

resistance to intentional penetration or by-pass. 

Attack. An attempt to bypass security controls on an information resource. The attack may 

alter, release, or deny data. Whether an attack will succeed depends on the vulnerability of the 

information resource and the effectiveness of existing countermeasures. 

Audit. An independent review and examination of records and activities to test for adequacy of 

controls, ensure compliance with established policies and operational procedures, and 

recommend changes to controls, policies, or procedures. 

Authentication. The process of verifying the identity of a station, originator, or individual to 

determine the right to access specific categories of information. Also, a measure designed to 

protect against fraudulent transmission by verifying the validity of a transmission, message, 

station, or originator. 

Authorization. (1) In a security context, granting the right of access to a user, program, or 

process; or (2) In a privacy context, a) the privileges granted to a user by a designated official to 

access information based upon the user's job, clearance, and need to know. b) The document 

that is used to formally document an individual's informed agreement to have an entity, which 

holds the individual's private information in confidence, to disclose the information to another 
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party. The minimum elements of the authorization form that is used in healthcare are specified 

by the Health Insurance Portability and Accountability Act of 1996 (HIPAA). Other applicable 

laws may impose additional requirements for an entity's authorizations. 

Authorizing Official. Official with the authority to formally assume responsibility for operating 

an information system at an acceptable level of risk to agency operations (including mission, 

functions, image, or reputation), agency assets, or individuals. 

Availability. The computer security characteristic that ensures the computer resources will be 

available to authorized users when they need them. This characteristic addresses backup, 

alternate sites, disaster recovery, and denial of service. 

Backup. The process of producing a reserve copy of software or electronic files as a precaution 

in case the primary copy is damaged or lost. 

Backup Types. Three types are commonly identified: 

a. Full backup - a backup to tape of every bit of meaningful data on the systems;

b. Incremental backup - backup of only the data that has changed since the last full

backup and/or incremental backup;

c. Differential backup - all data that has changed since the last full backup.

Bureau of Criminal Identification and Investigation (BCI). A unit of the Ohio Attorney 

General's Office that, among many other services, provides civilian background checks for 

prospective employers. 

Business Associate {BA). A person or organization that performs a function or activity on 

behalf of a covered entity but is not part of the covered entity's workforce. A business 

associate can also be a covered entity. 

Business Associate Agreement {BAA). The contractual agreement between a covered entity 

and a business associate formalizing the specifics of how protected health information can and 

cannot be used by the business associate and specifying certain business associate behaviors 

that support the covered entities need to be accountable for protected health information and 

to ensure individuals' right of access their own health information. Minimum requirements for 

business associate agreements are specified in the Health Insurance Portability and 

Accountability Act of 1996. 

Certification. A comprehensive assessment of the management, operational and technical 

security controls in an information system, made in support of security accreditation, to 
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determine the extent to which the controls are implemented correctly, operating as intended, 

and producing the desired outcome with respect to meeting the security requirements for the 

system. Certification can be performed by disinterested workforce members or by a qualified 

outside organization. 

Change Control. A management process to provide control and traceability for all changes 

made to an application system or information resource. 

Clear Text Message. A message that is sent without encryption. Also known as a plain text 

message. 

Client. A computer system that an end user uses to access services hosted on another 

computer system called a server (see Server). Client may also refer to a program or part of a 

system that is used by an end user to access services provided by another program (e.g., a web 

browser is a client that accesses pages provided by a web server). 

Compliance Review. A review and examination of records, procedures, and activities to assess 

the information resource security posture and ensure compliance with established criteria. 

Confidentiality. The condition in which information that an individual has disclosed in a 

relationship of trust is kept secret, disclosed only to authorized parties, and used only in ways 

consistent with the original understanding. The computer security characteristic that ensures 

that individuals are given access to computer resources based on security clearance and need 

to know. 

Contingency Plan. A set of documented procedures and instructions for responding to 

emergencies and restoring normal operations following a harmful event. 

Contract Agency. In conventional usage by the ADAMH LCBDDs, refers to agencies that have 

contracts with the LCBDD that include both Medicaid and non-Medicaid lines of business. 

Control. A measure taken to eliminate or reduce risk. Controls may be administrative, physical, 

or technical. 

Countermeasure. Actions, devices, procedures, techniques, or other measures that reduce the 

vulnerability of an information system. Synonymous with Control and Safeguard. 

Covered Entity (CE). Organizational types that are covered by the Health Insurance Portability 

and Accountability Act of 1996; health plans, health care clearinghouses, and providers that 

transmits health information in electronic form in connection with a HIPAA transaction. 
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Critical Business Function. A business function necessary for the continued success of the 

organization. If the business function is non-operational, the organization could suffer serious 

legal, financial, goodwill, or other serious losses. 

Data Integrity. The property that data has not been altered in an unauthorized manner. Data 

integrity covers data in storage, during processing, and while in transit. 

Data Link Connection Identifier (DLCI). The virtual circuit number corresponding to a particular 

connection between two destinations. This number is used as part of the frame relay header. 

The DLCl's are normally assigned by the Frame Relay network provider. 

De-identification. The process or stripping from health information the elements that could be 

used singly or in combination to identify the specific subject of the information. See De

identified PHI and Individually Identifiable Health Information. 

De-identified PHI. A covered entity may use PHI to create de-identified information, whether 

or not the de-identified information is to be used by the entity. In order to be exempt from the 

privacy rule the information must not include any of the following identifiers for consumers, 

relatives, household members, employers: names; geographic subdivisions smaller than a state 

(some specific exceptions); all elements of dates except the year, for all under 89 years of age, 

and all elements of dates for those over 89 years; telephone or fax numbers, email or IP 

addresses and URLs; social security number; medical record number; health plan beneficiary 

(UCI) number; account numbers; certificate or license numbers; vehicle identifiers; device 

identifiers; biometric identifiers (finger, retinal, voice prints); full face photographic images and 

the like; any other unique characteristic or code. 

Denial of Service. An attack that is specifically designed to prevent the normal functioning of a 

system and thereby to prevent lawful access to that system and its data by its authorized users. 

Most commonly, flooding a system with demands to prevent it from servicing normal and 

legitimate requests. Denial of service attacks generally do not directly destroy or steal data. 

Designated Record Set. A group of records maintained by or for the agency that is: a) the 

medical records and billing records about individuals maintained by or for the agency b) the 

enrollment, payment, claims adjudication, and case or medical management record systems 

maintained by or for a health plan c) used, in whole or in part, by or for the agency to make 

decisions about the individual. 

Digital Signature. Tool used to verify a message's origin and sender identity. The sender 

derives a hash value for the data, encrypts it with their private key, attaches to message, 

encrypts entire message along with the signature, and sends it to receiver. The receiver then 

decrypts messages with their private key, decrypts hash value with sender's public key, derives 

hash value for original message, and then compares hash value. 
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Disaster Recovery Plan. A set of documented procedures for extended off-site operations, site 
clean-up, restoration, and disaster recovery should an information resource experience a 
partial or total loss. 

Disclosure. The release, transfer, provision of access to, or divulging in any other manner of 
information outside the entity holding the information. 

Domain Name. The unique name that identifies an Internet site. Domain Names always have 2 
or more parts, separated by dots. The part on the left is the most specific, and the part on the 
right is the most general. A given machine may have more than one Domain Name but a given 
Domain Name points to only one machine. 

Dual Homing. Having concurrent connectivity to more than one network from a computer or 
network device. Examples include: Being logged into the corporate network via a local Ethernet 
connection, and dialing into AOL or another Internet service provider (ISP). Being on a company 
provided Remote Access home network, and connecting to another network, such as a spouse's 
remote access. Configuring an ISDN router to dial into a company and an ISP, depending on 
packet destination. 

Due Care. The customary practice of responsible and sufficient protection of assets that 
reflects a community or societal norm. Sufficient care of assets should be maintained such that 
recognized experts in the field would agree that negligence of care is not apparent. 

Due Diligence. The level of judgment, care, prudence, determination, and activity that a person 
would reasonably be expected to provide under a particular circumstance. Due diligence is the 
prudent management and execution of due care. 

Electronic Data Interchange. A generic information systems term that applies to any 
circumstance where one entity transfers a predetermined data in a predefined manner that is 
equally understood about formal characteristics by both the sender and the receiver. 

Electronic Media. (1) Electronic storage media including memory devices in computers (hard 
drives) and any removable/transportable digital memory medium, such as magnetic tape or 
disk, optical disk, or digital memory card; or (2) Transmission media used to exchange 
information already in electronic storage media. Transmission media include, for example, the 
internet (wide-open), extranet (using internet technology to link a business with information 
accessible only to collaborating parties), leased lines, dial-up lines, private networks, and the 
physical movement of removable/transportable electronic storage media. Certain 
transmissions, including of paper, via facsimile, and of voice, via telephone, are not considered 
to be transmissions via electronic media. 
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Electronic Protected Health Information {ePHI}. Individually identifiable health information 

that is stored or transmitted using electronic media. Paper via fax and voice via phone are 

excluded from the HIPAA meaning of this term. 

Encrypt/Encipher/Encode. Act of scrambling a message with the aid of a key to prevent 

unauthorized individuals from reading. 

Encryption. A means of scrambling data so it cannot be read without the appropriate 

decryption methodology. Converting an original message of regular text into encoded text. The 

text is encrypted by means of an algorithm (type of formula). If information is encrypted, there 

is a lower probability that anyone other than the receiving party, who has the key to the code 

or access to another confidential process, would be able to decrypt the text and convert it into 

plain, comprehensible text. 

Encryption Algorithm. A set of rules (mathematical function) that govern how the data, with 

the aid of an independent key variable, is encrypted and decrypted. 

Fault Isolation. Determining the cause of a problem. Also known as "fault diagnosis," the term 

may refer to hardware or software, but always deals with methods that can isolate the 

component, device or software module causing the error. 

Firewall. Traffic-controlling gateway that controls access, traffic, and services between two 

networks or network segments, one trustworthy and the other, untrustworthy. 

Firmware. Alterable programs in semi-permanent storage, e.g., some type of read-only or 

flash re-programmable memory, and do not disappear when the computer is turned off. Almost 

any software could be in ROM, except programs that modify themselves as they run. 

Frame Relay. A method of communication that incrementally can go from the speed of an ISDN 

to the speed of a Tl line. Frame Relay has a flat-rate billing charge instead of a per time usage 

charge. Frame Relay connects via the telephone company's network. 

Gap. A discrepancy between actual security conditions and conditions that are deemed 

acceptable. 

General Support Systems {GSS}. An interconnected information resource under the same 

direct management controls that shares common functionality. It normally includes hardware, 

software, information, data, applications, communications, facilities, and people and provides 

support for a variety of users and/or applications. Individual applications support different 

mission-related functions. Users may be from the same or different organizations. 
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Hashing Algorithm. A 1-way function that takes data of any size and produces a fixed size 

output (usually between 128 and 256 bits in size). This is usually used to verify integrity. MOS 

and SHA-1 are examples of hash algorithms. 

Health Information. Any information, whether oral or recorded in any form or medium, that: 

(1) Is created or received by a health care provider, health plan, public health authority,

employer, life insurer, school or university, or health care clearinghouse; and (2) Relates to the

past, present, or future physical or mental health or condition of an individual; the provision of

health care to an individual; or the past, present, or future payment for the provision of health

care to an individual.

Health Insurance Portability and Accountability Act of 1996 (HIPAA). A Federal law that allows 

persons to qualify immediately for comparable health insurance coverage when they change 

their employment relationships. Title 11, Subtitle F, of HIPAA gives HHS the authority to mandate 

the use of standards for the electronic exchange of health care data; to specify what medical 

and administrative code sets should be used within those standards; to require the use of 

national identification systems for health care patients, providers, payers (or plans), and 

employers (or sponsors); and to specify the types of measures required to protect the security 

and privacy of personally identifiable health care information. Also known as the Kennedy

Kassebaum Bill, the Kassebaum-Kennedy Bill, K2, or Public Law 104-191. 

Health Plan. An individual or group plan that provides, or pays the cost of, medical care. See 

45 CFR 160.103 for complete HIPAA definition. 

Hub. A concentrator that joins multiple clients by means of a single link to the rest of the LAN. 

A hub has several ports to which clients are connected directly, and one or more ports that can 

be used to connect the hub to the backbone or to other active network components. A hub 

functions as a multiport repeater; signals received on any port are immediately retransmitted 

to all other ports of the hub. Hubs function at the physical layer of the OSI Reference Model. 

Individual. The person who is the subject of protected health information. 

Individual Accountability. The process of associating one and only one user or information 

resource (such as a workstation or terminal) with any action on an information resource. 

Individually Identifiable Health Information (IIHI). Health information, including demographic 

information collected from an individual, that is created or received by a health care provider, 

health plan, employer, or health care clearinghouse and relates to the past, present, or future 

physical or mental health or condition of an individual; the provision of health care to an 

individual; or the past, present, or future payment for the provision of health care to an 

individual; and identifies the individual or with respect to which there is a reasonable basis to 

believe the information can be used to identify the individual. 



Procedure & Procedure 14.1.2 HIPAA Electronic Security 

Information Assurance. A measure of confidence that the system architecture and features 

ensure the availability, integrity, authentication, confidentiality, and non-repudiiation of the

information resource. 

Information Owner. The workforce member responsible for establishing, in consultation with 

others as required by procedure, the rules for appropriate use, availability and protection of the 

data/information. The owner is responsible for nomination of users and maintenance of 

current list of authorized users. 

Information Resource. Information assets including information systems, hardware, software, 

data, applications, telecommunications networks and related resources as well as the 

information they contain. 

Information Technology Related Risk. The net mission/business impact (probability of 

occurrence combined with impact) from a threat source exploiting, or triggering, a particular 

information technology vulnerability. Information Technology-related risks arise from legal 

liability or mission/business loss due to: 1. Unauthorized (malicious, non-malicious, or 

accidental) disclosure, modification, or destruction of information. 2. Non-malicious errors and 

omissions. 3. Disruptions due to natural or man-made disasters. 4. Failure to exercise due care 

and diligence in the implementation and operation of the technology. 

Information Type. A specific category of information (e.g., privacy, medical, proprietary, 

financial, investigative, contractor sensitive, security management), defined by an organization 

or in some instances, by a specific law, rule, directive, procedure, or regulation. 

Integrity. (1) A process available in certain asymmetric encryption algorithms (see definition) 

to ensure that the data has not been modified. This is usually achieved by deriving a hash value 

(see definition) of the message, signing that hash value (to ensure the authenticity of the hash 

value), and attaching it to the data being sent. The receiver can then derive the hash value of 

the data and compare the hash values to confirm integrity; or (2) The computer security 

characteristic that ensures computer resources operate correctly, that data structures are 

consistent, and that the stored information is accurate (i.e., the data has not been 

inappropriately altered). This characteristic addresses the deliberate or inadvertent 

unauthorized manipulation of the information resource and how to maintain the security of the 

information resource under all conditions. 

Internet. An external untrusted world-wide public data network using Internet protocols to 

which the covered entities can establish connections. Users have no control over the Internet 

and cannot guarantee the confidentiality, integrity, or availability of its communications. 
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Internet Protocol. A protocol that enables packets of data to be transmitted throughout the 

Internet using the transmission control protocol (TCP). A data entity is broken into individual 

packets. Each packet is wrapped with header information that indicates where the packet came 

from, where it is going and what part of a whole entity it belongs to. Once the packets arrive at 

their destination, they are reassembled into their original order by TCP. 

IP Number (or IP Address). 1) The numeric address of a computer on the Internet. 2) A unique 

number that identifies a networked system so that it may communicate via Internet protocols. 

It consists of four numbers separated by periods. Most often, each part of the IP address is a 

number between O and 225; however, the first number must be less than 224 and the last 

number cannot be 0. IP addresses are logically divided into two parts: the network (like a 

telephone area code), and the system on the network (similar to a phone number). 

Integrity. A process available in certain asymmetric encryption algorithms (see definition) to 

ensure that the data has not been modified. This is usually achieved by deriving a hash value 

(see definition) of the message, signing that hash value (to ensure the authenticity of the hash 

value), attaching it to the data being sent. The receiver can then derive the hash value of the 

data and compare the hash values to confirm integrity. 

Intranet. The trusted multi-function (data, voice, video, image, facsimile, etc.) private digital 

network using Internet protocols, which is operated and maintained for the conduct of 

company business. 

Intrusion Detection. (1) A method of monitoring traffic on the network to detect break-ins or 

break-in attempts either manually or via software expert systems; or (2) Pertaining to 

techniques which attempt to detect intrusion into a computer or network by observation of 

actions, security logs, or audit data; or (3) Detection of break-ins or attempts either manually or 

via software expert systems that operate on logs or other information available on the network. 

ISDN. There are two flavors of Integrated Services Digital Network or ISDN: BRI and PRI. BRI is 

used for home office/remote access. BRI has two "Bearer" channels at 64kbit (aggregate 128kb) 

and 1 D channel for signaling info. 

Key/Crypto Variable. A secret variable that is used by the encryption algorithm to produce a 

unique cipher text. The larger the key, the harder it is to break. Currently 128 bits is the 

standard for secure symmetric communication and 1,024 bit for asymmetric algorithms. 

Key Space The number of unique keys that is supported by an algorithm. 

Least Privilege. The minimum level of information, functions, and capabilities necessary to 

perform a user's duties. Application of this principle limits the damage that can result from 

accident, error, or unauthorized use of an information system. 



Procedure & Procedure 14.1.2 HIPAA Electronic Security 

Local Agency. Any municipal corporation, school district, special purpose district, or township 

of the state or any elected officer or LCBDD, bureau, commission, department, division, 

institution, or instrumentality of a county (ORC 1347). 

Local Area Network {LAN). A computer network that spans a relatively small area. Most LANs 

are confined to a single building or group of buildings. However, one LAN can be connected to 

other LANs over any distance via telephone lines and radio waves. A system of LANs connected 

in this way is called a wide-area network (WAN). 

Most LANs connect workstations and personal computers. Each node (individual computer) in a 

LAN has its own CPU with which it executes programs, but it also can access data and devices 

anywhere on the LAN. This means that many users can share expensive devices, such as laser 

printers, as well as data. Users can also use the LAN to communicate with each other, by 

sending email or engaging in chat sessions. 

Log. A sequential record of actions or to record an action in a sequence. 

Log File. A chronological record of operational and security-related events that have occurred. 

Log-in ID. An identification code (normally a group of numbers, letters, and special characters) 

assigned to a user that identifies the user to the information resource. 

Major Application {MA). An application that requires special attention to security due to the 

risk and magnitude of the harm resulting from the loss, misuse, or unauthorized access to or 

modification of the information in the application. A breach in a major application might 

comprise many individual application programs and hardware, software, and 

telecommunications components. Major applications can be either a major software 

application or a combination of hardware/software where the only purpose of the system is to 

support a specific mission-related function. 

Malicious Code. Harmful code (such as viruses and worms) introduced into a program or file 

for contaminating, damaging, or destroying information resources. Malicious code includes 

viruses (boot sector, file infector, multipartite, link, stealth, macro, email, etc.), Trojan horses, 

trap doors, worms, and counterfeit computer instructions 

Minimum Necessary Standard {also Minimum Necessary Doctrine). The practice of making all 

reasonable efforts not to use or disclose more than the minimum amount of protected health 

information necessary to accomplish the intended purpose of the use or disclosure. 

Mitigation. Correction or reduction of the impact (see Impact) vulnerability could have in an 

information system through the application of controls (see Controls and Countermeasures). 
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Modifier. Codes that are submitted with claims to identify a characteristic of service delivery 

that has business consequences, e.g., face-to-face vs. by telephone and client vs. with 

significant other, etc. 

Monitoring. Listening, viewing, or recording digital transmissions, electromagnetic radiation, 

sound, and visual signals. 

Network Administrator. The person who is responsible for setting up and maintaining a 

network. Duties of the administrator include installing software, assigning passwords, making 

backups, and finding a way to restore the network when it goes down. 

Non-Repudiation. A process available in certain asymmetric encryption algorithms by which 

the sender cannot deny sending the data. The process used to achieve this is the same used 

in authentication. See Accountability. 

Office of Civil Rights(OCR). The division of the US Department of Health and Human Services 

that has the principle mission of ensuring non-discriminatory access to Department funded 

services. OCR has been assigned the responsibility for enforcing the requirements and 

protections of the HIPAA Privacy Rule. 

Off-Site Storage. The process of storing vital records in a facility that is physically remote from 

the primary site. The specifics of storage arrangements are determined by the organization's 

specific risk assessment and information systems security plan. 

One-Time Password. A password that can only be used one time. One-time passwords reduce 

the risk of being lost, stolen or of leading to loss if guessed because they expire immediately 

after use. Issued to users who forget their own passwords by system administrators until user 

can reinstall self-constructed password. Also used in token authentication systems (see 

Security Token). 

Password. A unique string of characters that, in conjunction with a logon ID, authenticates a 

user's identity. 

Payment. (1) The activities undertaken by: (i) A health plan to obtain premiums or to 

determine or fulfill its responsibility for coverage and provision of benefits under the health 

plan; or (ii) A covered health care provider or health plan to obtain or provide reimbursement 

for the provision of health care; and (2) The activities in paragraph (1) of this definition relate to 

the individual to whom health care is provided and include, but are not limited to: (i) 

Determinations of eligibility or coverage (including coordination of benefits or the 

determination of cost sharing amounts), and adjudication or subrogation of health benefit 

claims; (ii) Risk adjusting amounts due based on enrollee health status and demographic 
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characteristics; (iii) Billing, claims management, collection activities, obtaining payment under a 

contract for reinsurance (including stop-loss insurance and excess of loss insurance), and 

related health care data processing; (iv) Review of health care services with respect to medical 

necessity, coverage under a health plan, appropriateness of care, or justification of charges; (v) 

Utilization review activities, including pre-certification and preauthorization of services, 

concurrent and retrospective review of services; and (vi) Disclosure to consumer reporting 

agencies of any of the following protected health information relating to collection of 

premiums or reimbursement: (A) Name and address; (B) Date of birth; (C) Social security 

number; (D) Payment history; (E) Account number; and (F) Name and address of the health care 

provider and/or health plan. 

Personal Information. Information that describes anything about a person or that indicates 

actions done by or to a person, or that indicates that a person possesses certain personal 

characteristics, and that contains, and can be retrieved from a system by, a name, identifying 

number, symbol, or other identifier assigned to a person (ORC 1347). 

Personal Representative. A person who may legally act with authority on behalf of another 

person. Generally, personal representatives act on behalf of un-emancipated minors or 

individuals unable to act for themselves because of physical or mental incapacity. 

Physical Safeguards. Physical measures and associated policies and procedures to protect a 

covered entity's electronic information systems and related buildings and equipment from 

natural and environmental hazards, and unauthorized intrusion. Also see Administrative 

Safeguards and Technical Safeguards. 

PIN. Personal Identification Number. 

Plaintext/Cleartext. Data that is not encrypted and is readable. 

Point-to-Point Protocol {PPP). One of the most common protocols used to connect a PC to an 

Internet host via high-speed modem and a telephone line. PPP established a temporary but 

direct connection to an Internet host, eliminating the need for connecting to an interim system. 

PPP also provides a method of automatically assigning an IP address, so that remote or mobile 

systems can connect to the network at any point. 

Potential Impact. Low: The loss of confidentiality, integrity, or availability could be expected to 

have a limited adverse effect on organizational operations, organizational assets, or individuals. 

Moderate: The loss of confidentiality, integrity, or availability could be expected to have a 

serious adverse effect on organizational operations, organizational assets, or individuals. High: 

The loss of confidentiality, integrity, or availability could be expected to have a severe or 

catastrophic adverse effect on organizational operations, organizational assets, or individuals. 
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Privacy. One's right to control what information is collected about oneself and how it is used; 

to be free from identification, classification, or observation by another party without one's 

consent. Privacy also has come to connote the right of individuals to control third party access 

to information about oneself that may be considered personal in nature. For the purposes of 

the HIPAA Privacy Rule, privacy focuses on the individual's interest in limiting who has access to 

one's personal health care information. The protection of privacy is an important goal of 

Confidentiality and Security. 

Procedure. The name or numeric code for a specific healthcare intervention that distinguishes 

it from other interventions. 

Proprietary Information. Material and information relating to or associated with a company's 

products, business, or activities. This information must have been developed for or by the 

company and must not be available without restriction from another source. 

Protected Health Information (PHI). Broadly, individually identifiable health information that is 

a) transmitted by electronic media b) maintained in any form of electronic media or c)

transmitted or maintained in any other form or medium (see 45 CFR § 160.103). See De

identified PHI.

Provider. An organization that furnishes, bills, or is paid for health care in the normal course of 

business. Providers are covered by HIPAA to the extent that they conduct transactions that are 

covered by HIPAA. 

Public Health Authority. An agency or authority of the United States, a State, a territory, a 

political subdivision of a State or territory, or an Indian tribe, or a person or entity acting under 

a grant of authority from or contract with such public agency, including the employees or 

agents of such public agency or its contractors or persons or entities to whom it has granted 

authority, that is responsible for public health matters as part of its official mandate. 

Publicly Available Information. An information resource available through publicly available 

means such as the Internet. See Public Record. 

Public Key Authentication. A process available in certain asymmetric encryption algorithms 

(see Asymmetric Encryption Algorithm) where the identity of the user is confirmed. This is 

usually achieved when the sender signs the data with their private key ensuring the data 

originated with them. 

Raid Disk (rad). Short for Redundant Array of Independent (or Inexpensive) Disks, a category of 

disk drives that employ two or more drives in combination for fault tolerance and performance. 

RAID disk drives are used frequently on servers but aren't generally necessary for personal 

computers. 
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Reason Codes. Codes that relate to a literal expression of explanation as to why a particular 

action was taken. 

Recipient. The individual to whom a healthcare service is provided. 

Recovery. Activities designed to return damaged facilities and equipment to an operational 

status. 

Residual Risk. The portion of risk that remains after security measures have been applied. 

Some risk always remains. 

Risk. The possibility of loss or injury based on the likelihood that an event will occur and the 

amount of harm that could result (see Information Technology-related Risk and Residual Risk, 

Impact, Potential Impact). 

Risk Assessment/Risk Analysis (RA). The process of identifying the vulnerabilities, threats, 

likelihood of occurrence, potential loss or impact, and theoretical effectiveness of security 

measures. Results are used to evaluate the level of risk and to develop security requirements 

and specifications (also known as Risk Analysis). 

Risk Management. The total process of identifying, controlling, and mitigating information 

system-related risks. It includes risk assessment; cost-benefit analysis; and the selection, 

implementation, test, and security evaluation of safeguards. This overall system security review 

considers both effectiveness and efficiency, including impact on the mission and constraints 

due to procedure, regulations, and laws. 

Risk Mitigation. The process of minimizing risk by applying cost-effective security measures 

commensurate with the relative threats, vulnerabilities, and the value of resources to be 

protected. 

Role. A distinct set of responsibilities related to an operation or process and identified with a 

user or class of users (see User). 

Roll-up. Services meeting the Same-day Service criteria are to be summed as to units of 

service, rounded, and reported as a single line of service (see Same-Day Service). 

Router. A device that determines the next network point to which a data packet should be 

forwarded to its destination. The router is connected to at least two networks and determines 

which way to send each data packet based on its current understanding of the state of the 

networks to which it is connected. Routers create or maintain a table of the available routes 

and use this information to determine the best route for a given data packet. 
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Safeguard. A protective measure prescribed to meet the security requirements (i.e., 

confidentiality, integrity, and availability) specified for an information system. A safeguard may 

include security features, management constraints, personnel security, and security of physical 

structures, areas, and devices. Synonymous with security control and countermeasure. 

Same-Day Service. Any two or more services that share the following characteristics: 

a. Recipient

b. Provider

C. Date

d. Procedure

e. Modifier 1

f. Modifier 2

g. Place of service

Secure. A state that complies with the level of security controls that have been determined to 

provide adequate protection against adverse contingencies. 

Security. A condition that results from the establishment and maintenance of protective 

measures that ensures data privacy, integrity, and availability. Security encompasses all the 

safeguards in an information system, including hardware, software, personnel policies, 

information practice policies, disaster preparedness, and the oversight of all these areas. The 

purpose of security is to protect both the system and the information it contains from 

unauthorized access from without and from misuse from within. Through various security 

measures, a health information system can shield confidential information from unauthorized 

access, disclosure and misuse, thus protecting privacy of the individuals who are the subjects of 

the stored data. 

Security Breach. The violation of an explicit or implied security procedure that compromises 

the integrity, availability, or confidentiality of an information resource. 

Security Category. The characterization of information or an information system based on an 

assessment of the potential impact that a loss of confidentiality, integrity, or availability of such 

information or information system would have on organizational operations, organizational 

assets, or individuals. 

Security Event. An unusual event that has security implications (compromised data 

confidentiality, accessibility, availability) but, as determined by qualified staff, does not have 

substantial impact on the organization's information assets and is remedied with relative ease. 

Documentation requirements for Security Events are less rigorous that the requirements for 

Security Incidents. 
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Security Incident. The attempted or successful unauthorized access, use, disclosure, 

modification, or destruction of information or interference with system operations in an 

information system. 

Security Plan. A strategy for achieving the appropriate level of security controls to be applied. 

A security plan is designed to identify the appropriate security controls for the information 

resource and the strategy for their implementation. The areas to be addressed include 

hardware, software, connectivity, information, personnel, operating and computing 

environment, administration, and management. 

Security Requirements. Types and levels of protection necessary for equipment, data, 

information, applications, and facilities to meet laws, executive orders, directives, policies, or 

regulations. 

Security Safeguards. The protection mechanisms and controls prescribed to meet the security 

requirements specified for an information resource. Security controls may include but are not 

necessarily limited to: hardware and software security features, operating procedures, 

authorization and accountability procedures, access and distribution controls, management 

constraints, personnel security, environmental controls, and physical control areas, structures, 

and devices. The HIPAA Security Rule identifies three types of safeguards; administrative, 

physical and technical. Also called security controls and countermeasures. See Administrative 

Safeguards, Physical Safeguards, Technical safeguards. 

Security Specifications. A detailed description of the safeguards required to meet security 

requirements and to adequately protect an information resource from unauthorized (accidental 

or intentional) disclosure, modification, destruction, or denial of service. 

Security Violation. Acts that violate security procedure or procedure or that breach a core 

security controls. 

Sensitive Information. Any information that has restrictions placed upon its access within the 

organization or its disclosure outside of the organization, as determined by procedure or 

statute. 

Sensitivity. (1) A relative measure of the impact on external individuals or organizations in the 

event of an improper disclosure of information or; (2) a measure of the importance assigned to 

information by its owner, for denoting its need for protection. 

Separation of Duties. Assignment of responsibilities such that no one individual or function has 

control of an entire process. 
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Server. An information resource or a set of processes on an information resource providing 

services to clients (see Client) across a network. 

Shared Accounts. A logon ID or account utilized by more than one user. Shared accounts on 

information systems dilute the security objective of accountability. 

Sponsor. The member of the workforce who has overall responsibility for the general oversight 

and use constraints on an information resource and has executive-level responsibilities for cost

benefit and risk analysis associated with the resource. In large organizations, the System 

Owner (see definition) is subordinate to a Sponsor. In smaller organizations, the same person 

may be both Sponsor and System Owner. 

SPAM. The use of email or another networked communications facility as if it were a broadcast 

medium by sending the same unsolicited message to numerous people. 

Spy ware. Any software that employs a user's Internet connection in the background (the so

called "backchannel") without the user's knowledge or explicit permission. Once installed, the 

spy ware monitors user activity on the Internet and transmits that information in the 

background to someone else. Spy ware can also gather information about email addresses and 

even passwords and credit card numbers. Ethical use of silent background use of an Internet 

connection is preceded by a complete and truthful disclosure of proposed backchannel usage, 

followed by the receipt of explicit, informed, consent for such use. Covertly installed software 

that communicates across the Internet absent these elements is viewed as information theft. 

State Agency. The office of any elected State officer and any agency, LCBDD, commission, 

department, division, or educational institution of the State {ORC 1347). 

System. Any collection or group of related records that are kept in an organized manner and 

that are maintained by a state or local agency, and from which personal information is 

retrieved by the name of the person or by some identifying number, symbol, or other identifier 

assigned to the person. "System" includes both records that are manually stored and records 

that are stored using electronic data processing equipment. "System" does not include 

collected archival records in the custody of or administered under the authority of the Ohio 

historical society, published directories, reference materials or newsletters, or routine 

information that is maintained for internal office administration, the use of which would not 

adversely affect a person (Ohio Revised Code section 1347). 

System Administrator. A person who is responsible for managing a multi-user computing 

environment, such as a local area network (LAN). The responsibilities of the system 

administrator typically include: installing and configuring system hardware and software; 

establishing and managing user accounts; upgrading software; and backup and recovery tasks. 
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System Development Life Cycle {SDLC). The staged development of an information system 

from the investigation of initial requirements through analysis, design, implementation, 

maintenance, and system retirement. In the context of information security, the preferred 

practice is to include security considerations from the beginning to the end of the life cycle 

rather than to initiate security concerns only at the implementation stage. 

System Owner. Workforce member with the operational responsibility for a specified 

information system and the responsibility for ensuring ongoing controls for its generation, 

collection, processing, dissemination, and disposal. The System Owner is responsible 

communicating with information technology staff about the approval termination of users. 

Technical Safeguards. The security controls (i.e., safeguards or countermeasures) for an 

information system that are primarily implemented and executed by the information system 

through mechanisms contained in the hardware, software, or firmware components of the 

system. Also see Administrative Safeguards and Physical Safeguards. 

Threat. Any circumstance or event (human, physical, or environmental) with the potential to 

cause harm to an information resource in the form of destruction, disclosure, adverse 

modification of data, and/or denial of service by exploiting vulnerability. 

Time Out. A feature that automatically disables an application, disconnects an information 

resource, or locks a key after a specified period of idleness. 

Treatment. The provision, coordination or management of health care (care, services or 

supplies related to the health of an individual) and related services by or among providers, 

providers and third parties, and referrals from one provider to another provider. 

Trojan Horse. A destructive program that masquerades as a benign application. 

URL. Abbreviation of Uniform Resource Locator, the global address of documents and other 

resources on the World Wide Web. The first part of the address indicates what protocol to use, 

and the second part specifies the IP address or the domain name where the resource is located. 

User. An entity that attempts to access an information resource. The entity may be an 

individual, a computer, or another application. 

Virtual Private Network {VPN). Secure remote access method for accessing information on a 

trusted network from a remote location over an untrusted network. Through measures like 

authentication and data encryption, cryptographic VPNs can establish a secure virtual 

connection between physical locations. VPNs can be implemented through hardware, existing 

firewalls, and standalone software applications. 
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Vital Business Record. A document, regardless of media, which, if damaged or destroyed, 

would disrupt business operations and information flows and result in considerable 

inconvenience and expense in order to recreate the record. 

Vulnerability. A condition or weakness in security procedures, technical controls, or 

operational processes that exposes the system to loss or harm. 

Vulnerability Assessment. Formal description and evaluation of the vulnerabilities in an 

information system. 

Web Browser. An application that enables users to communicate remotely using Internet 

protocols with special server-based applications. 

Web Server. A server program that provides access to web pages. 

Workforce. The employees, volunteers, trainees, and other persons under the direct control of 

a covered entity, whether they are paid by the covered entity. 

Workstation. A terminal, computer, or other discrete resource that allows personnel to access 

and use information resources. 

B. Risk Assessment

This procedure is intended to guide the LCBDD in meeting HIPAA Security Administrative 

Safeguards requirements for risk analysis and risk management. The Logan County LCBDD of DD 

applies risk management techniques to balance the needs and costs for security measures in its 

information security structure. When complete elimination of risk is unattainable, risk 

management offers a practical approach to balancing security with operational requirements 

and cost. 

• Periodic risk analysis will be conducted on any information systems, processes and

physical areas in LCBDD offices and facilities to address changing threats, vulnerabilities,

and organizational priorities.

• A Risk Management Plan will be developed, and employees are expected to work to

resolve any issues.

C. Sanctions

The Logan County LCBDD of DD has adopted this procedure to comply with the Health

Insurance Portability and Accountability Act of 1996 (HIPAA), including the Privacy and
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Security Rules, as well as to fulfill its duty to protect the confidentiality and integrity of 

confidential protected health information as required by law and professional ethics. 

• All officers, employees, and agents of Logan County LCBDD of DD shall preserve the

integrity and the confidentiality of individually identifiable health information {IIHI)

pertaining to each client. This IIHI is protected health information {PHI) and shall be

safeguarded to the highest degree possible in compliance with the requirements of the

security and privacy rules and standards established under the Health Insurance

Portability and Accountability Act of 1996 (HIPAA).

• The LCBDD will not tolerate violations of HIPAA statutory requirements nor its policies

and procedures in place to uphold them. Any violation of HIPAA rules or LCBDD

procedure and procedures shall constitute grounds for disciplinary action up to and

including termination, professional discipline and criminal prosecution.

• Any officer, employee or agent of the Logan County LCBDD of DD who believes another

officer, employee or agent of the LCBDD has breached the facility's privacy or security

policies and/or procedures or otherwise breached the integrity or confidentiality of

client or other sensitive information shall immediately report such breach to the

Operations Director.

• At the discretion of management, the LCBDD may terminate an employee for the first

breach of the facility's privacy or security policies if the seriousness of the offense

warrants such action.

• The LCBDD will not retaliate against nor permit reprisals against any employee or other

person who reports a breach to the integrity or confidentiality of client or other

sensitive information.

• All officers, employees, and agents of the LCBDD are expected to comply and cooperate

with the facility's administration of this procedure.

D. Information System Activity Review

This procedure is to guide the LCBDD in making decisions toward ensuring that information 

system activity is being monitored and reviewed appropriately. 

The following must be included, but not limited, to adequately monitor and review 

information system activity: 
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• Internal audit procedures to regularly review records of information system

activity. These procedures may utilize audit logs, activity reports, or other

mechanisms to manage system activity.

• Audit logs, activity reports, or other mechanisms to document and manage

information system activity must be reviewed at intervals commensurate

with the associated risk of the information system or ePHI repositories

contained on LCBDD information systems. The interval of the system activity

review must not exceed 90 days.

• An Audit Control and Review Plan must be created that includes all systems

and applications to be logged, the information to be logged for each system,

and the procedures to review all audit logs and activity reports.

• A mechanism to report security incidents and suspected rogue activity to

notify appropriate management, security, and privacy personnel.

• A schedule outlining the retention and disposal of audit logs and activity

reports must also be established.

E. Security Incident Response and Reporting

To guide the LCBDD's reporting of and response to incidents that threaten the privacy,

integrity, or availability of information stored on its information systems. Security Incidents

include, but are not limited to:

• Attempted or actual violations of LCBDD information system security policies,

particularly those that compromise or threaten to compromise electronic

protected health information or other non-public information maintained by the

LCBDD.

• Attempts (either failed or successful) to gain unauthorized access to a system or its

data

• Unauthorized use of a system for the processing or storage of data

• Changes to system hardware, firmware, or software characteristics without the

owner's knowledge, instruction, or consent

• Infection by virus or other malicious software
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• Failure of system hardware, firmware, or software

Workforce members shall report suspected security incidents upon detection to the 

Operations Director. The Operations Director shall keep the Superintendent informed of the 

status of the incident follow-up until the incident is resolved. 

The Operations Director shall be responsible for assessing reports of unusual security 

events, evaluating their degree of threat, and initiating and coordinating the appropriate 

level of response. 

The incident response process will provide an escalation mechanism, specifically: 

One - Protect individually identifiable health information and non-public information 

maintained on its systems. Prevent exploitation of networks, workstations, 

systems, or sites storing individually identifiable health information or other 

confidential information. Inform affected users about penetrations that have 

already occurred. 

Two - Protect other data, including managerial. Prevent exploitation of other systems, 

networks or sites and inform already affected systems, networks or sites about 

successful penetrations. 

Three - Prevent damage to systems (e.g., loss or alteration of system files, damage to disk 

drives, etc.). 

Four - Minimize disruption of computing resources (including processes). It is better in 

many cases, to shut a system down or disconnect from a network, than to risk 

damage to data or systems. The Operations Director shall work with each data 

and system owner to evaluate the trade-off between shutting down and 

disconnecting and staying active. 

The LCBDD shall establish and maintain reasonable and appropriate methods for monitoring 

activity on its information systems. All modes of information about system use will be 

regularly monitored for signs of anomalous activity and any anomalous activity that appears 

to represent a breach of security or a disruption/degradation of system performance shall 

be thoroughly investigated to determine its origin, scope and methods. 

All anomalous events requiring investigation shall be documented in accordance with the 

standard procedure for making Security Incident investigation reports. 
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• Security Events such as minor violations of LCBDD Security Procedure are not to

be reported as Security Incidents unless they are associated with substantial

harm to LCBDD assets or are part of a repeated pattern of risk behavior.

• Ordinary infestations of malicious code (virus, Trojan Horses, worms, etc.)

affecting only single computers are not reportable as Security Incidents. They

are to be documented separately by appropriate staff.

Information Security Incidents will be handled in a manner that meets the following 

standards: 

• Minimizes adverse consequences to the LCBDD's resources, employees, and

customers.

• Prevents or discourages repetition of incidents.

• Meets reporting requirements specified in LCBDD security policies and

procedures as well as applicable law.

• Assures that all perpetrators are reported to the proper authorities.

• Provides feedback to assist the Operations Director and management in

identifying and correcting inadequacies in LCBDD security policies and

procedures.

All Security Incident reports shall be retained for 6 years. 

An annual calendar year report shall be produced by the Operations and distributed to the 

Superintendent. 

F. Data Back-up Plan

To establish and implement procedures to create and maintain retrievable exact copies of

electronic protected health information.

The LCBDD will assign an employee who will be responsible for coordinating the information

systems backups. A plan will be developed describing what data will be backed up, how

often, and where it will be stored. Logs will be kept that record when the data backups were
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conducted, and this backup process will be tested periodically to ensure data can be 

recovered. 

G. Disaster Recovery and Emergency Mode Operation

To establish, and implement as needed, procedures to assist in the restoration of any loss of

data:

All personnel of the LCBDD must be familiar with the contents of this plan and follow its

guidance, as appropriate, in a disaster. Familiarity with the plan and demonstrated

competence in the requirements of the plan are an important part of every employee's

responsibilities.

The LCBDD will follow the Disaster Recovery Plan procedures related to the following

disaster classifications:

• Type I Disaster - minimal equipment failure

• Type II Disaster - computer room damaged must relocate within current

building

• Type Ill Disaster - facility damaged must relocate to another building

H. Written Contracts and Other Agreements

The purpose of this procedure is to formalize reasonable and appropriate privacy and security 

assurances for instances where the LCBDD chooses to accomplish its business objectives 

through business associates or contractors whose work for the LCBDD necessarily entails the 

creation, use or disclosure of individually identifiable health information for which the LCBDD is 

responsible. 

The LCBDD and its officers, employees and agents shall not disclose individually identifiable 

health information to any business associate in the absence of a written contract or agreement 

that assures that the Business Associate will: 

• Use the information only for the purposes for which they were engaged by the LCBDD

• Take reasonable and appropriate measures to safeguard the information from misuse

and ensure its availability; and,
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• Help the LCBDD comply with the LCBDD's duties to provide individuals with access to

health information about them and a history of certain disclosures are required to be

made.

• Report to the LCBDD any security incident of which it becomes aware.

• Return to the LCBDD any PHI belonging to the LCBDD that is in its possession at the end

of the agreement.

If the organization to which the LCBDD wishes to form a business associate relationship with is 

another governmental entity, the agreement may take the form of a memorandum of 

understanding that substantially meets the objectives of a business associate agreement 

Any business associate agreement or similar memorandum of understanding entered by the 

LCBDD shall conform to the standards and specifications contained in 45 CFR § 164.308 (b), 

§164.314 and §164.504(e)(2).

The LCBDD shall disclose PHI to a business associate for the sole purpose of assisting the LCBDD 

in completing its healthcare functions and not for independent use by the business associate. 

The contract between the LCBDD and its business associate shall be a document separate from 

any service agreement between the parties. 

Upon receiving information about a business associate's possible violation of its written 

agreement with the LCBDD, the LCBDD may take reasonable steps with the business associate to 

cure the breach or to end the violation. 

LCBDD agreements with Business associates must provide for the termination of the business 

associate agreement if a violation is discovered or if after a violation is discovered the associate 

fails to cure the breach or end the violation. 

I. Workstation Use and Security

The LCBDD has established the following guidelines for workforce members that will ensure the 

proper use of workstations: 

• Workstations are the property of the LCBDD and are intended for official LCBDD

business purposes.
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• All users have the responsibility to use workstations, information system resources and

services in an efficient, effective, ethical and lawful manner and to be aware of the ways

their own use might have adverse impact on other users.

• Workforce members are expected to know and understand LCBDD security policies and

exercise diligence in following them to properly protect the vast amount of individually

identifiable health information that resides on its system

Prohibited Uses: 

• Unauthorized acquisition, disclosure, modification or destruction of any computerized

information or attempting to do so.

• Unauthorized modification of computer resources, including the computer, computer

software and information. Modification includes any unauthorized changes, appending,

replacement, and contamination of the resources or any act that would make the

resource inaccurate, unsuitable or unavailable for its intended use.

• Any unauthorized attempt to obtain a LCBDD log-in ID or password that belongs to

another user.

• Any use of the LCBDD owned computer resources in the commission or attempted

commission of a misdemeanor or felony crime or aiding, abetting, soliciting or

conspiring to commit a computer-related crime.

• Unauthorized use or access and/or attempted unauthorized use or access to LCBDD

information systems including but not limited to, all computers and information stored

therein.

• Unauthorized acquisition, disclosure, modification or destruction of any computerized

information that supports LCBDD business or the attempt to do so.

• Installation of any software on LCBDD equipment that has not been specifically

approved by The Operations Director.

• Playing "streaming" audio or video or downloading radio, audio (e.g., MP3), video or

multimedia files unless directly related to LCBDD business.
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• Logging onto any system with any identification or password other than that assigned to

the user.

• No user shall attempt to disable, defeat or circumvent any LCBDD supported security

feature or assist anyone else in doing so.

• Users are expected to be vigilant in maintaining system security and shall notify the

Operations Director of any security weakness or breach.

• Users must not break into or exceed authorized limits when accessing any computer

network.

• Users shall follow all account authorization and log-on/log-off procedures.

• Users shall maintain local passwords in accordance with the LCBDD's procedure on

passwords and follow password protection guidelines.

• The Operations Director shall deploy virus and spy ware protection software and all

users shall follow current guidance on effective use procedures and optimal workstation

settings for protection software

• Take all reasonable precautions to avoid the entry or distribution of any malicious

software (virus, Trojan Horse, worm, etc.) which may cause damage or any component

of the LCBDD's information systems.

• The connection of any wireless network device to any computer system that accesses

the LCBDD's network, no matter where the computer is located (e.g., home, work,

remote office, etc.), must first be approved by the Superintendent.

• All workforce members are expected to know and understand LCBDD security policies

and procedures.

J. User Privacy Expectations and LCBDD Rights

System users are granted access to computer and information resources to assist them in

performance of their jobs. Users do not have an absolute right to privacy in anything they

create, send or receive on LCBDD systems.

The LCBDD desires to provide a reasonable degree of privacy to workforce members. At the

same time, the LCBDD retains the right to monitor usage of all aspects of its

telecommunications and computer systems including user e-mail, voice-mail, networks,



Procedure & Procedure 14.1.2 HIPAA Electronic Security 

intranet and internet to ensure compliance with its policies and with relevant laws. This 

includes the right to perform manual or automated audits of system use and contents. 

The email system is supported to facilitate business communications among and between 

participating authorized users and between workforce members and the LCBDD's providers 

and business associates. While a user may have an individual mailbox and password on the 

system, the system in its entirety belongs to the LCBDD. The content of all email on the 

system is the property of the LCBDD. 

• The LCBDD reserves the right to review the contents of any user's email

communications at any time, for any reason, without prior notification. Users

should also be aware that workstation deletion of an email does not delete it from

the email system.

• Electronic records generated on LCBDD systems, including email, may be public

records. There is no reasonable expectation of privacy about the use of the LCBDD

network and email system.

• Any public records request and any informal request for information by the public

requiring access to computer records should be referred to the Superintendent.

• Workforce members have a strong obligation of confidentiality with respect to all

individually identifiable health information that resides on the workstations and the

associated networks. All workforce members are expected to know and understand

LCBDD privacy policies and procedures.

K. Device and Media Controls

This procedure was developed to guide the receipt and removal of hardware and electronic 

media that hold electronic protected health information (ePHI). The policies on Device and 

Media Controls address the movement of these protected assets within as well as into and out 

of the agency. Device and media are the use of hard drives, storage systems, removable disks, 

floppy drives, CD ROMs, PCM CIA cards, memory sticks, USB storage devices, and all other forms 

of removable media and storage devices. 

Accountability 

• All electronic devices that have a data storage capability shall be inventoried with

notations as to location, assigned user(s) and assignment dates. Inventories shall be

retained for a minimum of six years
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• The user who transfers protected health information to removable media or to a

portable device is responsible for the protection of that data if it resides on the

portable media or device or until it is transferred to another user. The obligation to

protect includes, but is not limited to a) appropriate storage, b) physical security

during transport and use away from LCBDD facilities and c) appropriate final

disposition.

• The Operations Director shall develop a procedure to determine when an exact

retrievable copy of ePHI is required prior to the movement of equipment storing

such ePHI.

Device and Media Re-Use

• Prior to making storage devices and removable media available for reuse, the LCBDD

shall ensure that the device or media does not contain ePHI.

• If the device or media contains the only copy of ePHI that is required or needed, a

retrievable copy of the ePHI must be made prior to reuse.

• If the device or media contains ePHI that is not required or needed, and is not a

unique copy, an authorized data destruction protocol must be used to destroy the

data on the device or media prior to reuse. Removable media that is used for

system backup and disaster recovery and is stored and transported in a secured

environment is not subject to the data destruction requirement.

• The Operations Director will ensure that the previous label on such media that is to

be overwritten is removed and destroyed.

• Equipment that has residual value may be sold in accordance with LCBDD procedure

once it has been cleaned of ePHI.

• If the equipment has no residual value, cannot be reused, and ePHI has been

stripped from it, then it should be recycled or disposed of in an environmentally safe

manner. Computers and computer monitors contain enough heavy metals to be

considered hazardous waste. No computers or monitors may be disposed of via the

trash.
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Data Backup and Storage 

• Prior to disposing of any storage device or removable media, all ePHI shall be

removed in accordance with approved data destruction protocols.

• If the device or media contains the only copy of ePHI that is required or needed, a

retrievable copy of the ePHI must be made prior to disposal.

• If the device or media contains ePHI that is not required or needed, and is not a

unique copy, a data destruction tool must be used to destroy the data on the device

or media prior to disposal.

• Refer to the Data Backup Plan Procedure regarding the plan that the LCBDD is

required to have in place for the backup of its data.

Disposal

• The LCBDD shall ensure that devices and media holding ePHI are properly disposed

of when they are no longer needed by the current user and are ready to be

transferred securely to a subsequent user, organization, or recycling company.

• Prior to destroying or disposing of any storage device or removable media, the user

shall ensure that the device or media does not contain ePHI.

• If the device or media contains the only copy of ePHI that is required or needed, a

retrievable copy of the ePHI shall be made prior to disposal.

• If the device or media contains ePHI that is not required or needed, and is not a

unique copy, a data destruction tool must be used to destroy the data on the device

or media prior to disposal.

L. Person or Entity Authentication

Authentication Mechanism 

• Any person or entity seeking access to any network, system, or application that

contains LCBDD ePHI must verify their identity.

• The LCBDD shall make reasonable efforts to verify the identity of the receiving

person or entity prior to transmitting ePHI, such as: a unique user identification and
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password combination, smart cards, or biometric input before being granted access 

to that resource. 

Prohibition Against Misrepresentation 

• No person or entity seeking access to any LCBDD network, system, or application

shall misrepresent themselves by using another person or entity's identity.

• No person or entity (other than a network of system administrator) shall allow

unauthorized persons or entities to use their authentication credentials such as

User IDs and passwords, smart cards, or any other authentication information.

M. Access Controls

The purpose of this procedure is to guard electronic protected health information (ePHI} from 

unauthorized access and ensure appropriate levels of access to ePHI based upon each staff 

person's organizational role. 

• Unique User Identification - Each information system user shall be identified by a

single name and/or number (User ID) assigned to them.

• Emergency Access - ePHI shall be protected and made available to authorized users

in the event of an emergency.

• Automatic Logoff - All user sessions will automatically disconnect after 30 minutes

of inactivity.

N. Audit Controls

The purpose of this procedure is to implement hardware, software, and/or procedural 

mechanisms that record and examine activity in information systems that contain or use 

electronic protected health information (ePHI}. 

Audit Control Mechanisms 

• Every computer, communication device, program, or file that contains ePHI must

utilize a mechanism to log and store security-related system activities. Auditing

should be performed at an appropriate level as determined by the LCBDD's Risk

Analysis. For example, some individual applications may provide auditing while
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some may not (such as in the case of individual files or certain programs and 

databases) and will have to be audited at the operating system level. 

• The audit log must include, at a minimum, the following information: User ID, Login

Date/Time, and Service Accessed.

• Audit logs must be retained for two calendar years.

Audit Review Plan

• The covered entity must develop procedures to ensure that system audit logs are

reviewed/monitored on a regular basis.

Audit Revision Plan

• If the ePHI inventory of the covered entity should change, the audit procedure must

be revised accordingly to ensure compliance.

Adopted: 8-25-05; 3-16-06; 3-22-07; 3-27-08; 03/19/2009; 

IMPLEMENTATION 

This directive becomes effective on the Superintendent-approved date indicated below and 

rescinds all previous procedure directives on the subject. 

Saul Bauer, Superintendent Date 

Reviewed Date LCBDD Approved Procedure Approved 

11/26/2019 12/06/2018 12/06/2018 





















































LCBDD POLICY MANUAL ACKNOWLEDGEMENT 

I acknowledge receipt of this manual ("receipt" is access to the manual electronically) 

and understand and agree that I am responsible for knowing its contents and keeping updated 

on its content. A copy of the manual is available for review at S:\PUBLIC\POLICV 

MANUAL\Policy Manual. 

I further acknowledge and understand that this manual does not create a contract of 

employment with the Logan County Board of DD for a y purpose. I agree and understand 

that any and all provisions of this manual may be modified or eliminated, without advance 

notice to me, at any time. 

Issued To: 

Signed: 

Date Received: 
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